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How to Read This Manual

Notations
The following notations may be used in this manual.
e Print job accounting client software — Client software

e Generic name for Windows, Windows Vista, Windows Server 2008 R2, Windows Server 2008,
Windows Server 2003 — Windows

*Unless otherwise specified, the 64-bit version is included in Windows 8, Windows Vista, Windows
Server 2008, Windows XP and Windows Server 2003.

e Mac OS X 10.3 and later - Mac OS X

Unless otherwise specified, Windows 7 is used as an example for Windows, and Mac OS X 10.8 is
used as an example for Mac in this manual.

The notations used in this manual may differ from actual interface items depending on your OS or
model.

Terms
(! Note)

Terms are cautions or restrictions that are required to operate this software correctly.
Be sure to read sections with this mark to ensure operations are performed correctly.

Indicates information that is useful to know or refer to when using the software. You should
read the sections with this mark.

Important

Trademark Information

OKI is a registered trademark of Oki Electric Industry Co., Ltd.

Microsoft, Windows, Windows Server, Windows Vista, Excel, Internet Explorer and Active Directory
are the trademarks or registered trademarks of Microsoft Corporation in the United States and
other countries.

Macintosh, Mac OS and OS X are the trademarks or registered trademarks of Apple Computers
Inc. in the United States and other countries.

PageMaker is the trademark or registered trademark of Adobe Systems Incorporated in the United
States and other countries.

SD Memory Card is the trademark or registered trademark of the SD Association.

Other product names and brand names are registered trademarks or trademarks of their
proprietors.



About This Manual

1. Unauthorized copying of this manual in whole or in part is strictly forbidden.

2. The contents of this manual may be changed at any time without prior notice.

3. Every effort has been made to ensure that the information in this manual is complete, accurate
and up-to-date. However, in the unlikely event a mistake or missing entry is discovered,
contact the local vendor.

4. While all reasonable efforts have been made to make this manual as accurate and helpful
as possible, we make no warranty of any kind, expressed or implied, as to the accuracy or
completeness of the information contained herein.

Manual Copyright

Oki Data Corporation owns the entire copyright to this manual. Unauthorized reproduction,
transcription, and translation of this document are prohibited.

Prior written permission must be obtained from Oki Data Corporation to reproduce, transcribe, or
translate any sections of this manual.

© 2014 Oki Data Corporation
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1. Introduction

1. Introduction

This section explains the merits, mechanisms and configuration of smart PrintSuperVision
(sPSV), and the contents that need to be decided before setup.

Merits of smart PrintSuperVision (sPSV)
sPSV allows devices such as printers and multifunction printers to be managed in the
following ways:
- Detailed configuration of printing limitations according to the user or document
- Acquisition and summary of various forms of information (job logs) related to printing
- Device management such as management of remaining toner and image drum

Management of Printing Limitations

e It is possible to set whether or not to allow printing for each user, document (file name), application,
etc.

e It is also possible to set whether or not to allow color printing in a similar manner.

e Printer restrictions can be set for multiple users or devices at the same time. For example, it is possible
to allow the general affairs division to print from any device but only allow the accounting division to
print from devices installed in their own division.

e A printing limit (for example a maximum number of pages) can be set for each user or device.

Job Log Acquisition and Summary

e Information including the printed date and time, user name, quantity and paper size can be acquired
and summarized in job logs.

e Job logs can be output as a CSV file for use in commercially available spreadsheet software.

A CSV file is a text file separated by commas and is a file format that is commonly used for
converting data between spreadsheets and database management software.

Device Management

e Information such as print volume, usage of consumables and status information can be collected and
summarized, and the results can be displayed on the screen or sent as an email notification.

Support for Both Windows and Mac OS X

¢ Both Windows and Mac OS X are supported as client environments.

- 10 -



1. Introduction

Mechanisms of sPSV

(2) Server computer
sPSV administrator

Active Directory

sPSV P
Periodic collection of w
information*1

-Consumables information

-Device status information e 1
- Print log information : T —l
-Fee log information = 1
-User account information 1 J -
=== HTTP

-Other setting information

sPSV

-Configuring the settings of sPSV = P. 36

-Registering devices and management groups = P. 118

-Registering users and user groups = P. 129

-Setting the usable volume = P, 166

-Configuring settings for collection and summarization of job logs
= P. 188

-Monitoring device statuses = P. 178

-Setting usage limitations = P. 142

sPSV

-
administrator 4
(Y </

(6) Administrator

Receiving/browsing
1. execution results
L N -

computer

(Windows)
sPSV m—————
-Checking user account information*2 = 1
=P 133 N :
- i i *) = 1
Checking job logs*2 = P. 190 . | <@

Client software*3

- Setting user IDs
Windows = P. 108
Mac OS X = P. 114

- Setting job accounting modes
(Windows only) = P. 108

: Printer driver

| €&

(4) Authentication
server

P,
4 S
Browsing by Active Directory
users >

LDAP

(3) Database server

Updating/browsing
information

TCP Port

-Notification of sending of
update results

- Notification of execution
results

- Notification of status
detection

- Notification of sending
of fee summarization
results

-Notification that usage
volume has been

SMTP(S) exceeded

(5) SMTP server

(1) Device

-

SNMP

TCP Port Other parameter

Standard
sPSV users S “ oo

(7) Client computer -

POP3(S)

(Windows/Mac)

Receiving/browsing execution
results for own user account

HTTP settings

*1 Information is gathered according to the settings on the administrator computer and client computers.

*2 Users can only browse this for their own user account
*3 This needs to be installed if identifying user IDs by user ID (PIN).

No. Name

Details

(1) | Device

Printers, multifunction printers, etc. managed using sPSV

(2) | Server computer

The server on which sPSV is installed

(3) | Database server

The server that executes database processes

(4) | Authentication server
to Active Directory.)

The server that executes directory services (in the case of sPSV, this refers

(5) | SMTP server

The server that executes email processes

-11 -




1. Introduction

No. Name Details
(6) | Administrator By logging in as an sPSV administrator in a web browser and accessing
computer the server computers from this computer, it is possible to register devices,
(Windows) users and user groups, set usage limitations and manage devices.
(7) | Client computer A computer on which users can print pages and browse information
(Windows/Mac) managed in sPSV.
- If users are identified by user IDs (PINs), it is possible to set usage
limitations and summarize printing costs for specific users by installing
the client software and registering user IDs (PINs).

e The server computer (2) can also be used for functions (3), (4) and (5).

e It is possible to browse information managed by sPSV, set usage limitations and
summarize printing costs from the server computer (2). Import/export, database and
web service settings can be changed when logged in to the server computer as an
administrator.

Configuration of sPSV

Installation |Operating

location system Description

Name

Smart PrintSuperVision Server computer | Windows This is @ management tool for the system
administrator. It can be used to register
devices, users and user groups, set printing
limitations and manage devices.

Job logs acquired from devices are saved to
the database.

Print job accounting client |Client computer |Windows/ Install sPSV on client computers if using user

software (hereinafter Mac OS X IDs (PINs) to identify users.
abbreviated as “client By registering user IDs (PINs), it is possible to
software”) set usage limitations and summarize printing

costs for specific users.

Information Required for Settings and Examples of
Settings

Users can be set when necessary by using sPSV and the client software.

Before setup, it is recommended to decide which users will use the device.

(! Note)

e Users can be added/deleted at a later date. For details, see "8. Registering and
Managing Users” (P. 129).

e User information from Active Directory can be used when linking to Active Directory.
For details, see “Active Directory-linked Management” (P. 136).

User Accounts

The functions that can be used differ depending on user authority. For information on creating
and changing user accounts, see “User Registration” (P. 129).

Authority Description

Administrator This account is used by the information system manager in charge
of setting up sPSV and changing settings. All functions in sPSV can
be viewed and configured with this account.

- 12 -



1. Introduction

Authority

Description

Standard user

Ordinary users are those who have a registered sPSV account.
In addition to viewing the same information as guest users, these
users can browse information relating to their account and edit
some of their account information.

Guest user

Users are those who do not have a registered sPSV account.
These users can only browse certain information.

Main User Authority
For details on functions that can be used, see “List of Available Functions” (P. 236).

counter of a device.

®: Can be used A: Can be partially used —: Cannot be used
User authority
Main functions Description Guest |Standard -
User User Administrator

Searching and Creating management groups, — — ®

registering configuring device settings, etc.

devices

Configuring Configuring web service settings, mail — — )

sPSV settings server settings, database settings, etc.

Configuring Creating user groups, configuring — A*2 ®

sPSV user restriction settings, etc.

settings

Registering Configuring settings to periodically — — o

schedules execute schedule items and provide

notifications of the results

Acquisition and | Configuring settings to acquire A*] A*3 [

summarization | information such as fee logs,

of information consumables infor_m_ation and print

(report) counters, summarizing the results and

P configuring settings for notifications of
this information

Monitoring Monitoring statuses and configuring — — J

statuses notification settings

Device usage Setting access restrictions for devices — — {

limitations

Help tab Viewing help pages { { {
*1: These users can only view information such as the consumables information and print

*2: These users can only view their own account information and edit some of their information.
*3: These users can only view job log information for their own account.

- 13 -



1. Introduction

Preparing User Information

PIN, user name and password are required when registering a user.
Read the explanation below carefully, and prepare the PIN, user name and password
according to the objectives of the printing limitations and log.

sPSV
Setting . . .
T s Details Registration range
PIN User ID is a number assigned to each user for 1 - 999999999
identification. Settings such as printing limitations and
cost burden are set for each user ID in sPSV.
User name The name used when logging in to sPSV. Up to 32 1- or 2-byte
characters
(Names cannot include ")
Password The password used to log in to sPSV. Up to 32 characters

Client Software

Setting
information

Details

Registration range

User ID (PIN)

The user ID (PIN) used in sPSV

When printing limitations or logs are configured for
each department, the same ID number is assigned to all
users within the department.

1 - 999999999

User name This setting is for recognizing the actual user who Up to 80 1-byte characters
ordered the print job from the client computer. This or 40 2-byte characters
information is stored in the “User name” section of the (Names cannot include ")
job log.

(! Note)

e When printing is performed without setting the user ID (PIN), printing is performed by
an unregistered user and 0 is recorded as the user ID (PIN) in the log.

e When printing is performed from a Windows or Mac OS X computer on which the client
software is not set up, the user is an unregistered user, the user ID is 0, and the user
name used to log on to either Windows or Mac OS X recorded in the log as the user

name.

e In some applications, such as the Windows version of InDesign, data that does not use
printer drivers may be created. In this case, the user is an unregistered user, the user ID
is 0, and the user name is recorded as a blank space in the job log.

- 14 -



1. Introduction

Example Settings

The table below shows examples of settings for each method of setting use restrictions and
summarizing job logs.

When you want to permit printing for registered users only. (prohibit
printing by unregistered users.)

o

Registered
Users

Set to allow printing only
for registered users

---IIIIIII-IIIII\I\III\II

Can print
IIIII\IIIIIIII\IIIIII\III-—I’

Cannot print

0 NI O l#l» i

sPSV administrator

Unregistered

Users
N . . Configuring the settings in the
Configuring the settings in sPSV 9 _g 9
client software
(1) Register users permitted to print in sPSV. = P. 129 Set the user IDs (PINs) of users that
(2) Assign registered users printing permission for devices and are permitted to print. = P. 107

set “Prohibit printing” as the usage restriction for unregistered
users (Other Login Names). = P. 145, P. 150

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 146

(1) Register users permitted to print in sPSV. = P. 129 The client software is not used.

(2) Assign registered users printing permission for devices and
set “Prohibit printing” as the usage restriction for unregistered
users (Other Login Names). = P. 145, P. 150

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 146

- 15 -



1. Introduction

When you want to permit color printing for registered users only. (prohibit
color printing by unregistered users.)

o

Registered
Users

Set to allow printing
only for registered
users

Can print in color

II\I\III\I\III\II\I\IIIIIII_-I»

-¢---I-\I\IIIII\IIII\II

Unregistered sPSV administrator

Users
L . . Configuring the settings in the
Configuring the settings in sPSV E .g 9
client software
(1) Register users permitted to print in color in sPSV. = P. 129 Set the user IDs (PINs) of users to
(2) Assign registered users color printing permission for devices whom color printing is permitted.
and set “Prohibit color printing” as the usage restriction for = P. 107

unregistered users (Other Login Names). = P. 145, P. 150
(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 146

(1) Register users permitted to print in color in sPSV. = P. 129 The client software is not used.

(2) Assign registered users color printing permission for devices
and set “Prohibit color printing” as the usage restriction for
unregistered users (Other Login Names). = P. 145, P. 150

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 146

- 16 -




1. Introduction

When you want to permit color printing to some users but only black and

white printing to others.

o

Usersl

o
)

Users2

Can print in color
UL

Can only print in

black and white -

(cannot print in color) (=
U0 O ‘»

‘l----IIIIIIIIIIII\I\IIII\III\

Set usage limitations
for each user =

=

sPSV administrator

Configuring the settings in sPSV

Configuring the settings in the
client software

(1) Register users to be set with printing limitations in sPSV.
= P. 129

(2) Assign color printing permission to users registered to devices
and set “Print in black and white” as the usage restriction.
= P. 145

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 146

Set the user IDs (PINs) of the users.
= P. 107

(1) Register users permitted to print in sPSV. = P. 129

(2) Assign color printing permission to users registered to devices
and set “Print in black and white” as the usage restriction.
= P. 145

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 146

The client software is not used.

-17 -



1. Introduction

When you want to keep a record of the printing limitations and job log for
each user.

o

Usersl

Set usage limitations and job
log acquisition for each user

‘l----IIIIIIIIIIII\I\IIII\III\

__Se
Job log @

Users2 ) sPSV administrator

Configuring the settings in the

Configuring the settings in sPSV e

(1) Register users in sPSV. = P. 129 Set the user IDs (PINs) of the users.
(2) Set usage limitations for each user registered to the device(s). | = P. 107
= P. 145

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 146

(4) Configure the settings for acquiring job logs from the
device(s). = P. 188

(5) Set the job log summarization method. = P. 196

(1) Register users in sPSV. = P. 129 The client software is not used.

(2) Set usage limitations for each user registered to the device(s).
= P. 145

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 146

(4) Configure the settings for acquiring job logs from the
device(s). = P. 188

(5) Set the job log summarization method. = P. 196
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1. Introduction

When you want to keep a record of the printing limitations and job log for

each department.

P —
e =

—_—

IIIIII\I\IIIII\IIIIIIII-_*

UsersGroup 1
o)

o
u»;l

UsersGroup 2

-

Set usage limitations and job
log acquisition for each user
*l-l--_l\lllllﬂll\llHIHIII\I\II

sPSV administrator

Configuring the settings in sPSV

Configuring the settings in the
client software

(1) Create a user group for each department and register the
users in sPSV. = P. 129

(2) Set usage limitations for each user group registered to the
device(s). = P. 145

(3) Set the printing policy as “Identify users by PIN” and register

this setting to the device. = P. 146

(4) Configure the settings for acquiring job logs from the
device(s). = P. 188

(5) Set the job log summarization method. = P. 196

Set the user IDs (PINs) of the users.
= P. 107

(1) Create a user group for each department and register the
users in sPSV. = P. 129

(2) Set usage limitations for each user group registered to the
device(s). = P. 145

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 146

(4) Configure the settings for acquiring job logs from the
device(s). = P. 188

(5) Set the job log summarization method. = P. 196

The client software is not used.
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When you want to set printing limitations for each department but keep a

record of the job log for each department.

o]
s
e/
UsersGroup 1
o)

7
s‘g

UsersGroup 2

- —
——
=

I\III\I\IIIII\IIIIIIIIII-_I’

Ny Ny lﬁl’ Job |
ob log

‘II-I__III\IIIIII\I\IIIIII\IHIII\I

m II\I\I\IIIIII._I_'.—»

(summarize for
each user)

Set usage limitations for each user group
i but set job log acquisition for each user

5

W

sPSV administrator

Configuring the settings in sPSV

Configuring the settings in the
client software

(1) Create a user group for each department and register the
users in sPSV. = P. 129

(2) Set usage limitations for each user group registered to the
device(s). = P. 145

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 146

(4) Configure the settings for acquiring job logs from the
device(s). = P. 188

(5) Configure the settings so that job logs are summarized for
each user. = P. 196

Set the user IDs (PINs) of the users.
= P. 107

(1) Create a user group for each department and register the
users in sPSV. = P. 129

(2) Set usage limitations for each user group registered to the
device(s). = P. 145

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 146

(4) Configure the settings for acquiring job logs from the
device(s). = P. 188

(5) Configure the settings so that job logs are summarized for
each user. = P. 196

The client software is not used.
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When you want to set usable volumes and summarize job logs for each department
but also set individual usable volumes for some users within the department and
summarize the corresponding job logs.

o Set usable volume for each user but
uF set separate volumes for some users
\ 7 / ‘ll-l__III\IIIIII\I\III\III\IHIII
UsersGroup 1 ﬁ
pﬁ \III\I\I\IIIIII.II_I_'.-»
agy :
“ Job log
— =

(summarize for each
user group but
separately for some users)

UsersGroup 2 sPSV administrator

Configuring the settings in the

Configuring the settings in sPSV e e e

(1) Create a user group for each department and register the Set the user IDs (PINs) of the users.
users in sPSV. = P. 129 = P. 107
Do not check “Include in usable volume summarization for user
group” for some users. = P. 166

(2) Set usable volumes for each user group and set of specific
users registered to the device(s). = P. 145

(3) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 146

(4) Configure the settings for acquiring job logs from the
device(s). = P. 188

(5) Configure the settings so that job logs are summarized for
each user and for each user group. = P. 196

(1) Create a user group for each department and register the The client software is not used.
users in sPSV. = P. 129
Do not check “Include in usable volume summarization for user
group” for some users. = P. 166

(2) Set usable volumes for each user group and set of specific
users registered to the device(s). = P. 145

(3) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 146

(4) Configure the settings for acquiring job logs from the
device(s). = P. 188

(5) Configure the settings so that job logs are summarized for
each user and for each user group. = P. 196
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1. Introduction

When you want to just collect a job log without imposing print restrictions.

—_— Setting job log acquisition

4'. L

ML TN D N NN ‘» e

——

Job log

T
W

sPSV administrator

Configuring the settings in sPSV

Configuring the settings in the
client software

(1) Configure the settings for acquiring job logs from the
device(s). = P. 188
(2) Set the job log summarization method. = P. 196

The client software is not used.

The login user name used for
Windows or Mac OS X is recorded in
the job log as the user name.

When you want to permit printing only for users registered to an Active
Directory domain. (prohibit printing by unregistered users.)
Set to allow printing

Can print

IIIIIIIIIIIIIIIIIIIIIIIII--*

Registered

Users .
Cannot print

] II.>

Unregistered
Users

only by users .
registered to Active
Directory

«IIIIIIIIIIIIII\IIIIII\H

_____________

Active Directory Y

1
1
1
1
1
1
1
1
1

Configuring the settings in sPSV

Configuring the settings in the
client software

(1) Configure the settings for connecting to Active Directory.
=P. 45

(2) Register users to whom printing from Active Directory is
permitted in sPSV. = P. 136

(3) Assign registered users printing permission for devices
and set “Prohibit color printing” as the usage restriction for
unregistered users (Other Login Names). = P. 145

(4) Set the printing policy as “Identify users by PIN” and register
this setting to the device. = P. 146

Set the user IDs (PINs) of users that
are permitted to print. = P. 107

(1) Configure the settings for connecting to Active Directory.
= P. 45

(2) Register users to whom printing from Active Directory is
permitted in sPSV. = P. 136

(3) Assign registered users printing permission for devices
and set “Prohibit color printing” as the usage restriction for
unregistered users (Other Login Names). = P. 145

(4) Set the printing policy as “Identify users by user name” and
register this setting to the device. = P. 146

The client software is not used.
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Setting Up sPSV

Administrator (Administrator PC)

Active Directory-linked

Individual management management

Prepare a PIN, user name and login
password for each user.

¥

Install sPSV on the server computer. = P. 37

¥

Configure the settings for connecting to
Active Directory. = P. 45

¥

Configure devices in sPSV. = P. 118

¥

Register management groups in sPSV. = P. 124

¥

Register the PIN and user name
of each user in sPSV. = P. 129

¥

Register user groups in sPSV. Add users/user groups from Active
= P. 130 Directory. = P. 136

¥ ¥

Set usage limitations for users/user groups in sPSV. = P. 142

¥

Configure usable volume settings. = P. 166

¥
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1. Introduction

Configure job log settings. = P. 188

¥

Configure email notification settings. = P. 206

¥

Notify the users of the PIN, user name and
login password registered in sPSV.

¥

Begin operation.

Users (Client Computers)

Install the printer driver.

¥

Install the client software if using user IDs (PINs) to identify users.
= P. 41

¥

Configure the job account mode in the client software. (Windows only)
= P. 108

¥

Obtain user IDs (PINs), user names and login passwords registered to sPSV from the
administrator and register the user IDs (PINs) and user names in the client software.
Windows = P. 108
Mac OS X = P. 114
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Create a Settings Sheet

To enable smooth introduction of sPSV, first create a settings sheet. Collect the information
required for setup and record it on the sheet below. If unsure, of any items, check with the
system administrator before filling them in. Check each box when the corresponding setting is
configured.

Devices to Be Configured

[] | Device Printers, multifunction printers, etc. managed using sPSV

[] | Server computer The server on which sPSV is installed

[ ] | Database server The server that executes database processes

o The server that executes directory services (in the case of sPSV,

Authentication serve . . .

[ . cat! rver this refers to Active Directory.)

[] | SMTP server The server that executes email processes

[ Client computer A computer on which users can print pages and browse
(Windows/Mac) information managed in sPSV

e The server computer can also function as the database server, authentication server
and SMTP server.

e It is possible to browse information managed by sPSV, set usage limitations and
summarize printing costs from the server computer.

smart PrintSuperVision

Name of installation program

]

Software version

Print Job Accounting Client Software (Windows)

Name of installation program

]

Software version

Print Job Accounting Client Software (Mac OS X)

Name of installation program

]

Software version

- 25 -



Database Information

Select Microsoft SQL Server Compact (if “"Use a database prepared on setup” is selected in
sPSV) or Microsoft SQL Server as the database for saving and viewing data in sPSV.

= P. 37

1. Introduction

[l

Microsoft SQL Server Compact

Database name (name of the
database used by sPSV. Default
name: spsv_database)

Encryption method
(UNENCRYPTED/Platform
Default/Engine Default

Default setting: UNENCRYPTED)

Password (not required if
UNENCRYPTED is set as the
encryption method)

Microsoft SQL Server

Name of database server to
which to connect/Default name:
A\SQLEXPRESS

Database name (name of the
database used by sPSV/Default
name: spsv_database)

User name (user name for SQL
Server/Default name: sa)

Password (password for SQL
Server)

Web Service Information
Select Internet Information Services (IIS) or Web Service (EWS) as the web service used

to display sPSV in a web browser. = P. 38

[]

Inter

net Information Services (IIS)

[l

Port number (port number used
by the IIS/Default number:
50081, range: 1-65535)

Website name (website
registered in the IIS for use
by sPSV/Default name: smart
PrintSuperVision)

Web

Service (EWS)

Port number (port number used by
the EWS/Default number: 50081,
range: 1-65535)
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1. Introduction

Communication Settings

Acquire the device name.

Interval specification: (Default
setting: 60 minutes, range:
1-1,440)

Time specification:

Acquire the status.

Interval specification: (Default
setting: 60 minutes, range:
1-1,440)

Time specification:

Confirm that the IP address has been
changed.

Interval specification: (Default
setting: 12 hours, range: 1-24)

Time specification:

Confirm that Active Directory has
been updated.

Interval specification: (Default
setting: 12 hours, range: 1-24)

Time specification:

smart PrintSuperVision website

Enable session timeout.

Session timeout time: (Default
setting: 10 minutes, range:
1-99)

Communication with devices

Timeout time: (Default setting:
5 seconds, range: 1-99)

Communication retry: (Default
setting: once, range: 0-19)

I T I I s I I I B O

Monitor sleeping devices.
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1. Introduction

Active Directory Information

Use this if adding user names and user group names by connecting to Active Directory and
if using user names and user group names registered in a domain. = P. 45, P. 136

[] | Domain name

[l | Login name

The port number used to connect to
[ ] | the Active Directory server (Default
setting: 389, range: 1-65535)

] Base DN (identifying name used as
the base of the search range)

Mail Settings

[ Outgoing mail server (SMTP) settings
= P. 206

Email address (email address

L] used to send outgoing mail from
sPSV)
[ Displayed name (sender name

for email from sPSV)

[] SMTP server name

Port number (port number used
[ in communication with the SMTP

server/Default setting: 25,
range: 1-65535

] Authentication method
(LOGIN/PLAIN/CRAM-MD5)

[ User name (user name for SMTP
server)

[ Password (password for SMTP
server)

Encryption support (encryption
] of communication with the
SMTP server)

[ Email communication settings
= P. 206
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1. Introduction

Registering and Managing Users

Individual Management

[ ] | Number of registered users

[ ] | Number of registered user groups

[] | Registering users = P. 129

[ ] | Register user groups = P. 130
Active Directory-linked Management

n Add users from Active Directory

= P. 136

User Settings

[

Set usage limitations = P. 142

Setting the usable volume = P. 166

Set fees = P. 168

OO 4

Set a closing date = P. 201

User

PIN®: (1 - 999,999,999, can be
assigned when registering users)

User name®™: (up to 32 characters)

Password™: (up to 32 characters)

Surname:

First name:

Email address:

Receive summarization results by
email.

Phone number: (up to 64 characters)

0o o gooog) o

Description: (up to 1024 characters)

User groups (settings need to be
configured if using)

Usable volume (settings need to be
configured if using)

(*) denotes a required item.
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User Groups

User group name®™: (up to 64
characters)

Email address: (up to 256 characters)

Receive summarization results by
email.

Include in admins user group.

Description: (up to 1024 characters)

0000 g

Time specification:

Usable volume (settings need to be
configured if using)

(*) denotes a required item.

Usable Volume

Print number [sheets]

Fee [Yen]

Stapling [time]

Include in summarization of use
by user groups to which the user
belongs.

Reset interval of used volume

Unit: (Do not specify/Months/
Weeks/Days)

Period: (1-99)

Record date: Until last day of
month/until X day of week

Carry over to next period.

Communication requirements:

If usable volume is exceeded

If used volume is reset

Ooooo oo dd o oo

X days before next reset date
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1. Introduction

Registering and Managing Devices

]

Number of connected devices

Registering devices = P. 118

Registering management groups
= P. 124

Job log acquisition settings = P. 122

0o Oog

Log full settings = P. 195

Device

Device information

Name:

Installation location:

Contact details:

Management number:

Management information

Fee:

Group(s)

Communication information

Device password

SNMP Read community name:
(Default setting: public)

O |0 |gigdjgggo|o|d|f

SNMP Write community hame:
(Default setting: public)

Log access control (settings need to
be configured if using)
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Management Groups

Name®: (up to 32 characters)

Description: (up to 255 characters)

Map:

Fee:

Device password®™:

SNMP Read community nhame®:
(Default setting: public)

OO odgdigd

SNMP Write community name®™:
(Default setting: public)

Log access control (settings need to
be configured if using)

(*) denotes a required item.

Log/Access Control

Log control

Record job log for device.

Specify job log acquisition
schedule.

Interval specification: Time
minutes

Time specification:

Action when log is full: (Cancel
job/Do not record in log/Delete
old log items)

Access control

Enable access control.

Panel access control (PIN/User
name/Password/Do not specify)

N I I I B o R

User authentication method
(Local/LDAP/Secure protocol)

Usage limitations (settings need to be
configured if using)
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Usage Limitations

Allow use of device only when
printing from a computer.

User name

Prohibit printing

Prohibit color printing

Print in black and white

Prohibit copying

Prohibit color copying

Prohibit printing from USB
memory devices

Prohibit color printing from USB
memory devices

Prohibit Scan to Email

Prohibit Scan to Shared Folder

Prohibit Scan to USB Memory

Prohibit faxing

Prohibit Scan to Internet Fax

Prohibit Scan to Fax Server

Printing policy

Identify users by PIN

Identify users by user name

Document name

Prohibit printing

Prohibit color printing

Print in black and white

Host name

Prohibit printing

Prohibit color printing

00000 ooooooooooood d) o oo oo oo d

Print in black and white
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Appl

ication name

Prohibit printing

Prohibit color printing

00 0|n

Print in black and white

Set a Closing Date

[l

Xth of each month (Default setting:
31st, range: 1st-31st)

]

Apply logs past the closing date to
current month

Client Software

Tab Mode

User name

User ID

Pop-

up Mode

User name

User ID

Hide

Mode

ID file

Login name

User name

User ID

User handling table

Get user information from
a file

Folders containing user
information files

Set all users as fixed user IDs

User name

o000, 0d|gjgjujojgoooo|o|o|f

User ID
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2. Setting Up smart PrintSuperVision (sPSV)

2. Setting Up smart PrintSuperVision (sPSV)

This section explains how to set up sPSV.

(1 note)

The window and setting contents differ depending on the device model.

Operating Environments
e Windows 8.1

e Windows 8

e Windows 7

e Windows Vista

e Windows Server 2012 R2
e Windows Server 2012

e Windows Server 2008 R2
e Windows Server 2008

e Windows Server 2003

This includes the 64-bit version of Windows
8.1, Windows 8, Windows 7, Windows
Vista, Windows Server 2008, Windows
Server 2008 R2 and Windows Server 2003.

Recommended Computer
Specs

e CPU: 1 GHz or higher

e Memory: 512 MB or higher

e Hard disk space: 30 MB or more

(1t note)

e The computer on which sPSV is set up
needs to remain switched on, or needs to
be running at the time when the job log
is set to be obtained from the device.

e The above hard disk space is the
minimum space required during
installation. At least 30 MB of disk space
is required to save job logs, etc. when
using sPSV.

e Approximately 3 MB of hard disk space is
required to save 10,000 job log entries
on the computer.

Standard Ports

sPSV uses the following ports for
communication.

e HTTP (TCP 50081)*

e Port 9100 (TCP Port 9100)

e SNMPv1 (UDP Port 161)

e SNMPv1 Trap (UDP Port 162)

e LDAP (TCP Port 389)

e SMTP(S) (TCP Port 25/587)

e SQL Server (TCP port 1433)
*If the default port number is set

(1 Note)

The firewalls of the server computers and
client computers need to be set to allow
access to these ports.

Supported Browsers

e Microsoft Internet Explorer Ver 8.0
/9.0/10.0/11.0

Other

e Microsoft .NET Framework 4.0/4.5
Full Package

¢ Internet Information Service (IIS)
7.0/8.0
(if I1IS is used as the web service)

e Microsoft SQL Server
2005/2008/2012
(if using SQL Server as the
database)

e Microsoft SQL Server Compact

(if [Use database prepared during
setup] is selected in sPSV)

(1 note)

See the online help for more information
on sPSV.
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2. Setting Up smart PrintSuperVision (sPSV)

How to Install
(! Note)

Log in as a user with Windows
administrator authority.

1

5 Read the license agreement and click [Yes]. Datsbase oo dadbase

Double click the sPSV program downloaded
from the Oki Data website (http://www. Cade ot

okidata.co.jp/).

Select the language, and click [Next].

smart PrintSuperVision - InstallShield Wizard

Choose Setup Language
Select the language for the installation from the chaices below.

United States)
ese

If .Net Framework 4.0 is not installed

on the computer, it is automatically
downloaded and installed.

Click [Next].

smart PrintSuperVision - InstallShield Wizard [

Welcome ta the InstallShield Wizard for smart
PrintSuper¥ision

The InstallShield vwizard will install smart PrintSuperision
on your computer. To continue, click Nest.

|
(Back‘ Next > ' Cangel J

smart PrintSuperVision - InstallShield Wizard

License Agreement
Flease 1ead the folloning license agreement carefull.

Press the PAGE DOWN key to see the rest of the agreement.

[ oftware License Agieement -

IMPORTANT
If yau da nct agres to the terms of this Saftware License Agieement [“gresment”), you
map not use this software,

Please read this Agieement carefully before using the soltware and accompanying
documentation ['Licensed Software"]. By instaling the Licensed Software, you are
indicating your acoeptance of thess terms and condiions and this Agresment s deemed
effective between you [ Licensee") and Oki Data Comaration (“Licensar”)

Do your accept oll he tems of the preceding Licerse Agreement? 1f you
select No, the setup will close. To install smart PrinSuperiision, you must
accept this agreement.

< Back.

6 Specify the program folder and click
[Next].

smart PrintSuperVision - InstallShield Wizard

Select Pragram Folder

Please select a program folder

Setup will add proaram isans ta the Program Folder listed below. ‘You may typs a new folder
name, or select one from the existing folders lit, Click Next to continue.

Erogram Folder:

Administrative Tools
Games
Maintenance
Startup

Tablet PC

BT (T

7 Specify the location in which to install
sPSV and click [Next].

smart PrintSuperVision - InstallShield Wizard

Choose Destination Location
Select folder where setup willinstall files.

Setup willinstall smart PrintSupervision in the fallowing folder

To install borthis folder. click Mext. Ta install to a different folder. click Browse and select
anather foldsr.

Destination Folder

C\Progiam Files\Okidatatsmar PrintS upertision

[ <Back f[ News P Concel |

8 Select the database.

Select the database. The settings screen
varies depending on the type selected.

smart PrintSuperVision - InstallShield Wizard
Select Database
Chooss the database ta uss by smart PrintSupef¥ision

Choose the database to savedrsference the data for smart PrintSuper/ision on startup,
Choose the database to use.
To choose "Use pre-provided database.”, you must specify SOL Server to be used.

ff{Us= 3etup Database [Recommended) -3
i} ided datab;

Installation C\.. \smart PrintSupervisionspp_Diata

Encryption UNENCRYFTED =

Password

[ <Back [ Mewr || Caneel

<If [Use Setup Database
(Recommended)] is selected>

smart PrintSuperVision - InstallShicld Wizard
Select Database
Choose the databass to use by smart PrintSupefiision

Choose the databass to save/referance the data for smart PrintSupervision on startup.
Chaose the database to use.
To chose "Lse pre-provided databiass.", you must specify SAL Server to be used

Use Setup Database [Recommended] v]

Ditabase Settings

Installation £ Asmart PrintSuperVision'pp_Data

Database spsv_database. sdf
Encyption UNENCRYPTED =
Passward

Platfarrn D efault
Engine Default

[ <Back [ Hews | [ Cancel |
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2. Setting Up smart PrintSuperVision (sPSV)

[Installation]
Click [Browse] and specify a location to save
the database.

[Database]

Enter the name of the database to be used in
sPSV.

(default name: spsv_database)

[Encryption]

Specify the encryption method for the
database.
(Default setting: UNENCRYPTED)

[UNENCRYPTED]
Not encrypted.

[Platform Default]
Encrypted using AES128_SHA256.

[Engine Default]
Encrypted using AES256_SHAS512.

[Password]

Specify the password of the database to
connect to. This does not need to be entered if
[UNENCRYPTEDY] is specified.

<If [Use pre-provided database] is
selected>

Specify the SQL server being used.

smart PrintSuperVision - InstallShield Wizard ==
-
.

&

Chaose the database to f the data for smart PrintS upeision on startup.
Choose the databass to use:
To chonse "Use pre-provided database.”, you must specify SOL Server to be used.

Select Database
Chanse the database to use by smart PrintSupeiVisian.

Use pre-provided database. -
Database Setlings

Service Name \SOLEXPRESS

Database spsv_dalabase

User Name sa

Password

<Back | Mews | [ Cancel

[Service name]

Enter the name of the database server to which
to connect.

(Example: localhost\SQLEXPRESS
Default name: .\SQLEXPRESS)

[Database]

Enter the name of the database to be used in
sPSV.

(default name: spsv_database)

[User Name]

Specify an SQL Server user name.
(default name: sa)

[Password]
Specify the SQL Server password.

9 Click [Next].

smart PrintSuperVision - InstalShield Wizard (3l
Select Database -

[

Chooss the database ta save/isference the data for smart PrintSuper/ision on startup.
Chaose the database ta use,
To choose "Use pre-provided database.”, you must specify SOL Server to be used

Choose the database to use by smart FrintSupert/ision,

ijse Selup Database (Fecommendsd] i

Database Setlings

Istallation . Asman PrintSuperyisiontipn_Data " Biowse., |
Database spav_database. sdf

Encryption UNENCRYPTED Bl
Password

| <Ea:k| Mewt > '| Cancel

10 Select the web service to be used from
[Web Service]. Internet Information
Services (IIS) or an embedded web
service (EWS) can be selected as the web
service.

The settings screen varies depending on
the web service selected.

smart PrintSuperVision - InstalShield Wizard ==
Select Web Service *_m

&

Selectthe Web Service to display the screen of smart PrintSupervision by Web Browser on
startup.
Chosss the Web Service to use

Chaase the Wb Service to use by smat PrintSupertision,

) Usa Intemet Information Servicss (I5]. (Recommended)
Use pre-provided Web Service[EWS),

Port Number
50081

Site Mame

smart FrintSuperision

[ <Back [ Mews> | [ cancal |

<If [Use Internet Information Services
(IIS) (Recommended).] is selected>

smart PrintSuperVision - InstalShield Wizard (3l
.
Select Web Service s

&

Select the Web Servics to display the screen of smart PrintSupefision by ‘web Browser on
startup.,
Chaose the Web Service to use

Chooss the Web Service to use by smatt PrintSupstision

@ Use Intemet Information Services (115). (Recommended)

Use pre-provided Web Servics(EWS)

Part Number
50081

Site Mame:

smart PrintSupstision

<Back [ Mews | | Cancel

[Port Number]

Specify the port number used by IIS.
(default: 50081, range: 1 - 65535)
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[Site name]
Specify a website registered to IIS to be used
by sPSV.
(default name: smart PrintSuperVision)

<[Use pre-provided Web Service (EWS)
is selected>

smart PrintSuperVision - InstalShield Wizard ==

Select Web Service -
e

Choose the Web Service o use by smart PrintSupeivision. -

Select the Web Service to display the screen of smart PrintS uperision by Web Browser on
startup.
Chonss the Web Service to use.

Use Inteinet Information Services (I15). (Rrecommended)

Part Number
50081

<Back || Mew> | [ Cancel

[Port Number]

Specify the port number used by the EWS.
(default: 50081, range: 1 - 65535)

11 Click [Next].

smart PrintSuper¥ision - InstallShield Wizard ==
Select Web Service Y
(.

Chanse the Wb Service to use by smart PrintSupefvision -

Select the Web Service to display the screen of smart PrintSuper/ision by ‘web Browser on
startup.
Chooss the 'Weh Service to use.

@ Uss Intemet Information Services (115, (Recommended)

Use pre-provided Web ServicalEWS),

Fart Number
50081

Site: Marme:

smart FrintSuperision

[ <Ea:k| Next > '\ Cancel

12 Click [Install].

sPSV is installed.

smart PrintSuperVision - InstallShield Wizard [

Ready to Install the Program A N

The wizard is ready to begin installation -

1F you want to review or change any of pour installation seflings, elick. Back. Click Caneel to exi
the wizard.

Click Inztal to begin the installation,

<Back f] nstal | Cancel

13 Click [Finish].

smart PrintSuperVision - InstallShield Wizard

InstallShield Wizard Complete

The InstallShisld \Wizard has successfully installzd smart
PrintSupery/ision. Click. Finish to exit the wizard,

cBack M| Fiish |} cancel

This completes the installation.

A shortcut to sPSV appears in the
program menu and on the desktop when
the installation is completed.

sPSV is accessed from client computers
using the address at which it was installed
by the administrator (for example
http://192.168.100.10:50081).
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3. Setting Up the Print Job Accounting

Client Software

The client software needs to be installed on client computers if identifying users by user ID (PIN).
This section explains how to set up the client software.

Setting Up in Windows

Operating Environments

e Windows 8.1

e Windows 8

e Windows 7

e Windows Vista

e Windows Server 2012 R2

e Windows Server 2012

e Windows Server 2008 R2

e Windows Server 2008

e Windows Server 2003
This includes the 64-bit version of Windows
8.1, Windows 8, Windows 7, Windows

Vista, Windows Server 2008, Windows
Server 2008 R2 and Windows Server 2003.

Installing the Client Software
(! Note)

Log in as a user with Windows
administrator authority.

1 Double click the client software program
downloaded from the Oki Data website
(http://www.okidata.co.jp/).

2 When the [User account management]
dialog is displayed, click [Continue] or
[Yes].

3 Select the language, and click [OK].

Print Job Accounting Client - InstallShield Wizard [E=NEE—]

Choose Setup Language
Select the languags for the installation from the choices below -

4 Click [Next].

Print Job Accounting Client Setup ===

Welcome to the InstallShield Wizard for Print Job
Accounting Client

The InstallShield Wizard will install Print Job Accounting
Client on your computer. To continue, click Next.
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5 Read the license agreement and click [Yes].

Print Job Accounting

License Agreement

Please read the following license agreement carefully.

Press the PAGE DOWN key to see the rest of the agreement.

[Boftware License Agreement

(]
IMPORTANT
If you do not agree to the terms of this Software License Agreement [“Agreement’), you
may not use this software.

Please read this Agreement carefully before using the software and accompanying
documentation ['Licensed Software'). By installing the Licensed Software, you are
indicating your acceptance of the se terms and conditions and this Agreement is deemed
effective between you ['Licensee") and Oki Data Corporation [Licensor').

Do you accept all the terms of the preceding License Agreement? If you
select No, the setup will close. To install Print Job Accounting Client, you

must accept this agreement.

Instalsield

6 Click [Next].

Print Job Accounting

Choose Destination Location

Select folder where setup will install files.

Setup

stall Print Job Accounting Client in the following folder.

To install to this folder, click Next. To install to a different folder, click Browse and
select another folder.

Destination Folder

C:AProgram Files\OkidatalPrint Job ingiClient

Browse...

InstalS ield

7 Click [Next].

Print Job Accounting Client Setup

Select Progiam Folder

Please select  progran folder.

Setup wil add program icons to the Program Folder fisted below. You may typs a news folder
niame, or select one fiom the: eristing folders list. Click Nezt to continue:

Program Folder

Esisting Folders
Accessories
Adniistative Tooks

Statup
Tablet PC

<Back f)[ Mew> | Cancel

8 Click [Next].

Print Job Accounting
Start Copying Files

Review settings before copying files.

ant to review or
ied with the settings, click Next to begin

Setup has enough information o start copying the program files. I you
change any settings, click Back. If you are satisfi

copying files.
Current Settings:
Install in this folder :

C:\Program Files\OkidataiPrint Job AccountingiClient
Program folder :
Okidata

InstalS ield
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9 Click [Finish].

InstaliShield Wizard Complete

The InstaliShield Wizard has successfully installed Print Job
Accounting Client. Click Finish to exit the wizard.

< Back Cancel

Next, proceed to “6. Print Job Accounting
Client Software” (P. 107) to set the job
account mode.
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Setting Up in Mac OS X

Operating Environments

Mac OS X 10.3 or later
(! Note)

Depending on the model or print driver
used, the operating environment may
differ.

Installing the Client Software

1 Double click the client software program
downloaded from the Oki Data website
(http://www.okidata.co.jp/).

2 A disk image is located on the desktop.

3 Copy the [Print Job Accounting Client] icon
in the disk image to the desired location
by dragging and dropping.

Next, proceed to “Registering the Job Account
ID (PIN)” (P. 114) to set user IDs
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4. If Using Active Directory

What Can It Be Used for?

Active Directory can be used for uniform management of devices on the network, such as
server computers, client computers, printers and multifunction printers, and information on
the users who use them, such as identification information and access permission.

Devices and users are managed in fixed groups (referred to as “"domains” or "AD domains”).
It is also possible to manage large organizations or networks comprised of multiple

interconnected domains.

Settings for Connecting to
Active Directory

Active Directory settings need to be
configured in sPSV if setting usage
limitations for users managed in Active
Directory and registering them to devices.

The operation to register user information
managed in the Active Directory to the
device can be performed smoothly if

all settings for the Active Directory are
completed before registering the device in
sPSV.

Active Directory settings can also be
configured after registering the device in
sPSV.

Connecting to an Active
Directory in a Specified
Domain

1 Configure the settings in the [Function
Details] window > [Option] >
[Environment Settings] > [Server
Settings].

sma PrintSupervision

Welcome admin [Log out]

(2]

2 Click [Active Directory Server] to open the
settings window.

smart PrintSuperVision

Welcome admin [Log out]

)

Option

3 Enter the domain name, login hame and
password.

sssssssssss

Domain Name

Enter the Active Directory domain name for
searching for users and groups.

Login Name

Enter the user name for logging on to the Active
Directory.

Password

Enter the password for logging on to the Active
Directory.

4 To change the port number for connecting
to the Active Directory, enter the port
number. The range of the port humber is
from 1-65535 (default: 389).

(! Note)

The firewall port on the Active Directory
server may need to be opened beforehand
depending on the port being used.
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5 To change the Active Directory to search,
enter that target in "Base DN”. An example
of input when the domain name is [domain.
local] is shown below.

When there is no OU: CN=Users,
DC=domain, DC=local

When OU is specified: OU=0U name,
DC=domain, DC=local

o If these values are not entered, the
search is made based on DC=domain,
DC=local.

o The search time can be reduced by
specifying the OU because the search is
only performed within the specified OU.

6 Check [Search for Locked User.] to search
for users whose accounts are locked.

Users with locked accounts are users
whose accounts have been locked due to a
login failure caused by factors beyond their
control such as security policies. Checking
[Search for Locked User.] when searching
prevents these users from being excluded
during registration.

Changing the Time or
Interval at Which Update
of Active Directory is
Confirmed

The user and user group information

on the Active Directory Server can be
monitored, and changes to information
can be updated. Monitoring of auto
status refresh is enabled by default, but
the monitoring schedule settings can be
changed.

(1 Note)

When a new user that belongs to a group
that is to be monitored in the Active
Directory is added, users can be registered
to the device until the maximum number of
users that can be registered to the device
is reached. After the maximum number of
users that can be registered is reached,
subsequent users cannot be registered to
the device.

1 Set in [Details Screen] > [Option] >
[Environment Settings] > [Communication
Settings].

smart PrintSuperVision

Welcome admin [Log out]

(2]

nnnnnnnnnnnnnnnnnnnnnnnn

2 Click r%:l in [Communication Interval] to
open the settings window.

nnnnnn

Apply

3 Check [Confirm the update of Active
Directory.] and specify the interval or time
of the update.

= com




4., If Using Active Directory

[Specify Time]

Updated for each set interval. The maximum
interval time that can be set is 24 hours.
(Range: 1 to 24 hours)

2 Click [Update Confirmation].

PIN

17092760
17093833

17095047

[Time specified]
Set the specific update time. Click [Specify
Time] and add the time in 24-hour format. Up

to 24 acquisition times can be added. After
adding, click [OK].

Specify Active Directory Update
el w
Confirm Active Directory update of the device at a specified time.

Enter the time you want to acquire the Active Directory update, and
click [Add].

Active Directory “
Update Confirmation lours

) Add
Time Minutes

OK Cancel

4 Click [Apply].

s Communication Timeout, Retry Settings

To update Active Directory
Immediately

Updates can be performed immediately in
addition to at the automatic update timing
set in [Communication Interval].
1 Update the information from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

o

1 to be used in smart Printsupervision, and edit the communication distance between the con

from smart PrintSuperVision
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5. smart PrintSuperVision (sPSV)

This section explains the basic functions of smart PrintSuperVision.

Top Page

Accessing sPSV from the Server PC
Double click the sPSV shortcut on the desktop or select [Start] > [All Programs] > [Oki Data]
> [smart PrintSuperVision] > [smart PrintSuperVision].

Accessing sPSV from the Client PC
Launch the web browser, enter the address where the sPSV acquired from the administrator is
installed in the address bar (e.g.http://192.168.100.10:50081), and press the Enter key.

Settings for each function of sPSV can be configured two ways, in the main menu window and
function details window.

Main Menu: Window that navigates the target function while selecting according to the
status. Settings of the target function can be configured by configuring the sPSV
settings as per the navigation.

Function Detail Window: Window arranged according to types of function. Users who
understand the sPSV settings can configure the function settings
directly.

Main Menu Window Details Screen
No. Item Details
(1) | Select Language List The displayed language can be switched.
(2) | [Login]/[Log out] Click [Login] to switch to the login window.
Click [Log out] to log out.
(3) | [Go to Details Screen] Click to switch to the details screen.
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Login Window

Click [Login] to display the login window. Enter the [User Name] and [Password] and click the

[Login] button.

The following user is set as the administrator.
[User Name]: admin

[Password]: password

The default password can be changed. To change the password, see “"Changing User/User

Group Information” (P. 133).

) ) vt tocos st «coun st ocaboss o6y~ 8 € | & Logetamar insipenision [l

ey

OKI Return to Main Menu
smart PrintSuperVision

Please select your language:
Engish -

Enter the user name and passz)rd, and cick the "Login” button.

( User Name
' Password '

—

User account can be created by logping in with an administrator account.

[User Name]

[Password]

The default administrator account is "admin

Login Window

_50_
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Main Menu
Window that navigates the the target function while selecting according to the status.
— = O ot
a“i‘j‘g: hitp://localhost S0081/Account/ToTop O+ B0 X |[ & smar Printsupervision u ) Ay R

Please select your language:

OKI Return to Main Menu English -

smart PrintSuperVision

Welcome admin [Log out]

Main Menu

smart PrintSuperVision can confirm usage of the device (a printer or MFP) and cannot use the device under c
ertain conditions. From the following items, click the content you want to manage.

( 1) Show Device Usage Status D
(2) { Restrict Device Use n
(3) {‘ Notify Device Management Status

(4) (.
) 1§ Display this screen at next start.
Go to Details Screen (
' } (5)

H125% ~

No. Item Details

(1) | [Show Device Usage Check details such as the amount of consumables used and
Status] print counter.
Click to switch to the options window. = P. 52

(2) | [Restrict Device Use]* Configure these settings to add limits to the number of
printed sheets or add print limits.
Click to switch to the options window. = P. 58

(3) | [Notify Device Configure these settings to receive notification on the
Management Status]* device usage status, various summarization results and
fault information, etc.

Click to switch to the options window. = P. 64

(4) | [Display this screen at When the check mark is removed and browser closed, the
next start.] details screen is displayed as the top page the next time the
browser is launched.

(5) | [Go to Details Screen] Click to switch to the [Details Screen]. = P. 79

*Log in to sPSV as an administrator to configure these settings.
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[Show Device Usage Status]

[Main Menu] > [Show Device Usage Status]

You can check the device usage status such as the amount of consumables used by the
device, print counter and device usage history for each user.

a" ,“u; http://lo 50081 /Require/Redirect?p

PN-R2ex H ('&; smart PrintSuperVision u ) ok 2

OKI

e usage.

Main Menu > Show Device Usage Status
You can display consumables usage of the device, page counter, the device usage history by user, and devic

From the following items, click the content you want to see.

Please select your language:
Return to Main Menu English -

smart PrintSuperVision

Welcome admin [Log out]

(1) {‘ Device Overview “ﬂ Device Usage History for Each User. } (4)
(2) U Consumables usage state of the device
(3) ﬂ Device Print Status
No. Item Details
(1) | [Device Overview] Displays overviews of the devices in a list. Click to switch to
the details screen. = P. 53
(2) | [Consumables usage You can check aggregated results of the amount of
state of the device ] consumables used for each device. Click to switch to the
details screen. = P. 54
(3) | [Device Print Status] You can check aggregated results of the print counter for
each device. Click to switch to the details screen. = P. 55
(4) | [Device Usage History for | You can check the device usage history for each user. Click

Each User.]*

to switch to the details screen. = P. 56

*Log in to sPSV as an administrator to configure these settings.
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[Device Overview]
[Main Menu] > [Show Device Usage Status] > [Device Overview]
Displays the basic device information in a list.

a\‘:/\h_‘ http://localhost50081 /Require/Re O + B & X H_* smart PrintSuperVision u
Please select your languag
OKI Return to Main Menu English hd
Welcome admin [Log out
Main Menu > Show Device Usage Status > Device Overview
Do the following steps to check the device overview.
[ == Step1 : If you have not registered the device with smart PrintSuperVision, register the device. A
Specify [Destination], click [Start Search], and register to smart BrintSuperVision.
ngm::e[:-:k Specify Search Range Click to specify the s=arch range in detail.
Start Search |
(1) Search Results:
Na. Destination Model MAC Address Hame J“I:‘::ES:‘:::“ Re!“:ﬁ’::““ =
: ‘Vou canalso create a ircui and arranie rsiistsrec devices. S
== Step2 : Display an overview of the registered device. )
F‘Iter\;:::;mzntsmup' Model Name Status Display Content
T —
Auto status refresh in: | 28% Seconds Update Now
No. & Destination Model Name Status
(2)
H15% b
No. Item Details
(1) | Step 1: Device If the device to display an overview is not registered,
registration* specify [Destination] and click [Start Search]. Search for
and register the device. Once the device is registered there
is no need to perform registration again. (However, device
registration is required when adding a new device.)
For details, see Details Screen > Management Tab >
Register Device (P. 83).
To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.
For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).
If the setting area is not displayed, click g to open the
setting area.
(2) | Step 2: Overview List Displays overviews of the devices in a list. For details, see
View Details Screen > Management Tab > Device List (P. 81).

*Log in to sPSV as an administrator to configure these settings.
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[Consumables usage state of the device]
[Main Menu] > [Show Device Usage Status] > [Consumables usage state of the device]

You can check aggregated results of the amount of consumables used for each device.
a‘:i,.:;““"- hitp://localhost50081 Require/Re 0 ~ B & X H“"- smart PrintSuperVision I_I A ok

Please select your language:

OKI Return to Main Menu Engish  +

smart PrintSuperVision

Welcome admin [Log out]

bl

Main Menu > Show Device Usage Status > C usage state of the device

Do the following steps to check the consumables usage status of the device.
P \

== Stepl : If you have not registered the device with smart PrintSuperVision, register the device.
Specify [Destination], click [Start Search], and register to smart PrintSuperVision.
Destination:
¥ Network Specify Search Range Click to specify the search range in detail.
( 1 \ Start Searoh |
] Search Results:
No. Destination Model MAC Address Name flab Log Acquis Registration
ition State tate
J
== Step?2 : Display the consumables usage of the registered device.
Device: All Devices v Select the target device of the report.
Acquire the device status before the job.
© Consumables Remaining Confirm basic information such as the connection destination of the device.
Consumable Li
fomTame Select the type of target consumables.
e" Toner Cartride  [@ynaceprum  @BeltUnit [ Fuser Unit 7 Wasts Toner Box
Information:  Select the type of target information,
(2) ¥ Remaining (%) Start Date n’:;;"'“i’"e 7] Remaining Usable Days
N T o Specify the period for prediction data in [Replacement Day] and [Remp
Data Range for Prediction: days(0-99) ining Ussbla Daye].
Threshold valus remaining displave 1 . 15 ga) Ifless than the value of the remaining value (%) that is specified, it wil
din red [%): ol } | be displayed in red.
Threshald of remaining usable days 3 |, o0 oo Ifless than the value of the remaining available number of days that |
displayed in red: ayls} (0-33] = specified, it will be displayad in red.
File Type: Select a file format for the report from the following.
w HTML EXCELS7-2003 Book csv XML TEXT
\ View y

HI5% -

No. Item Details

(1) | Step 1: Device If the device to display the amount of consumables used
registration* is not registered, specify [Destination] and click [Start
Search]. Search for and register the device. Once the device
is registered there is no need to perform registration again.
(However, device registration is required when adding a new
device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click E{}: to open the
setting area.

(2) | Step 2: Amount of Displays a list of the amount of consumables used by the
consumable used list device. For details, see Details Screen > Report Tab >

display Display Report > Device Info (P. 90).

*Log in to sPSV as an administrator to configure these settings.
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[Device Print Status]
[Main Menu] > [Show Device Usage Status] > [Device Print Status]
Aggregated results of the page counter for each device can be checked.

. o e
a'ﬁ_ )| & hitpy/localhost5008L/Require/R O + B & X || & smart PrintSupervision PO
PR —
OKI Return to Msin Meny Engish v

smart PrintSuperVision

welcome admin [Log out]
Main Menu > Show Device Usage Status > Device Print Status

Do the following steps to check the print status.
'ﬁ—h_ N\

== Step1 : If you have not registered the device with smart PrintSuperVision, register the device.

( 1 ) Start Search
Search Renults
; Job Log Acaui Registration S
No. Destinstion Model MAC Address Name ot og o
\, 7
( )

" Step2 : Display the print amount of the registered device.

— FTr—— Selet the target devics of e repar

fcquire The device status befors the Jab.

4 Pagz Countsr  Taks the sististics of the page csuntar smeunt on the avice and cznfim the ussge sistus of the davies

= of the ga

Counting Urits: Selact the unit = time 1o t=tal the perisd dats for the totsl targats

(2) Cenetopedly ey [ WS M
0% -
No. Item Details
(1) | Step 1: Device If the device to display the print counter is not registered,
registration* specify [Destination] and click [Start Search]. Search for

and register the device. Once the device is registered you
do not need to perform registration again. (However, device
registration is required when adding a new device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click r%l to open the
setting area.

(2) | Step 2: Display the print | Display the list of print counters for devices. For details, see
counter list Details Screen > Report Tab > Display Report > Device Info
(P. 90).

*Log in to sPSV as an administrator to configure these settings.
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[Device Usage History for Each User.]
[Main Menu] > [Show Device Usage Status] > [Device Usage History for Each User.]
Results of aggregated job logs as device usage history for each user can be checked.

afj_’ﬂq; http://localhost 50081 /Require/R O = B & X || (55 smart PrintSuperVision u 78S foy
OKI [
1 bt ot st st g iskory f tn dsics ny .
()2) N
(3)
(4)
\. M. |
*, 55% -
No. Item Details
(1) | Step 1: Device If the device for which you want to display a usage history
registration* is not registered, specify [Destination] and click [Start

Search]. Search for and register the device. Once the device
is registered there is no need to perform registration again.
(However, device registration is required when adding a new
device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click E{%: to open the
setting area.

*Log in to sPSV as an administrator to configure these settings.
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No.

Item

Details

(2)

Step 2: User
Registration*

If the user for which you want to check the usage history

is not registered, register the user. Once registration is
complete, future registration is not needed. Once the device
is registered there is no need to perform registration again.
(However, user registration is required when adding a new
user.)

To browse the device usage status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click g to open the
setting area.

(3)

Step 3: Add User/Acquire
Print Log*

Configure the settings so that the print log can be received
by the registered device, and register the user. Once the
device is registered there is no need to perform registration
again. (However, device registration is required when
adding a new device.)

For details, see Details Screen > Management Tab > Device
Management Settings > Device Settings > Log/Access
Control (P. 85).

If the setting area is not displayed, click 4% to open the
setting area.

(4)

Step 4: List view of
device usage history

Display the device usage history for each user.
For details, see Details Screen > Report Tab > Display
Report > Job Information (P. 90).

The job log is not reflected immediately after registering/
adding the device and user. After a registered user has used
the device, the job log is acquired and displayed.

*Log in to sPSV as an administrator to configure these settings.
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[Restrict Device Use]

[Main Menu] > [Restrict Device Use]
Upper limit of print quality by device user, and limit on the operation of the MFP can be set.

= P =
6‘;')‘4: http://lo 0081/Require/Redirect?p 2 L-BEX ||g smart PrintSuperVision u A o I
Please select your language:
OKI Return to Main Menu English -
smart PrintSuperVision
Welcome admin [Log out]
Main Menu > Restrict Device Use
You can set an upper limit of the print quantity by device user, and put a limit on the operation of the MFP.
From the following items, click the content you want to apply the limit.
( 1) ﬂ Apply Restrictions by User l
(2) ﬂ Restrict by Print Method l
(3) | Restrict by User's Usage l
No. Item Details
(1) | [Apply Restrictions by Configure use restrictions for each user (each sPSV user
User] account). Click to switch to the options window. = P. 59

(2) | [Restrict by Print Method] | Configure use restrictions for each print job information
(one of computer name, document name or application).
Click to switch to the options window. = P. 61

(3) | [Restrict by User’s Configure use restrictions for each user (each sPSV user
Usage] account) according to the usage amount. Click to switch to
the options window. = P. 62
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[Apply Restrictions by User]
[Main Menu] > [Restrict Device Use] > [Apply Restrictions by User]
Configure device use restrictions for each user.

af’;ﬂu\: hitp://localhost50 O ~ B & X ” (3: smart PrintSuperVision u 20l g Ges
oK1 , pe—
0 0 the lomin st o st th e ot dice oy e
( )(2)
(3)
=]
\L =] J
H54% v
No. Item Details
(1) | Step 1: Device If the device to restrict usage of is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is
no need to perform registration again. (However, device
registration is required when adding a new device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click E{}n to open the
setting area.
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No. Item Details

(2) | Step 2: User Registration | If the user whose device use is to be restricted is
unregistered, register the user. Once the device is
registered there is no need to perform registration again.
(However, user registration is required when adding a new
user.)

To restrict the device usage for user group units, click [Add
a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click rﬁ’}: to open the
setting area.

(3) | Step 3: Add Registration | Register the users whose registered device usage is to be
restricted.

For details, see Details Screen > Management Tab > Device
Management Settings > Device Settings (P. 84).
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[Restrict by Print Method]
[Main Menu] > [Restrict Device Use] > [Restrict by Print Method]
Configure device use restrictions for each user print method (document name, hosts).

= [ o)

a‘ /“u; httpi//localhost: 0081, Require/RedirectipageName=R SO = B & X [ 5 smart Printsupervision u N

Please select your language:

OKI Kot to o ey Ergoh

smart PrintSuperVision

Welcome admin [Log out]
Main Menu > Restrict Device Use > Restrict by Print Method

Do the following steps to limit the use of the device by print method.

( 1 ) s Step1 : If you have not registered the device with smart PrintSuperVision, register the device.

== Step2 : Specify the print method to be restricted, and then limit the use of device.

Start acquiring the log in the [Control Log] in [Log/Access Control]. and register the user in [Usage Restriction] in [Access Control].
f the selected device. If you vant to apply your changes, dick [Apply] at the bottom of the screen.

Set the access control and log control of the device in detail
Log Control

Perform the setting to record the job as a log that the device has executed.

Specify the acquisition schedule of the job log.

Specify Interval: Hour Minutes

Time specified:

Log Full Operation: Specify the operation when the log buffer of the device is full.

Access Control
Perform the setting to control the use of the device

Enable access control

Use Restrictions

e Usertiame
[esioe o]

Apply.

No. Item Details

(1) | Step 1: Device If the device whose usage is to be restricted is not
registration registered, specify [Destination] and click [Start Search].
Search for and register the device. Once the device is
registered there is no need to perform registration again.
(However, device registration is required when adding a new
device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click Eﬂ}z to open the
setting area.

(2) | Step 2: Add Restriction Register the apply restrictions to the registered device.
For details, see Details Screen > Management Tab > Device
Management Settings > Device Settings (P. 84).
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[Restrict by User’s Usage]
[Main Menu] > [Restrict Device Use] > [Restrict by User’s Usage]

Configure the device use restrictions according to the user’s usage (amount of consumables
used, printed sheets, print cost).

G'i,“t&: hitp://localhost 0081/ Require/Redirect7pageName=R 0 ~ & & X H\-\-_ smart PrintSuperVision
OKI ———
Main Menu > Restrict Device Use > Restrict by User's Usage e fessd
(1) Do the following steps to limit the use of the device by user's usage.
i L T " | i |
(2) ot i o s i
( 3 ) ela Stepa : Set the mail server to notify the user that usage has been exceeded.
[ Step4 : Perform the settings to acquire a print log from the registered device, and register the user.
(4)
No. Item Details
(1) | Step 1: Device If the device to have restricted usage is not registered,
registration specify [Destination] and click [Start Search]. Search for

and register the device. Once the device is registered there
is no need to perform registration again. (However, device
registration is required when adding a new device.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units or assign use restrictions, click [You
can also create a group, and arrange registered devices.] to
create a management group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click E% to open the
setting area.
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No. Item Details

(2) | Step 2: User Registration | If the user whose usage amount is to be restricted is
unregistered, register the user. Once the device is registered
there is no need to perform registration again. (However,
user registration is required when adding a new user.)
Configure the usage amount settings for the registered user.
To restrict the device usage according to usage amount for
user group units, click [Add a Local User Group] to create a
group.
For details, see Details Screen > Options Tab > User
Settings (P. 93).
If the setting area is not displayed, click g to open the
setting area.

(3) | Step 3: Mail server Configure the mail server settings to notify users when

setting the usage amount is exceeded. Once the user is registered

there is no need to perform registration again. (However,
the settings need to be changed if the mail server is
changed.)
For details, see Details Screen > Options Tab > Environment
Settings (P. 95).
To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.
For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).
If the setting area is not displayed, click <}| to open the
setting area.

(4) | Step 4: Add User/Acquire | Register the users whose use of the registered device is to

Print Log Settings/Fees
Settings

be restricted and configure the print log acquisition. Also,
when setting usage amount restrictions as fees, register the
fees to the restriction target device. (However,
re-registration is required if there are changes to the fees.)
For details, see Details Screen > Management Tab > Device
Management Settings > Device Settings (P. 84).
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[Notify Device Management Status]

[Main Menu] > [Notify Device Management Status]

Users can be notified of the device usage status, such as the amount of device consumables
used and print counter, or results of detecting the device status.

= |

aw' 2 & retp: 0081/Require

=)
2 - 8¢ X |[ & smart PrintSupervision (o 2 i

OKI

ection results.

Main Menu > Notify Device Management Status
You can notify users of consumables usage of the device, page counter, device usage, and device status det

From the following items, click the content you want to be notified of.

Please select your language

English E

smart PrintSuperVision

Welcome admin [Log out]

Return to Main Menu

( . . ( - B )] (
(1) lL Device Overview J] [L Collection Results on Closing Date JJ \5)
(( - ( S —— )\ (
(2) lL Consumables usage state of the device ]] [L Automatic Device Registration Result ]J \6)
(3) {L Device Usage Status J] [L Device Failure J} (7)
(4) {L Device Usage History for Each User. ]]
No. Item Details
(1) | [Device Overview] Configure these settings to receive notifications of device
information. Click to switch to the options window.
= P. 65
(2) | [Consumables usage Configure the settings for receiving notifications of
state of the device] aggregated results of the amount of consumables used by
each device. Click to switch to the options window.
= P. 67
(3) | [Device Usage Status] Configure the settings for receiving notifications of
aggregated results of the print counter of each device. Click
to switch to the options window. = P. 69
(4) | [Device Usage History for | Configure the settings for receiving notifications of the
Each User.] aggregate results of the amount of printing for each print
job on each device or the management results for each
devices or user. Click to switch to the options window.
=P 71
(5) | [Collection Results on Configure the settings to create notifications of Device
Closing Date] Usage History for Each User. up to the closing date
registered in sPSV. Click to switch to the options window.
=P 73
(6) | [Automatic Device Configure the settings for receiving notifications of the
Registration Result] results of automatic device registrations periodically done
by sPSV. Click to switch to the options window. = P. 75
(7) | [Device Failure] Configure the notification settings for when a notification
target status is detected in each device. Click to switch to
the options window. = P. 77
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[Device Overview]
[Main Menu] > [Notify Device Management Status] > [Device Overview]
Configure these settings to receive notifications of basic device information.

aw ’,“u; http://lo :50081/Require/Redirect?y P-BCX H Cz: smart PrintSuperVision
Please select your language:

OKI1 Return to Maineny  (Engith ]

smart PrintSuperVision

Login]
Main Menu > Notify Device Management Status > Device Overview

Do the following steps to notify the basic information of the device.

Stepl : If you have not registered the device with smart PrintSuperVision, register the device.

(1)53

( 2 ) { =l= Step2 : If you have not registered the user with smart PrintSuperVision, register the user.

Step3 : Set the mail server in order to be notified.

== Step4 : Set the interval for notification.

Device: Al Deviess [2] select the target device of the report,

2 device status before the job
Davice Summar o

formation such as the connection destination of the device,

Select Column: Select report conter

(4)

File Type:

ant repeated natfication, check [Regularly Notify] and speciy the inte

te. notify the data up ta closing day of each mo

No. Item Details

(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and
register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)
For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click E",E% to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. Once the
user is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click E& to open the
setting area.

(4)

Step 4: Notification
schedule settings

Set the interval (schedule) for notifying the device overview
list.

For details, see Details Screen > Report Tab > Notification
Settings > Notification of Device Information (P. 91).
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[Consumables usage state of the device]

[Main Menu] > [Notify Device Management Status] > [Consumables usage state of the
device]

Configure the settings for receiving notifications of aggregated results of the amount of
consumables used by each device.

a‘-‘:,,'lu: hittp://lo 0081/Require/Redirect?p P~aCX ||4_ smart PrintSuperVision u
p—
_ ) ) ) [Login]
1 Do the following steps to notify the consumables usage status of the device.
"4 Step1 : If you have not registered the device with smart PrintSuperVision, register the device.
( )( 2 ) .« Step2 : If you have not registered the user with smart PrintSuperVision, register the user.
( ) =% Step3 : Set the mail server i jer to be notified.
(4)
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click E{}: to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. Once the
device is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click E& to open the
setting area.

(4)

Notification schedule
settings
Step

Set the interval (schedule) for notifying the device
consumable usage state.

For details, see Details Screen > Report Tab > Notification
Settings > Notification of Device Information (P. 91).
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[Device Usage Status]
[Main Menu] > [Notify Device Management Status] > [Device Usage Status]

Configure the settings for receiving notifications of aggregate results of the page counter for
each device.

" [ESSY=-=
a"_r'll‘"’ http://localhost 50081 /Require/Redirect?pageName=Requir O + B & X ”\\ smart PrintsuperVision u {1 27 5ot
OKI [ =
W=y l
e |
(4)
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click q’}: to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. Once the
device is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click E& to open the
setting area.

(4)

Notification schedule
settings
Step

Set the interval (schedule) for notifying the device usage
status.

For details, see Details Screen > Report Tab > Notification
Settings > Notification of Device Information (P. 91).
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[Device Usage History for Each User.]
[Main Menu] > [Notify Device Management Status] > [Device Usage History for Each User.]

Configure the settings for receiving notifications of aggregate results of the device usage
history for each user.

Qw ,l|4; htp://localhost:50081 /Require/Redirect?pageName=Requir O ~ B & X H Ca. smart PrintSuperVision

OKI

(1) =
@ =
)

== Stepd : Perform the 3 print log from the registered device, and register the user.

(5)
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click 4“_,;: to open the
setting area.
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No. Item Details

(2) | Step 2: User Registration | If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)
To browse the notification status in user group units, click
[Add a Local User Group] to create a group.
For details, see Details Screen > Options Tab > User
Settings (P. 93).
If the setting area is not displayed, click % to open the
setting area.

(3) | Step 3: Mail server If the mail server to be used for notification is not

setting configured, configure the mail server settings. (Once the

user is registered you do not need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)
For details, see Details Screen > Options Tab > Environment
Settings (P. 95).
To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.
For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).
If the setting area is not displayed, click E& to open the
setting area.

(4) | Step 4: Add User/Acquire | Configure the settings so that print log can be received by

Print Log the registered device, and register the user. Once the device

is registered there is no need to perform registration again.
(However, device re-registration is required when a new
device is added.)
For details, see Details Screen > Management Tab > Device
Management Settings (P. 84).
If the setting area is not displayed, click ﬁ}: to open the
setting area.

(5) | Step 5: Notification Set the interval (schedule) for notifying the device usage

schedule settings

history for the user.
For details, see Details Screen > Report Tab > Notification
Settings > Notification of Job Information (P. 91).
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[Collection Results on Closing Date]
[Main Menu] > [Notify Device Management Status] > [Collection Results on Closing Date]

Configure the settings for receiving notifications of aggregated results of the device usage
history for each user based on the closing date.

Q-i w‘_;, http://localhost:50081/Require/Redirect’pageName=Requir 0 ~ B & X”\-\_smanl’rmtiupEN\smn u
OKI
1
( )(2)
S

(5)
(6)

No. Item Details

(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click g to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click #}a to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. (Once the
user is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click % to open the
setting area.

(4)

Step 4: Set a closing
date

Set the closing date. Once the device is registered there is
no need to perform registration again. (However,
re-registration is required if there are changes to the closing
date.)

For details, see Details Screen > Options Tab > Environment
Settings > Other Settings (P. 95).

(3)

Step 5: Add User/Acquire
Print Log

Configure the settings so that the print log can be received
by the registered device, and register the user. Once the
device is registered there is no need to perform registration
again. (However, device re-registration is required when a
new device is added.)

For details, see Details Screen > Management Tab > Device
Management Settings (P. 84).

If the setting area is not displayed, click #}a to open the
setting area.

(6)

Step 6: Notification
schedule settings

Set the interval (schedule) for notifying the collection status
up to the closing date.

For details, see Details Screen > Report Tab > Notification
Settings > Notification of Device Information (P. 91).
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[Automatic Device Registration Result]
[Main Menu] > [Notify Device Management Status] > [Automatic Device Registration Result]

Configure the settings for searching periodically for devices and notifying the results when a
device was registered.

aw 7/;‘4_ hitp://locallost:S0081 /Require/Redirect?pageName=Requi 0 ~ B & X H.A smart PrintSuperVision

Please select your language

OKI Return to Main Menu  |English [~]

smart PrintSuperVision

[Login]

Main Menu > Notify Device Status > Auts tic Device Registration Result

Do the following steps to search for the device on a regular basis and notify the result of registration.

— —
( 1 ) .= Stepl : If you have not registered the user with smart PrintSuperVision, register the user.

(2) J;"E Step2 : Set the mail server in order to be notified.

== Step3 : Set the interval for notification.

Click to specify the search range in detail.

Specify Search Range

== Notification Settings You can register a schedule to send the report.

Notiication s mal Select the notification method of the report
(3 \ Destination  admin [~] Select a destination e-mail address.
] The information you have entered will be displayed in the list of registered noti

Memo fication settings.
g"“f‘“t'“" Specify the notification date.

Specify Date and Time Set the date and time to be notified

Notify on a reqular basis, ]rf/av‘cu want repeated notification, check [Regularly Notify] and specify the inte

Interval

o On the day after the dosing date, notify the data up ta closing day of each mo
The Day after <l (3014/11/1 00:00) nth

osing Date The [Closing Date] can be changed inGther setup.

Add

®100% ~

No. Item Details

(1) | Step 1: User Registration | If the user who will receive the notification is unregistered
or the notification destination email address is unregistered,
register the user or email address. Once the device

is registered there is no need to perform registration

again. (However, re-registration is required when a new
notification destination user is added or email address is
changed.)

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click E",E% to open the
setting area.
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No.

Item

Details

(2)

Step 2: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. (Once the
user is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click E{}: to open the
setting area.

(3)

Step 3: Set a notification
schedule

Configure the search criteria and interval (schedule) for
periodically searching/registering.

For details, see Details Screen > Report Tab > Notification
Settings > Automatic Notification on Device Registration
(P. 91).
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[Device Failure]
[Main Menu] > [Notify Device Management Status] > [Device Failure]
Configure these settings to receive notifications of detected device failures.

th;\\-\-_ http:/flocalhost:50081 /Require/Redirect?pageName=Requi 2 ~ B ¢ X H Cz: smart PrintSuperVision u
OKI Astun o ot e T
(1)
(4)
No. Item Details
(1) | Step 1: Device If the notification target device is not registered, specify
registration [Destination] and click [Start Search]. Search for and

register the device. Once the device is registered there is no
need to perform registration again. (However, device
re-registration is required when a new device is added.)

For details, see Details Screen > Management Tab >
Register Device (P. 83).

To browse group units, click [You can also create a group,
and arrange registered devices.] to create a group.

For details, see Details Screen > Management Tab > Device
Management Settings > Management Group (P. 86).

If the setting area is not displayed, click #}: to open the
setting area.
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No.

Item

Details

(2)

Step 2: User Registration

If the user who will receive the notification is unregistered,
register the user. Once the device is registered there is no
need to perform registration again. (However,
re-registration is required when a new user is added.)

To browse the notification status in user group units, click
[Add a Local User Group] to create a group.

For details, see Details Screen > Options Tab > User
Settings (P. 93).

If the setting area is not displayed, click % to open the
setting area.

(3)

Step 3: Mail server
setting

If the mail server to be used for notification is not
configured, configure the mail server settings. (Once the
user is registered there is no need to perform registration
again. (However, re-registration is required if there are
changes to the mail server.)

For details, see Details Screen > Options Tab > Environment
Settings (P. 95).

To change the content of comments notified to users, click
[You can edit the contents to be notified.] and edit the
comment.

For details, see Details Screen > Report Tab > Notification
Settings > Notification Email Settings (P. 91).

If the setting area is not displayed, click E& to open the
setting area.

(4)

Step 4: Detection Status
Setting

Set the interval (schedule) for notifying the when the status
of the specified device is detected.

For details, see Details Screen > Report Tab > Notification
Settings > Status Notification (P. 91).
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Details Screen

This window is arranged according to types of sPSV function. Functions are separated by tabs.

Click [Go to Details Screen] on the main menu window to display the top page of the Details
Screen (top page of the [Manage] tab).

- x|
aw ’;,l|.ﬁ-: hitp://localhost S001/Main/PrintersMsin p-eex|E PrintSuperVi.. u ok L
Please select your language
OKI 'Relurll to Main : o \may ( 1 )
(3) smart PrintSuperVision
7/
I Welcome admin [Log out]
(2) ‘{/ Manage v‘ Report Y Option Y Help )m (5)
Set/Manage the registered device to Connirm the USsge statu' or To Teotrict the Usage. ( e ) (6)
(4) !
] —— Device List
“%| pisplay a list of the devices
;. Reqister Device
% Search the connected devices via network, and register to smart PrintSuperVision.
Device Management Settings
S¥% perform device-related settings to enable use of smart PrintSuperVision.
P Billing Amount Settings
¥ perform pre-settings for managing the cost of the device.
#100% -
No. Item Details
(1) | [Return to Main Menu] Click to switch to the main menu. = P. 51
(2) | [Manage] Tab Configure functions related to the device, such as device

registration, access control settings to the device and billing
amount settings. Click to switch to the options window.
= P. 80

(3) | [Report] Tab Check the device usage status or sPSV operating status,
and configure settings such as email notification receipt
settings. Click to switch to the options window. = P. 89

(4) | [Option] Tab Configure the settings of various options used with this
software. Click to switch to the options window. = P. 92

(5) | [Help] Tab Browse sPSV help information, version information and
other related information. = P. 101

(6) | Help Icon Click to display help related to the currently displayed page
in a different window. = P. 105
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[Manage] Tab

[Details Screen] > [Manage]

Set/Manage the registered device to confirm the usage status, or to restrict the usage.

a. '/\‘L;: hitp://localhost:50081 /Main/PrintersMain

o-2ex|s PrintSuperVi.. ok T

Please select your language:

OKI Return to Main Menu  |English
smart PrintSuperVision
Welcome admin [Log out]
Manage Report Option Help
Set/Manage the registered device to confirm the usage status, or to restrict the usage. e
( 1 3\ {1,. Device List
/ "= Display alist of the devices
(2\ - Reaister Device
7 =7 search the connected devices via network, and register to smart PrintSupervision.
( 3) (-  Device Settings
/ =7 rerform device-related settings to enable use of smart PrintSupervision.
(4\ -  Billina Amount Settinas
7 \'-9!& Perform pre-settings for managing the cost of the device.
#100% -
-
No. Item Details
(1) | [Device List] Check the device list information. Click to switch to the

details screen. = P. 81

(2) | [Register Devicel* Search for devices connected to the network and register to
sPSV. Click to switch to the details screen. = P. 83
(3) | [Device Management Configure device settings related to the use of sPSV. Click to
Settings] switch to the details screen. = P. 84
(4) | [Billing Amount Perform pre-settings for managing the cost of the device.

Settings]*

Click to switch to the details screen. = P. 87

*Log in as an administrator to configure these settings.
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[Device List]
[Details Screen] > [Manage] > [Device List]
Display a list of the registered devices.

¢ |6 Fmprm——"
OKI

[ESSEEr =)

- =)
2 - 80 X & pevice itsmar Primsupe... [ ok

Please select your language:

English [+]

Return to Main Menu

smart PrintSuperVision

Welcome admin [Log out]

Manage Report Option

Help

aaaa ge>Device List

Display a list of the devices.You can select [Filter Item], and display the selected item.

L2

Fiter Item
Management Group * Model Name

\ p JAll Device Name |
(1) l mj
Error

Display Content

Device List:

Auto status refresh in: 281 Seconc Update Now (2)
(3) (s e | o || G- v )
(4) Deletion
No. Item Details
(1) | [Filter Item] Select the [Filter Item] to filter device information displayed in

the device list.

Management
Group

Specify and display the management group name.
Click 4{}: to switch to the [Management Group] window.

Device Name Specify and display the device model name.

Model Name Specify and display the device status.

Status Details
All Status Display all devices.
OK Display devices that do not have a warning or
error status.
Warning Display devices that have a warning status.
Error Display devices that have an error status.
Display Specify the items to display from [Device List].
Content Click g to switch to the [Edit Display Contents] window.
Item Details
Standard Display default items.

Consumables

Display items related to consumable life.

Info

Custom Display items selected in [Edit Display
Contents].

All Display all items.
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No. Item Details
(2) | [Update Now] Search for devices to connect to the network and register to
sPSV. Click to switch to the details screen.
(3) | [Device List] Display device information for each item. Click the icon to switch
to the [Device Settings] window of the clicked device.
When an item name is clicked, the order is sorted
(changed) according to the item contents. When clicked
again, the items are sorted in reverse order.
Icon Details
Display statuses that are not related to
- warnings or errors.
,'9., Display status that are related to warnings.
'2(, Display status that are related to errors.
Display status related to the device not being
g connected for any reason, such as offline or
power off states.
(4) | [Deletion] Click to delete registration of devices checked in [Device List]

from sPSV.
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[Register Device]
[Details Screen] > [Manage] > [Register Device]
Search for devices to connect to the network and register to sPSV.

N [T
QK;;\Q: it/ ocalhost 50081 Printer/Discover £ - 8.0 % & regiterpevcepmartpant.. [ A
Please select your language:
OKI Return to Main Menu English [+]
smart PrintSuperVision
‘Welcome admin [Log out]
Manag Report Opti Help
s via network, and register to smart PrintSuperVision. o
-
(1) | )
’ V| Network 5225‘2 Search Rznﬁe Click to spes
( 2 ) StartSearch | )
\ Search Results:
( 3 ) No. Destination Model MAC Address Name Job Log Acquisition pegistration S(a(e]
\
(4) ( s Notification Settings You can register a schedule to send the report )
®100% -
.
No. Item Details
(1) | [Destination] Specify the connection destination of the searched device.

Click [Specify Search Range] to configure detailed settings for
network searching.

(2) | [Start Search] Device search is performed based on the conditions specified in
[Destination], and the found devices are displayed in [Search
Results].
(3) | [Search Results] Displays the search results.
[Registration Displays whether the device is already registered in sPSV.
State]
[Newly Displays devices that were unregistered in sPSV.
Registered]
[Registered] Displays devices that are registered in sPSV.
(4) | [Notification Adds a schedule for periodically searching for and registering
Settings] devices.
If the setting area is not displayed, click gjp to open the setting
area.
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[Device Management Settings]
[Details Screen] > [Manage] > [Device Management Settings]
Configure device settings related to the use of sPSV.

e D i

af [ e toclnost suge Pt printesGroup 0+ 8¢ X | & Management Grouplsmart i

Please select your language

OKI Return to Main Menu | English v

smart PrintSuperVision

welcome admin [Log out]

o

Option Help

Set to effectively manage the device with smart PrintSuperision.
You can limit users of the device, and creats a group to manage in bulk

1) | g
( )] % pe 0 enable use of smart PrintSuperision. )
2) e
( ] urpose, and perform group management over the device. )

%100% ~

No. Item Details

(1) | [Device Settings]* Configure device settings related to the use of sPSV. Click to
switch to the details screen. = P. 85

(2) | [Management Create a group for the intended purpose, and perform group
Group]* management over the device.
Click to switch to the [Management Group] window. = P. 86

*Log in as an administrator to configure these settings.
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[Device Settings]
[Details Screen] > [Manage] > [Device Management Settings] > [Device Settings]

Configure settings for displaying device information, controlling device logs and configuring
device use restrictions.

(1)
(2)
AY
(3) @)
No. Item Details
(1) | [Device] Select devices that are registered in sPSV.
(2) | [Device Info] Display/configure basic device information.

(3) | [Log/Access Control] | Display/configure device job log (fee log) settings and access
controls.

(4) | [Apply] Click to apply the [Device Info] and [Log/Access Control]
settings.

After clicking, some devices require authentication using the
administrator password for the device.
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[Management Group]
[Details Screen] > [Manage] > [Device Management Settings] > [Management Group]

Create a group for the intended purpose, and perform group management over the device.

Qf )[ & tp:/localhost:50081/ rinter/PrinterGroup

Ll

Return to Main Menu

0+ B 0 X| G Management Grouplsmart

lease select your language

o
English [~]

smart PrintSuperVision

Welcome admin [Log out]

Option

Help

ings >Management Group

e

e Settings].Can be a total target for [Report].

Display a list of registered management groups.

3 dd].
When the name of @ management group s clicked, you will go to the list screen for the device assigned to this management group.
Click the management group icon, and then go to the edit screen of the management group.

(1) ;

G Map Description
aroupo1
aroup02

(2) { Add

%100% ~

No.

Item

Details

(1)

[Management Group
List]

Display the management group registered in sPSV in the list box.

When an item name is clicked, the order is sorted (changed)
according to the item contents. When clicked again, the items
are sorted in reverse order.

[Management
Group Icon

o ]

s

Click to display the [Device List] window for the devices assigned
to the clicked management group.

[Group name]*

Display the management group name. Click to switch to the
management group edit window.

[Map]

»

When a map is set for the management group, a map icon :[-
is displayed. Click to switch to the management group map
window.

However, nothing is displayed when there is no map set for the
management group.

For information on how to configure the map settings, see
“Registering the Installation Position of Devices Belonging to a
Management Group” (P. 219).

[Description]

The description of the management group is displayed. (Details
specified at registration.)

(2)

[Add]*

Click to switch to the add management group window.

*Log in as an administrator to configure these settings.
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[Billing Amount Settings]
[Details Screen] > [Manage] > [Billing Amount Settings]
Configure settings for managing the cost of the device.

===
(¢ O s £+ 8 C X[ & biling Amount Setingslsm ™ AA
OKI
o
(1)
(2)
(3)
(4) - (5)
No. Item Details
(1) | [Fees] Select billing amount setting names registered in sPSV.
(2) | [Name] Enter the billing amount setting name. (A maximum of 32
1- or 2-byte characters can be input)
When a fee registered in [Fees] is selected, the name of the
fee is displayed.
(3) | [Cost Target] Configure cost settings.
Pages other than [Pages] are displayed in the closed state.
Therefore, click g to display the details window whenever
necessary.
[Pages] Specify the printing cost per page or per sheet.

[Toner use amount] | The toner use amount is divided into 6 levels per page, and
the cost is specified for each level.

[Drum use amount] | Specify the drum use amount cost per page.

[Belt/fuser use Specify the belt/fuser use amount cost per page.
amount]

[Paper Size] Specify the paper size cost per sheet.

[Media Type] Specify the media type cost per sheet.

[Tray] Specify the cost per sheet from the supply tray.
[Finisher] Specify the cost per one staple used in the finisher.
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No. Item Details

(4) | [Apply] Click to apply the details of the settings configured in the
[Billing Amount Settings] page. Newly created fees are
added to [Fees].

(5) | [Deletion] Delete the selected billing amount settings. (This button

cannot be used while changing or creating new billing
amount settings.)
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[Report] Tab

[Details Screen] > [Report]

Check the device usage status or sPSV operating status, and configure settings such as email
notification receipt settings.

- (= [ ]
Qw;)\q; http://localhost: S008L/Main/Report=Main 0~ B3 X || Reportismart PrintSupeVis, (350 fed

Please select your language:

OKI Return to Main Menu English [~]

smart PrintSuperVision
Welcome admin [Log out]
Manage Report Option Help
Register a schedule for a report on the specified date, and confirm the usage and status of the device or registered to smart PrintSuperVision e
1 \ e, Display Report
( )] il Confirm the usage or status of the device that is registered in smart PrintSuperVision.
2 \ Notification Settinas
( Vi 1 Add a schedule to send a report, and edit and delete the registered schedule.
®100% -
-
No. Item Details

Click to switch to the display report page. = P. 90

(2) | [Notification Settings] Configure settings for the device usage status or sPSV
operating status notifications.

Click to switch to the notification settings page. = P. 91
Can be used by the administrator.
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[Display Report]
[Details Screen] > [Report] > [Display Report]
Check the status or usage amount of registered devices.

. B (=] E i
Q‘J\Q tplocalhost U081 Main Reportssho 0 - 8¢ X | & vispay Reportfsmart s, o

Please select your language:

OKI Return to Main Menu English [+]

smart PrintSuperVision

Welcome admin [Log out]

Manage Report Option Help

Report>Display Report o
Select the type of reports to be confirmed or totaled. -

o
— = _cConfirm the logs for various operations that smart PrintSupervision has completed

No. Item Details

(1) | [Device Info] Check the amount of maintenance items used, remaining
amount of consumables or the device usage status.
Switch to the device info page.

(2) | [Job Information] Check the information jobs in which the device was used.
Switch to the job information page.
Can be used by the administrator or default user.

(3) | [Job Result] Check the sPSV operating status.
Switch to the job result page.
Can be used by the administrator.
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[Notification Settings]
[Details Screen] > [Report] > [Notification Settings]

The addition of report sending schedules, and editing and deletion of registered schedules are

available.
aﬁ;;\gi htps//localhost SO081/Main/ NoticeSettings £ - 8¢ % Noticationsesingefaman. < ||
OKI
Welcome admin [Log out]
@
( 1 ) jevice information such as the device status, the remaining amount of :ensumz]
( 2 ) ing the information of the job with the device that has processed.
(3)
(4) )
(5)
(6)
No. Item Details
(1) | [Notification of Device Configure the schedule for notifying the amount of

Information]

maintenance items used or remaining amount of
consumables.
Switch to the device information notification page.

(2) | [Notification of Job Set the schedule by which information of jobs processed by
Information] the device is displayed.
Switch to the job information notification page.
(3) | [Notification of Job Set the schedule for notifying the sPSV operating status.
Result] Switch to the job result notification page.
(4) | [Automatic Notification Set the schedule for notifying the results of searching for
on Device Registration] new devices.
Switch to the automatic device registration notification
page.
(5) | [Status Notification] Configure settings for detecting and notifying the device
status. Switch to the status notification page.
(6) | [Notification E-mail Set the title and email content when sending the notification

Settings]

email described above.
Switch to the email settings notification page.
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[Option] Tab
[Details Screen] > [Option]

Configure the settings of various options used with this software.

(1)

o [ESAEER=)

[ ¢ |6 e —

£ - 8 ¢ x| & optionfmart rinsupenvsi.. * |yl

OKI

eeeeeeeeeeeeeeeeeeeeeeee

Return to Main Menu  [En
smart PrintSuperVision

Welcome admin [Log out]

@

(2)
3

AN

(5)

(6)

No.

Item

Details

(1)

[User Settings]

Add/edit/delete users and user groups. Device use
restrictions can be configured for registered users. Click to
switch to the user settings page. = P. 93

Can be used by the administrator or default user. (General
users can only view their own account and change their
password.)

(2)

[Environment Settings]

Edit server specifications and the time before network
timeout. Click to switch to the environment settings page.
= P. 95

Can be used by the administrator

(3)

[Delete the log]

Delete old data from the database.
Click to switch to delete log page. = P. 96
Can be used by the administrator

(4)

[Import/Export]**

Export sPSV database data or import an existing database
into an sPSV database.

Click to switch to the import/export page. = P. 97

Only displayed on the sPSV server

Can be used by the administrator

(3)

[Database Settings]**

Used when changing the data save location of a database.
Click to switch to the database settings page. = P. 98
Only displayed on the sPSV server

Can be used by the administrator

(6)

[Web Service]**

Configure settings for displaying sPSV in a web browser.
Click to switch to the web service page.

= P. 100

Only displayed on the sPSV server.

Can be used by the administrator.

Configure settings marked with ** using the computer on which sPSV is installed.
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[User Settings]
[Details Screen] > [Option] > [User Settings]
Add/edit/delete users and user groups

- D = L )
a‘ )] it ocahost 0081 opton serist D - B 0 X || serSettingslsmartPrintsu A
Please select your language
OKI Return to Main Menu  [English
smart PrintSuperVision
Welcome admin [Log out]
Manage Report Option Help
Option >User Settings )
Add, edit, and delete a user.
yser et
~
N User Name/User Group Name Type PN Full Name User Group Des
2 8, o0 Local User 17002760 usergraup01
( 1 \ 3 g{wm Local liser 17003833 I
a R useroz Local User 1709504/
@ 2dmins Local Group
s  Uscraroup01 Local Group
Local Group
J

(2) — ’ (3)

(4) (5) (6)

%100%

No. Item Details

(1) | [User/User Group List] Display a list of sPSV users and user groups.

All users and user groups are displayed in a list when
logging in as the administrator.

However, when logging in as a general user, only the
said user and assigned user groups are displayed in
the list.

Click the user name/user group name to switch to
the information page of the user/user group.

“admin” (administrator) and “admins” (administrator
groups) are always displayed. (The initial admin
password is “password”.)

(2) | [Update Confirmation] Active Directory changes are reflected in sPSV.

This button is only enabled when the Active Directory
Server is set in the server settings window.

(3) | [Deletion] Delete the user/user group selected in [User/User
Group List].

The user/user group deletion confirmation window is
displayed before deletion to request confirmation.
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No. Item Details
(4) | [Add a user/user group.] Click r% to display the following items.
[Add a user/user group Click to switch to the page for adding a user/user
by searching the Active group from the Active Directory.
Directory.]
[Add a Local User Group] | Click to switch to the user group information page.
[Add a Local User] Click to switch to the local user information page.
(5) | [Change the priority of a user Click to switch to the user group priority order page.
group.]
(6) | [Output the user Click to switch to the user correspondence table

correspondence table]

page.

- 94 -



5. smart PrintSuperVision (sPSV)

[Environment Settings]
[Details Screen] > [Option] > [Environment Settings]

Configure settings for server linkage, network communications, etc.

@, L it lcalbose5008 Main Enironmentsting

£ - 86| i emronmentsetingsfaman.. ||

lease select your language

Set the server

P
OKI Return to Main Menu English [~]
smart PrintSuperVision
welcome admin [Log out]
Manage Report Option Help
Option> Environment Settings 0

used by smart PrintSuperVision, network ion, etc.

(1) C
)

e Active Directory server, the mail server, etc,

twork communication interval, etc.

Other as
Bt st the dosing date.

(3)

®10% -

No. Item Details

(1) | [Server Settings] Configure Active Directory Server and email server settings.
Click to switch to the server settings page.

(2) | [Communication Set the timeout period, network communication interval,

Settings] etc.

Click to switch to the communication settings page.

(3) | [Other setup] Set the closing date.
Click to switch to the other settings page.
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[Delete the log]
[Details Screen] > [Option] > [Delete the log]

Delete device information whose retention period has expired, print job logs and sPSV
operation logs.

. - o o P

a‘~,)“‘"‘: http://localhost:S0081/Option/LogDelete £ - B & X || 5 Deletethe logjsmart Prints ke

Please select your language:

OKI Return to Main Menu English [~]

smart PrintSuperVision

Welcome admin [Log out]

Manage Report Option Help

Option> Delete the log o
Delete the device information for the past retention period, the job log, and smart PrintSupervision's operation log

acquiring the data until deleting. |

( 1) " Retention period: 30 days(3-365)

( 2) ) Automatically delete logs older than the retention period

(3)

(4)

®10%

No. Item Details

(1) | [Retention Period] Enter/display the log storage period.
Default setting: 30
Range: 1 to 365 hours

(2) | [Delete Automatically] This check box is checked by default.

Off: Logs whose retention period has expired are not
automatically deleted.

On: Logs whose retention period has expired are
automatically deleted.

(3) | [Apply] Save the configured settings.

(4) | [Deletion] Delete logs whose retention period has expired.
A confirmation window appears before deletion.
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[Import/Export]
[Details Screen] > [Option] > [Import/Export]

Export sPSV database data as a backup, or import an existing database into an sPSV
database.

e Log in as an administrator to configure these settings.
e Configure these settings using a computer on which sPSV is installed.

= N =[O i
Qw;)\q; http://localhost S008L/Option/ImportAndExport 0+ B & X || & import/Exportismart Prnts.. u A kg
OKI I s = ik
Welcome admin [Log out]
Q;:% 3 e information of the smart PrintSuperVision database to a file. e
(1) (2)(3\ (e ;[,:ZT;\E Enter the file information in the smart P database. Specify the full path of the input file. )
{ Rererence ]
} 1
(4\ { Export  Output the smart PrintSuperVision database information to a file. Please specify the full path of the output ﬂ\e.)
(5) { Execute l
No. Item Details
(1) | [Import] Input an existing database into the sPSV database.
(2) | [File Name] Display the save destination file name.
(3) | [Reference...] Specify the save destination file name.
(4) | [Export] Output the sPSV database data as a backup.
(5) | [Execute] Perform export or import processing.
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[Database Settings]
[Details Screen] > [Option] > [Database Settings]
Settings for connecting to the database where data will be saved.

Configure these settings using a computer with sPSV is installed.

When [Microsoft SQL Server Compact] is selected

. - e
a‘i/“q; hitp://localhostS0081/Option/DEConfig 0+ B8 X | & Dotobase Settingslsmart Pri. U o 3
OKI TR -
connect to the database used by smart PrintSuperVision. e
(1) Microsof SQL Server Compact | v Select the type of database.
( 2) : Database: ’c \Program Files\Okidata\smart PrintSuperVision\App_Datalspsv_database.sdf
( 3 ) 1 Specify the full path for the file of the database
(4 )( 5) Encryption: UNENCRYPTED E Select the encryption method of the database.
(6) Apply J[ TestConnection | (7)

No. Item Details

(1) | [Database Type] The type of database to be connected to is displayed.
(Selection: Microsoft SQL Server Compact or Microsoft SQL
Server)

(2) | [Database] The SQL Server Compact database file name (*.sdf).

(3) | [Reference...] Open the file selection dialog, and when the file is specified
the file name is displayed in the [(2) Database] text box.

(4) | [Encryption] Select the encryption method for the database file.

Selection: UNENCRYPTED, Platform Default or Engine Default
Default setting: UNENCRYPTED

(5) | [Password] Password of the encrypted data file.
This is not required when [(4) Encryption] is
[UNENCRYPTED].

(6) | [Apply] Click to save the configured details, connect to the specified
database and restart sPSV.

(7) | [Test Connection] Check the database connection using the configured
settings.
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When [Microsoft SQL Server] is selected

a‘- /,“u; hitp//localhost:50081/Option/DEConfig 0+ B8 X | (& Datobase Settingslsmart Pri.

OKI Return to Main Menu nglis!
e oo ts et o et s b st rnpervsin o
( 1 ) Database Type: Wicrosoft SOL Server [~] Select the type of database.
( 2) ﬂ \SQLEXPRESS Specify the sen of the database.
( 3) Database: spsv_database Specify the dat:
(4) Authentication SQL Server Authentication |~ Select the auth methods of database
( 5) Us N Specify the user name to connect to the database.
(6) N Password: Enter the password of the database
(7/ Apply [N Testconnection } (8)

No. Item Details

(1) | [Database Type] The type of database to be connected to is displayed.
(Selection: Microsoft SQL Server Compact or Microsoft SQL
Server)

(2) | [Server] Specify the name of the database server to which to
connect.

Example) localhost\SQLEXPRESS
(3) | [Database] Name of the database to be used in sPSV
(4) | [Authentication Methods] | Select the authentication methods for database.
Selection: Windows Authentication or SQL Server
Authentication.
Default setting: SQL Server Authentication.

(5) | [User Name] User name when SQL Server Authentication is used.
This cannot be entered when Windows Authentication is
selected.

(6) | [Password] Specify the user password for SQL Server authentication.
This cannot be entered when Windows Authentication is
selected.

The value is masked in the display.

(7) | [Apply] Click to save the configured details, connect to the specified
database and restart sPSV.

(8) | [Test Connection] Check the database connection using the configured

settings.
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[Web Service Setting]
[Details Screen] > [Option] > [Web Service Setting]
Configure settings for displaying sPSV in a web browser.

Configure these settings using the computer on which sPSV is installed.

Web Service Page (EWS)

-

Return to Main Menu

a\‘ 2)[ % nito://ocainost50081/Option/vieber

£ - 80 X | 5 web seni

iceConfig

Please select your language:

English []

smart PrintSuperVision

Welcome admin [Log out]

Manage

Report

Option Help

Option >Web Service

setting

Set to display smart PrintSuperVision

with a Web browser.

e

(
 veb Service

Embedded Web Service(EWS) [+]

Select the Web server. If you change the Web server, the input fields w

ill change.)

{ port rumber: 50081

The port number used by EWS.

: Apply. '

#100% ~

Web Service Page (IIS)

Qy 2| nitp://ocalnost:50081, Option/Webservice

Config £~ B0 % | (5 Web Senice sttinglsmart P

OKI

Please select your language:

Return to Main Menu  |English

smart PrintSuperVision

Welcome admin [Log out]

Manage Re

port option Help

Option >Web Service setting

Set to display smart PrintSupervision

(2]

with a Web browser.

ion Services(1IS)[~]  Select the Web server. If you change the Web server, the input fields will change.

The port number used by IIS.

( 1 ) Web Service: Internet Informati
(2) Port Number: 50081
( 3 ) Web Site: smart PrintSuperVision

The Web Site used by smart PrintSuperVision

" Apply. '

100% ~

No. Item

Details

(1) | [Web Service]

Select the web service to be used for releasing sPSV.

Selection: Embedded web service (EWS) or Internet
Information Services (IIS)

Default setting: EWS

(2) | [Port Number]

The port number used by the web service.
Default setting: 50081 (range: 1 - 65535)

(3) | [Web Site]

Assumed directory

Default setting: Smart PrintSuperVision
Web site used by sPSV. Enabled when IIS is selected.

(4) | [Apply]

Click to save the configured details and restart sPSV.
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[Help] Tab

[Details Screen] > [Help]
Browse sPSV help information, version information and other related information.

- o o5
@‘J\{ T £~ B X || & Hoplsmart Prnisupervion e

Please select your language:

OKI Return to Main Menu  |English [~]

smart PrintSuperVision

Welcome admin [Log out]

Manage Report Option Help

Help @

Refer to the smart PrintSuperVision Help and related information.

(1) (@ -
] AT

(2)

Y

e smart PrintSuperVision Help.

ersion Info
Display the smart PrintSupervision version information, copyright information, etc.

#100% -

No. Item Details

(1) | [Help] Click to switch to the help page. = P. 102

(2) | [Version Info] Click to switch to the version info page. = P. 104
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[Help]
[Details Screen] > [Help] > [Help]

[Search Window]

@(- -4/"‘\_-\; hitp://localhostS008L/Help/Redirect?pagehlame=HelpPa O ~ B ¢ X || & Help

Please select your languags:

OKI Return to Main Menu English [+]

smart PrintSuperVision

Welcome admin [Log out]

Manage Report aptian Help

Helo> Help 9

Refer to the smart PrintSupervision Help.

( 1) l‘ Search Contents '

(2\ { Setting it searen)

Search words: Setting
P L]
1 Management Tab
1 Device List

Register Device
) Device Management Settings
} Device Settings
1 Manzgement Group
1 Add/Change Management Group
1 gilling Amount Settings
¥ Report Tab

Device Infa
1 Zeb Information
1 Select Column
1 Job Result
I notification Settings
¥ Notification of Device Information

Motification of Job Information

(3 ) Notification of Job Result
] | Automatic Notification on Device Redistration

1 Status Notification
1 Status Notification Settings
¥ notification E-mail Settings
Options Tab
) User Settings
1 Add a user fuser group from Active Directory

1 User Group Information
I User Information

¥ Environment Settinas
:szer Settings

1 Communication Settings
1 Other Settings

1 Database Settings

1 Web Service Setting

¥ notes
B -

f85% -

No. Item Details

(1) | [Search]/[Contents] Tab Select whether to display the help contents or display the
help search window.

(2) | Keyword input form/ Enter the keyword to search for and click [Search].
[Start Search] button

(3) | [Search Results] Search results (related topic) are displayed.
Click the topic to display the related help topic page in a
different window.
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[Contents Window]

(1)

m@gj

G"’“)“i http://lo 0081/Help/Redirect?

ppa O+ B & X |[ & Help i A

OKI

smart PrintSuperVision

please select your language:
Return to Main Menu  |English [+]

Welcome admin [Log out]

Manage Report

Option Help

Help> Help
Refer to the smart PrintSupervision Help.

@

(2)(3)

Search Contents
About smart PrintSuperVision

'El Management Tab
"= Device List
Display Items for Device List
Register Device
= Device Management Settings
Device Settings

1
1
1
1
1
1
1
1
1
1 ElManagement Group
1 Add/Change Management Grou
1
1
1
1
1
1
1
1
1
1

Map
Billing Amount Settings

Options Tab

#100% -

No.

Item

Details

(1)

[Search]/[Contents] Tab

Select whether to display the help contents or display the
help search window.

(2)

Expand/Collapse Item
Button

+ button:

Click to display the sub-items of the item that corresponds
to the selected button. The button display changes to -.

- button:

Click to hide the displayed sub-items. The button display
changes to +.

(3)

Topic

Click the topic to display the related help topic page in a
different window.
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[Version Info]
[Details Screen] > [Help] > [Version Info]

o o ]
hxs

Please select your language:

OKI Return to Main Menu English E

smart PrintSuperVision

Welcome admin [Log out

e@ €% http://localhost:50081/Help/Version O - B & X || (& Version Infalsmart PrintSup... %

Manage Report Option Help

Help> Version Info @

Display the smart PrintSuperVision version information, copyright information, etc.

smart PrintSuperVision

[Product Version]
1.0.0

)
( 1 ] [Server 1D]
1155276947

[Copyright Info]
L Copyright 2014 Oki Data Corporation, All Rights Reserved.

Copyright 2014 Oki Data Corporation

#100%

No. Item Details

(1) | sPSV Version Displays sPSV version information.
information

- 104 -



5. smart PrintSuperVision (sPSV)

[Help Icon]

- =] ] )
a‘\:’/“""‘ ttp://localhost 0081/ Main/ HelpMain £ - B ¢ X || & Helplsmart Printsupewvision A2

Please select your language

OKI Return to Main Menu English [+]

smart PrintSuperVision

Welcome admin [Log out]

Manage Report Option Help

Help e\ (1)

Refer to the smart PrintSupervision Help and related information —

o
EF Refer to the smart PrintSupervision Help.

., Version Info
“ Display the smart PrintSuperVision version information, copyright information, etc.

®100% -

No. Item Details

(1) | Help icon Click to display the help topic page in a different window.

[Help Topic Page]

R e )
[ localhost: 50081 MHelpRedirect PpageMame=Topic_Help

Help for smart PrintSuperVision

Refer to the smart PrintSupervision Help and related information..

[Help]
Search for topics containing any of the keywords.

[Version Infarmation]
Displays the copyright information and version information of smart Print
Super Yision,

|' Related Item
1 About smart PrintSuperyision
! Help
(1 ) : Yersion Info
) Management Tab
1
1

Report Tab
Options Tab
=

No. Item Details

(1) | Related Item Links to topics related to the currently displayed topic are
displayed. Click a link to switch to the related topic page.
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6. Print Job Accounting Client Software

6. Print Job Accounting Client Software

The client software needs to be installed on client computers if identifying users by user ID
(PIN). Configure the [Print Policy] settings if identifying users. = P. 146

By installing the client software on the computers that the users use for their printing (client
computers) and setting user IDs (PINs), Usage limitations (print limitations, print volume
limitations) for the users can be set and job logs can be collected.

Set the job account modes of the client software and then set user names and user IDs
(PINs) to identify printing users in sPSV.

There are four job account modes for setting user names and user IDs.
(1 note)
The job account mode does not change in Mac OS X. For information on setting user IDs in
Mac OS X, see “"When Using Mac OS X" (P. 114).

Job account mode settings can only be configured with a driver that supports print job
accounting.

(1) Tab Mode
The tab for setting the user name and user ID to the print driver properties is displayed.
It is used by the users themselves to set or change the user name and user ID.

(2) Pop-up Mode
A pop-up window for setting the user name and user ID to be sent for each print job is displayed.
It is used when 1 computer is used by multiple users.

(1 note)

e Do not select this when using the simple user switching function.

e Even if printing is performed on the shared printer client side, the input window is not
displayed. Use the hide Mode for shared printers.

(3) Hide Mode
The screen for setting the user name and user ID is not displayed.
When printing, users are first identified as Windows login users. Their user ID (PIN) is then acquired
according to the cross-referencing table set in the client software. A cross-referencing table therefore
needs to be set beforehand by the administrator.
Furthermore, the same user ID can be set for multiple login users. This is used when
batch-managing users by department.

(4) Unsupported Mode (Default setting)

User identification is not performed, and all jobs are recognized as “unregistered ID”. The user name

is the user name used to log in to Windows, and the user ID is 0 in the job log. Used when user

recognition is not needed.
(1t note)
When the drivers are updated or reinstalled, the mode returns to unsupported mode.
Therefore, the job account mode must be reset. However, it is not necessary to reconfigure
the mode settings when a check mark is used to set a function that sets all drivers to the
same mode.
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When Using Windows
Setting the Job Account Mode

1 Select [Start] > [All Programs] > [Oki
Data] > [Print Job Accounting Client] >
[Change Job Account Mode].

When the [User account management]
window is displayed, click [Continue] or
[Yes].

2 Select the device driver on which to set
user names and user IDs from the [Driver]
list. To set all of the drivers to the same
mode, check [Set all drivers to the same
mode].

Ig Print Job Accounting Client &Iﬂ—hj

File Hide Mode Help

I .
‘ [ Set the same mode for all drivers. '
' |0k cam(PCL) j)

* Tab

" Popup

" Hide

" Mot supported

Change

(1 Note)

If a shared printer is used, do not use the
[Set all drivers to the same mode] function.
When using a shared printer on the client
side to print, the account information is not
output.

3 Select the mode you want to set, and click
[Change].

Ig Print Job Accounting Client &Iﬂ—hj

File Hide Mode Help

Job Accounting Mode

I Set the same mode for all drivers.

Criver

|0k cam(PCL) ~|

* Tab

" Popup

" Hide

" Mot supported

Change

—

- 108

4 Click [OK] in the confirmation window.

Print Job Accounting Cli.. (ERESE

Mede change successful,

L A

5 Select [File] menu > [Close].

If tab mode is set as the job account mode,
proceed to “Using Tab Mode” (P. 109) to set
the user names and user IDs.
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Using Tab Mode

1 Follow the instructions in “Setting the Job
Account Mode” (P. 108) to switch to Hide
Mode.

2 Select [Start] > [Devices and Printers] to
display the printer driver icon.

3 On the printer driver icon, right-click
the mouse button and select [Printer
Properties].

Steps 2 and 3 describe the process for
displaying the printer properties window in
Windows 7. If using a different operating
system, see “Basic Procedures in Windows”
(P. 247).

4 1In the [Job Account] tab, enter the user
name and user ID and click [OK].

e If tab mode is set, the [Job Account] tab
is added as shown in the figure below.

e In the default settings, the user name is
the user name used to login to Windows,
and the user ID is 1.

{4 OKI C841(PCL) Properties {-LhJ

General Sharing Ports Advanced
Job Accourting Security

Color Managemert
Device Options

User Details
User Mame [up to 80 characters)

userl

Job Account 1D (1-999939939)
1

0K Cancel | [ Appy |

J

5 Print from the application.

Using Pop-up Mode

1 Follow the instructions in “Setting the Job
Account Mode” (P. 108) to switch to pop-
up mode.

2 Print from the application.

3 When the Pop-up window is displayed,
enter the user name and user ID, and click
[OK].

When [Cancel] is clicked, the user name is
blank and the user ID is O in the log. The
print job is not cancelled.

R ——

Job Accounting

L ger Details
P s

Uzer Mame [up ta 80 characters]
|userD1

Job Account 1D (1-339333333)
I
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Using Hide Mode

There are four methods for setting user

names and user IDs in Hide Mode.

(1) Adding items by creating an ID file =
“Switching the User ID for Each User”
(P. 110)

(2) Entering each item manually =
“Displaying and Editing Registered User
IDs” (P. 111)

(3) Adding items by using a file exported
from sPSV = “Acquiring User
Information from Files” (P. 112)

(4) Setting a fixed user ID for all users
= “Setting the Same User ID for All
Users” (P. 113)

Switching the User ID for Each User

1 Create an ID file using software such as
Notepad, Excel, etc.

<For Notepad>

(1) The login user name and user ID are
included for each user individually on
a separate line. The login user name,
user ID and user name are separated
with a comma (,).

Login User Name:
User name entered when logging in to
Windows
User ID:
PIN of user registered in sPSV that
corresponds to the user name of the
logged in user
User Name:
User name recorded in the job log
The user name can be omitted. When it

is omitted, the login user name is used as
the user name.

J Mew Text Dcncument....l. o (e e S

File Edit Format View Help

€atoy), @
t ashi, Z, takahashi

suzuki)3, suzuki
muratal4, murata
inoue, $ inoue]

Login user User ID User name

name:

(2) Save in text format with the extension
\\CSVII.

<For Excel>

(1) The login user name and user ID are
included for each user individually on a
separate line.

@ Microsoft Excel - Bookl.xls

2] Eile Edit View Insert
=" Y= R AR RS 1NN

Format

LG 4 i
A | B | € | 1

1 |satou 1 satou
2 |takahashi 2 takahashi
3 |suzuki 3 suzuki
4 |murata 4 murata
5 linoua 5 inoue
B |
7
a
[#]

M 4 » M| Sheetl {Sheet2 / Sheet3 /
Ready

L m

(2) Save the file in CSV format.

2 Follow the instructions in “Setting the
Job Account Mode” (P. 108) to switch to
hidemode.

3 Select [Import ID File] in the [Hide Mode]
menu.

Do) |

Ig Print Job Accounting Client

File [Hide Mode | Help

L[ mportmFile.. )
Display registered Job Account IDs...

Get user information from a file...
Set fixed Job Account ID for all users

Setup Fixed Job Account ID...
™ Tab N

" Popup
* Hide
" Mot supported
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4 Specify the ID file created in 1, and click
[Open].

(1 note)

o If [Set fixed Job Account ID for all
users] is checked in the [Hide Mode]
menu, remove the check.

e If [Get user information from a file]
is checked in the [Hide Mode] menu,
remove the check.

23] |

Ig Print Job Accounting Client

File | Hide Mode | Help

ImportID File... L

Display registered Job Account IDs...
Get user information from a file...
( v Set fixed Job Account ID for all users )

Setup Fixed Job Account ID... |
™ Tab ||

" Popup
* Hide
" Mot supported

Change |

5 Select [File] menu > [Close].

6 Print from the application.

(1 note)

If printing is performed by a user who has
logged in to Windows with a login user
name that has not been registered by
importing an ID file, the user name is the
user name of the currently logged in user
and the user ID is 0 in the job log.

Select [Display registered Job Account
IDs] in the hide Mode menu, and you can
authenticate user IDs that have already

been registered, delete unneeded user IDs,

and import ID files.

Displaying and Editing Registered
User IDs
1 Follow the instructions in “Setting the

Job Account Mode” (P. 108) to switch to
hidden mode.

2 Select [Display registered Job Account
IDs] in the [Hide Mode] menu.

Do) |

Ig Print Job Accounting Client

File | Hide Mode | Help

J Import ID File... L
‘ Display registered Job Account IDs... )
Get user information from a file...

Set fixed Job Account ID for all users

Setup Fixed Job Account ID...
T Tab |

" Popup
* Hide
" Mot supported

3 Information on registered users is
displayed.

Display registered Job Account IDs P |-
Login Name | User Name | Job Aecount 1D | 2dd
satou satou 1
takahashi  takahashi 2
suzulki suzukd 3
murata mursta 4
inoue inoue 5 —
oK
Cancel
Ancther mods is presently enabled, e

4 To add a user ID, click [Add].

Display registered Job Account IDs i X
Ve
Login Name | User Name | Job Account 1D Add
satou satou 1
tokahashi  takahashi 2
suzuki suzuki 3
murata murata 4
inoue inoue 5 —
(#/Memo

e To add IDs by importing the ID file
created in “Switching the User ID for

Each User” (P. 110), click [Import] and
specify a file in CSV format.

Display registered Job Account IDs X
Login Hame [ User Name | Job Account 1D | Add..
satou satou 1

takshashi takahashi
suzuki suzuki
murata murata

2
3
4
inouz inous 5

Impat

e To delete a registered user, select the

user to be deleted and click the [Delete]
button.

Display registered Job Account IDs |- [

Login Name | User Name [ Job Account 1D |
satou satou 1
takahashi  1akahashi 2
suzuki suzuki 3
4
5

murata mursta

Import
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5 Enter the login names, user names and
user IDs of the user IDs to be added and
click [OK].

Job Accounting ‘-.' l 2 ﬁ]
Uszer Details
Login Mame
|tanaka

User Mame [up to 80 characters)

|tanaka

Job Account 1D (1-333333339)

. J
Display registered Job Account IDs P o
Login Name | User Name | Job Account ID | 2dd
zatou satou 1
tskshashi  lakahachi 2
suzuki suzuki 3
murata murata 4
inous inous 5
wncks  tanska 6 oot
Cancel
Anather mods it presently ensbled. e

(1 Note)

If “Another mode is currently enabled.” is
displayed in the bottom left corner of the
window, confirm the following:

o If [Get user information from a file] is
checked in [Hide Mode], remove the
check.

o If [Set fixed Job Account ID for all
users] is checked in [Hide Mode],
remove the check.

Acquiring User Information from
Files

User information can be acquired from a
specific file. The file created in “Switching
the User ID for Each User” (P. 110) can
be specified.

1 Follow the instructions in “Setting the
Job Account Mode” (P. 108) to switch to
hidden mode.

2 Select [Get user information from a file] in
the [Hide Mode] menu.

Do) |

Ig Print Job Accounting Client

File | Hide Mode | Help

Import ID File...

Display registered Job Account IDs...
( Get user information from a file... )
Set fixed Job Account ID for all users

Setup Fixed Job Account ID... |
T Tab |

" Popup
* Hide
" Mot supported

3 Check “Get user information from a file”
and click “"Change”.

Get user information from a file R

Login Name | Uiser Mame | Job Accaunt ID

¥ Get user information from a file

' ' 0K
Change
Cancel

Another mods is presently enabled

4 Select the file used to obtain the user
information, and click [OK].

Get user information from a file 2 ==
Login Name | User Mame [ Job Account 1D |
inoue Tnoue 12341
murat Murata 12342
satou Satou 12343
suzuki Suzuki 12344
takahashi  Takahashi 12345

¥ Get uset information from a fie

User information file storage folder
C:AProgiam Files\Dkidata\Print Job Accourting\Client

- oK.
Change
Cancel

(! Note)

If “"Another mode is currently enabled.” is
displayed in the bottom left corner of the
window, check the following:

e If [Set fixed Job Account ID for all
users] is checked in the [Hide Mode]
menu, remove the check.

- 112 -



6. Print Job Accounting Client Software

Setting the Same User ID for All Using in Unsupported Mode
Users
1 Follow the instructions in “Setting the 1 FO!OW the mstrzct,llons n Settlng_ thhe
Job Account Mode” (P. 108) to switch to Jo Accoun; Mo de (P. 108) to switch to
hidden mode. L:nsupporte mode. )
Ig Print Job Accounting Client l DS
2 Check [Set fixed Job Account ID for all File HideMode Help
users] in the [Hide Mode] menu. deb Al Rleds
I Set the same mode for all drivers.
f W4 Print Job Accounting Client " [ 2 |—J&‘ Drriver
File [ Hide Made | Help |DKI Ca41(PCL) j
J Import ID File... L C Tah
Display registered Job Account IDs... " Popup
Get userinformation from afile... il
( Set fixed Job Account ID for all users )
Setup Fixed Job Account ID... | z
™ Tab Change
" Popup
* Hide b g

" Mot supported

2 Print from the application.

Change |

3 Select [Setup Fixed Job Account ID] in the
[Hide Mode] menu.

Ig Print Job Accounting Client @Iﬂ—hj
File | Hide Mode | Help
Import ID File... L

Display registered Job Account IDs...
Get user information from a file...

Set fixed Job Account ID for all users

. Setup Fixed Job Account ID... )l
E

" Popup
* Hide
" Mot supported

Change |

4 Enter the user name and user ID, and click
[OK].

When the user name is omitted, the login
user name is used as the user name.

Job Accounting l 2 &J

Uzer Detailz
=

-

Uszer Mame [up to 80 characters]
|userD'I

Job Account 10 (1-339333333)
L

5 Select [File] menu > [Close].

6 Print from the application.

- 113 -



6. Print Job Accounting Client Software

When Using Mac OS X

Registering the Job Account
ID (PIN)

Double click the print job accounting icon.

1 Click [Newl].
enn Print Job Accounting Client
UserName D
_NWTJ
Help

2 Enter the Mac OS X login name, user

name and job account ID (PIN) to be used

in sPSV and click [Save].

| Save |

LoginName : sato

Cancel
UserName : sato
JobAccountinglD : 1 Help

Repeat this operation to register multiple

users.

3 Click [Save].

8 00 Print Job Accounting Client
UserName ID —SWHRJ
sato 1 New.

Delete All

Help

4 Enter the Mac OS X password, and click
[OK].

P Print Job Accounting Client wants to make
changes. Type your password to allow this.

Name: |sato

Password: ssess

Cancel | | OK |

5 Quit the client software.

Registering Multiple Users
Together

Multiple job account IDs (PINs) and user
names can be registered at once using a
CSV file. This is useful when multiple users
log in to use the Mac OS X.

1 Use commercially available software to

prepare a CSV file.

In the CSV file, enter the Mac OS X login

name, job account ID (PIN) and user

name in this order.

(1) The Mac OS X login name, job account
ID (PIN) and user name are included for
each user individually on a separate line.

eoe [7 Bookl.xls

P A H & % 6B (Qsearch insheet N »
#A Home Layout Tables Charts SmartArt Formulas » A B
= —
=, :|Adal - |- . :|General I N e==:
e (LBLLL D[S FAL e W% s

A6 g fx -
1 |[satou 1 satou
2 |takahashi 2 takahashi
3 |suzuki 3 suzuki
4 murata 4 murata
5 linoue 5 inoue

W\H

Sheet1 | Sheetz | Sheet3 |+ )
L] Normal View

Ready P

(1 note)

Enter the job account ID (PIN) in one-byte
characters.

(2) Save the file in CSV format.

2 Use the client software to register.
(1) Double click the print job accounting icon.
(2) Select Import from the file menu.
(3) Import the CSV file created in 1.

086 Open

« 22 | = IE) (& Desktop B
FAVORITES [ Applications

[ ¥ Previc
& CORRECT.png

Desktop L2
[ Documents (i3] Documents '
(2] Downloads

# Applications

Desktop

SHARED

[ panda
£ Al
DEVICES
[ “Apple™89“iMac” cre
) job

|_J JobAccount.

MEDIA
J3 Music
@ Photos

H Movies

Cancel | | Open |
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(4) Click [Save].

800 Print Job Accounting Client
suzuki 2
sato 1 e

Delete All

Help

(5) Enter the password, and click [OK].

P Print Job Accounting Client wants to make
changes. Type your password to allow this.

Name: |sato

Password: sssss

Cance'

(6) Quit the client software.

Changing a Job Account ID
(PIN) or User Name

The client software can be used to change
user IDs and user names that have already
been registered.

1 Double click the print job accounting icon.

2 Select the user that you want to change,
and click [Edit].

3 Enter the new job account ID (PIN) and
user name, and click [OK].

4 Click [Save].

800 Print Job Accounting Client
UserName D (-—Save—-;j]
tanaka 1234
sato 1 New

Delete All

Help

5 Enter the Mac OS X password, and click
[OK].

P Print Job Accounting Client wants to make
changes. Type your password to allow this.

Name: |sato

Password: sssss

Cance'

6 Quit the client software.
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Deleting a Job Account ID
(PIN) or User Name

1 Double click Print Job Accounting.

2 Select the user that you want to delete,
and click [Delete].

To delete all registered users, click [Delete
All].

3 Click [Save].

800 Print Job Accounting Client

UserName ID

sato 1

Delete All

Help

4 Enter the Mac OS X password, and click
[OK].

- Print Job Accounting Client wants to make
changes. Type your password to allow this.

1N

Name: |sato

Password:  ssese

Cancel || |  OK |

5 Quit the client software.

Exporting Data for Client
Software

Can be used in the hide Mode of the client
software. For details on the client software
hidden mode, see “Setting the Job Account
Mode” (P. 108).

1 Configure the output settings of the user
handling table in [Function Detail Window]
> [Option] > [User Settings].

user correspondence table.]

3 Check [Use the user correspondence table]
and click [Reference...].

Specify the output destination of the user correspondence table.

4 Select the folder that you want to save,
and click [Apply].
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7. Registering and Managing Devices

Registering Devices

Log in as an sPSV administrator to register
devices. You can only browse device
information if you are logged in as a
standard sPSV user.

Start sPSV

1 Check that the power of the device is
turned on.

2 Double click the sPSV shortcut on the
desktop or select [Start] > [All Programs]
> [Oki Data] > [smart PrintSuperVision] >
[smart PrintSuperVision].

3 The web browser launches and accesses
the sPSV website.

e The sPSV service is registered as a
Windows service. If the sPSV service
does not start automatically, open
the [Control Panel] > [System and
Security] > [Administrative Tools] >
[Service], check the startup type for [Oki
sPSVService] and change it to automatic
startup.

e To access sPSV from a client computer,
see “Accessing sPSV from the Client PC”
(P. 49).

4 Click [Login].

OKI

Main Menu

smart PrintSupervVis
ertai

ision can confirm usage of the device (a printer or MFP) and cannot use the device under
certain conditions. From the following items, click the content you want to manage.

Lshnw Device Usage Status ]

LRmrict Device Use

LNolifY Device Management Status ]

o o Detat Screon |

5 Enter the user name and password of an
sPSV user with administrator authority and
click [Login].

The following user is set for the administrator.
[User Name]: admin
[Password]: password

The default password can be changed. To
change the password, see “"Changing User/
User Group Information” (P. 133).

smart PrintSuperVision

Next, proceed to “Registering Devices”
(P. 119).
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Registering Devices <Adding Printers from a CSV file>
(1) Create a CSV file using software such as
1 Register a device in [Function Details] > Notepad, Excel, etc.
[Manage] > [Register Device].
<For Notepad>
OKI o s
(1) Write the IP address of each printer on
o e one line for each printer.
)
j New Text Document l = | (S |
File Edit Format View Help
111,111,111, 112
111.111.111. 113
111.111. 111. 114
111,111, 111. 115]
2 Specify a connection destination for the ' o -
device you are searching for and click (2) Save in text format with the extension
[Specify Search Range]. “CSVv”.
Wemsadmin 23 <For Excel>
(2] (1) Write the IP address of each printer on
- one line for each printer.
el otifcation Settings  You can register  schedule o send the report E_] Eile Edit ¥iew Inset Format Tools
iEHRSR L= e §
- S
A | B | ¢

1 111111111112
3 Select the search method. 1111 111 111 113
3 [111.111.111.114
<Searching by [Network Search 4 [111.111.111.115
5
Range]> A
(1) Add search ranges for the network search in
the entry field (up to 200 can be added). (2) Save the file in CSV format.
(2) Click [Reference...] in [Specify File].
Either broadcast IP addresses (e.g. xxx. " :
. Specify Search Range
xxx.xxx.255) or a unicast IP addresses can Specify in detail the range to search for devices on the network. 5
be added. it 5 s of e ettt e (1 s t 8 Echcdd From
Search]
(2) C”Ck [Add]. Network Search Range Add
Specify Search Range s alaiioi
Spedify in detail the range to search for devices on the network. B Spedfy File
If there is a device not registered in smart PrintSuperVision
Add the IP address of the device that is not registered in [IP Addresses to Be Excluded From ) . )
Search]. (3) Specify the CSV file created in (1), and

Network Search Range Add

click [Open].
[ <Adding [IP Addresses to Be Excluded

Specify File Leﬂerﬂ[
From Search]>
(1) Add IP addresses to be omitted from the
network search for devices in the entry field
(up to 200 can be added).

Only unicast IP addresses can be added.
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(2) Click [Add].

Search]

Network Search Range Add

255.255.255.255
Deletion

Specify File Referen

IP Addresses to Be Excluded

From Search A

Deletion

<Searching by [SNMP Community

Name]>

(1) Enter community names for SNMP
communication in the entry field (range of
characters that can be entered: ASCII code,
0x20 - Ox7E, up to 128 characters per item,
up to 200 items).

(2) Check [Use “public” as the community
name.] to execute communication with
“public” as the community name (This is
checked by default).

The network is searched for the community
names added in this window. (For example,
if “public” and “private” are registered

as communities and "'10.49.132.255"

is specified as the search range,
10.49.132.255" is searched for “public”
and “private” respectively.)

(3) Click [Add].

From searcn

t

Deletion|

SNMP Community Name Add

Deletion|

( V] Use the "public” community name.)

oK Cancel
4 Click [OK] and close the [Specify Search
Range] window.

‘ Deletion|

SNMP Community Name Add

L =

Deletion
9] Use the “public” community name.

OK Cancel

5 Click [Start Search].

smart PrintSuperVision
wai out

,,,,,

6 A list of detected devices is displayed in
[Search Results]. [Newly Registered] is
displayed as the [Registration State] of
devices automatically registered in sPSV.

If there are devices that you do not want
to register, these devices need to be
omitted by adding their IP addresses to [IP
addresses to be omitted].

Next, proceed to “Configure the Settings of the
Registered Devices” (P. 121).
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Configure the Settings of the
Registered Devices

Set the device information

1 Set the device information in [Function
Details] > [Manage] > [Device
Management Settings] > [Device
Settings].

Please select your language:

OKI RetumtoMainMeny  Engish

smart PrintSuperVision

Welcoma admin [Log out]

@

Help.

ntrol and device usage restriction.

Iy your changes, lick [Apply] at the bottom of the screen.

Chanae Destination | Click [Chanae De: o edit the c

3 Check the device information and
configure the settings. The set information
is reflected in the content displayed in the
[Device List].

The items below marked with (*) cannot be
edited.

[Basic Info]

Basic Info

Display the basic information of the device such as the model and connection des

Model:
Destination:

Change Destination Click [Change Destination)] to edit the connection destination.

Manufacturer; Indicate the device manufacturer.
MAC Address: Display the MAC address of the device.

Serial No.: Display the serial No. of the device.

[Model]™
The model name of the device is displayed.
[Destination]

The connection destination of the device

is displayed. Click [Change Destination] to

change the connection destination.
[Manufacturer]™

The manufacturer of the device is displayed.
[MAC Address]®™

The MAC address of the device is displayed.

jevice.
lects the information being displayed to the conn

[Serial No.]™
The serial number of the device is displayed.

[Installation Info]

(! Note)

SNMPv1 Set needs to be enabled in the
SNMP settings of the device before setting
the installation information.

Installation Info
Display the contacts of the system administrator, the location of the device, etc.
Name: Indicate the name that will be used to distinguish the device.

Installation Location: Indicate where the device is installed.

Contact; Display the contacts of the device administrator.

Management Number: Indicate management number of the device.

[Name]
Set the name of the device. (up to 31 1-byte
alphanumeric characters)
[Installation Location]
Set the installation location of the device. (up
to 255 1-byte alphanumeric characters)
[Contact]
Set contact details for the device. (up to 255
1-byte alphanumeric characters)
[Management Number]

Set the control humber of the device. (up to 32
1-byte alphanumeric characters)

[Version Info]

Version Info
Display the firmware version of the device.
U Version: Indicate the CU firmware version.

PU Version Indicate the PU firmware

Indicate the Scann:

NIC Program Version: Indicate the Network firmware version,

[CU Version]™

The CU version of the device is displayed.
[PU Version]™

The PU version of the device is displayed.
[Scanner Version]™

The scanner version of the device is displayed.
[NIC Program Version]®™

The NIC program version of the device is

displayed.

[Management Information]

Management Information

Display the device information under control of smart PrintSupervision,

ation in [Billing Amoun
Fees, C931/C941
5] can be used to add
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[Fees]
Specify the fee registered in sPSV. Click [Billing
Amount Settings] to create a new definition.
For information on how to configure the
settings, see “"Changing Fee Charge Definitions”
(P. 173).

[Job Log Acquisition Status]™
The job log acquisition status of the device is
displayed.

[Assighed Group]®™
The management groups to which the device
belongs are displayed. Click [Management
Group] to register a management group. For
information on how to configure the settings,
see “Management Group Registration”
(P. 124).

[Communication Info]

[Device Password]
Enter an administrator password for the device
(6-12 1-byte alphanumeric characters).

[SNMP Read Community Name]
Enter the SNMP read community name of the
device (default: “public”)

(ASCII code, 0x20 - Ox7E, up to 128
characters)

[SNMP Write Community Name]
Enter the SNMP write community name of the
device (default: “public”)
(ASCII code, 0x20 - Ox7E, up to 128
characters)

4 Click [Apply].

5 Click [OK] in the confirmation window.

Message from webpage et S

'_e_' Apply the changes.Are you sure?

' oK ' Cancel

Configuring the Job Log Acquisition
Settings
Job logs are stored in the devices
temporarily and acquired from devices
according to a schedule set in sPSV. For
details on job logs, see “12. Managing Job
Logs” (P. 188).

1 Set the job log acquisition information
in [Function Details] > [Manage] >
[Device Management Settings] > [Device
Settings].

2 Select the device from which to acquire
the job log in [Device].

Display the basic information of the device such as the model and connection destination.

3 Click q'}a' in [Log/Access Control] to open
the settings window.

4 Configure the settings of the device.

== Log/Access Control

[Record Job Log to Device]

Check this and click [Apply] for the device to start
recording the log. Remove the check and click
[Apply] for the device to stop recording the log.

[Job Log Acquisition Schedule
Settings]
Set the schedule by which the job log is

acquired. This is enabled when [Record Job
Log to Device] is checked.
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[Specify Time]
Acquired for each set interval. The maximum
interval time that can be set is 24 hours. The
default setting is set as an optimized value
detected from the state of the added device. If
the interval is set to a time that is longer than
the default settings, some of the job logs may
not be acquired.

[Time specified]
Set the specific time. Click [Specify Time] and
add the time. Up to 24 acquisition times can be
added. After adding, click [OK].
Specify Job Log Acquisition Time

Enter the time you want to acquire the job log, and dick
[Add].

Job Log p—
Acquisition Hours [Add]
Time Minutes —

OK Cancel

(1 note)

Always set a time when the computer
where the sPSV is set up and device are
both switched ON.

The job log is not acquired if the power is
not ON.

5 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

e If the device server ID is already set
from a different server, a confirmation
dialog box is displayed.

e To change the setting, enter the Server
ID.

6 Click [OK] in the confirmation window.

Message from webpage li:hj

fe" Apply the changes.Are you sure?

[ oK ] | Cancel |

Set Access Controls

Check this check box when you want to activate
access control for multifunction printers that have
an access control function on the control panel.

(1t Note)

Users cannot be registered when the
access control is disabled.

1 Set the job log acquisition information
in [Function Details] > [Manage] >
[Device Management Settings] > [Device
Settings].

Please select your anguage:
OKI KetumtoMainMeny  Engih
smart PrintSuperVision

Welcome admin [Log out]

(2]

2 Select the device from which to acquire
the job log in [Device].

formation being displayed to the conn

Chango Destination 10 edit the connection destination.

3 Click 4}# in [Log/Access Control] to open
the settings window.

4 Check [Enable access control.] in [Access
Control], and specify [Panel Access
Control] and [User Auth. Method].

Access Control

¥l Enable access control.
Panel Access Control User Name/Passwort d [+]

User Authentication Mode: |Local [+]
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[Panel access control]
[User Name/Password]
A user name and password are entered
when logging in from the panel of the
device.

[PIN]
A PIN ID is entered when logging in from
the panel of the device.

[Do not specify]
The default method of the device is used
when logging in from the panel of the
device.

[User Auth. Method]
[User Name/Password]
This is enabled if [User Name/Password]
is set in [Panel access control]. Specify a
method from [Local], [LDAP] and [Secure
Protocol].

(! Note)

e Items displayed for multifunctional
devices.

o The settings in [Panel Access Control]
cannot be changed while the device is
acquiring the job log.

5 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User’s
Manual of the device.

6 Click [OK] in the confirmation window.

Message from webpage l&,l

"9" Apply the changes.Are you sure?

( oK ] Cancel

To manage multiple device groups, proceed to
“Management Group Registration” (P. 124).

Management Group
Registration

Multiple devices can be managed as

one group. When managed as a group,
the log can be displayed in group units.
Furthermore, the user available usage can
be set to all of the devices that belong to
the group.

1 Register a group in [Function Details]
> [Manage] > [Device Management
Settings] > [Management Group].

OKI

Pl quage:
Return to Main Meny
smart PrintSuperVision

Welcome admin [Log out]

@

2 Click [Add].

Please select your language:
Engish  ~

Return to Main Meny
smart PrintSuperVision
o el

OKI

Welcome admin [Log out]

@
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3 Enter the management group information
in the entry field.

(*) denotes a required item.

Manage " Report /" option Help.

Gi > Add/Change . e

e management group, and then dick [Apply] at the bottom of the screen.

[Name]®™
Enter the management group name.

[Description]

A description of the management group can be
entered.

[Map]
You can visually grasp the setting position by
placing the device in the specified image file.
For information on how to configure the map
settings, see “Registering the Installation
Position of Devices Belonging to a Management
Group” (P. 219).

[Device Password]™
Enter an administrator password for the device
(6-12 1-byte alphanumeric characters).

[SNMP Read Community Name]®™
Enter the SNMP read community nhame of the
device (default: “public”)

(ASCII code, 0x20 - Ox7E, up to 128
characters)

[SNMP Write Community Name]®™
Enter the SNMP write community name of the
device (default: “public”)
(ASCII code, 0x20 - Ox7E, up to 128
characters)

4 Click [Add a device to the management
group.].

Apply

5 Select the device to add to the group from
[Device List], click __» ] and switch to
[Assigned Device List].

Add Device to Management Group

Add a device to the management group.

Select the device to be added from [Device List].

The device displayed in [Assigned Device] is the one that is assigned to the current
group.

You can add or delete a device from or to a group with the left and right arrow
buttons.

Rl — Assigned Device List:
(192.168.0.210)
[rs—|
[——
oK Cancel
/Memo

Click .« | to switch from [Assigned Device
List] to [Device List].

6 Click [OK] to register the device to the
group.

(1 note)

When available usage is set for users

or user groups that are registered to
management groups, the available usage is
enabled for the total amount of usage for
users and user groups of all devices that
belong to the management group.

However, the amount of usage for users
who do not have “Include the total usage
of the assigned user group.” checked is not
included.

7 Click [Apply].

8 Click [OK] in the confirmation window.

Message from webpage l&,l

I Management Group was registered.
ah
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Changing Settings for
Management Groups

The device can be changed to a different
group. This is useful for when the device is
relocated to a different department.

1 Change the group in [Function Details]
> [Manage] > [Device Management
Settings] > [Management Group].

Please select your language:

OKI fia

smart PrintSuperVision

Welcome admin (Log out]

S Manage Repot " option " heb

Manag Management Settings e
set with
You fthe d d create a group to manage in bulk.

C

Create 3 group for the intended purpose, and perform group management over the device )

2 Click the current group.

Tf you wanit to add a new management group, dick [Add].
W e hame et 2 mom: suementqmun is clicked, you will go to the list screen for the devi ice ce assigned to this management group,
Click the management group icon, and then go to the edit screen of the management gro

Management Group List:
- Group nam Map Descripti
b
1 I aroupo1
2 | aroup02
3 I aroupo3

3 Click [Add a device to the management
group.].

Enter the information of the management group.

4 Select the device to omit from [Assigned
Device List], click __« ], switch to [Device
List] and click [OK].

Add Device to Management Group

Add a device to the management group. =

Select the device to be added from [Device List].
The device displayed in [Assigned Device] is the one that is assigned to the current
group.

You can add or delete a device from or to a group with the left and right arrow
buttons.

Device List: PESTTISRIIRE F—

(192.168.0.210)

oK Cancel

5 Enter the administrator password for the
device and click [Apply].

e Log/access contol

(1 Note)

For details on the device’s factory set
administrator password, see the User's
Manual of the device.

6 Click [OK] in the confirmation window.

Message from webpage e S

! Management Group was registered.

7 Click the new group to be assigned to and
dlsplay the [Device L|st]

alit o registered management

¥ o0 ot to 240 2 e mamagement grous, dick (Add)

When the name of 3 manaqemem Group i chcked, you willgo tothe fst scr e for the device assigned to this management group.
o oup.

Click the management to the edit screen of the manat

Management Group List:

8 Select the device to add to the group from
[Device List], click __» ] and switch to
[Assigned Device List].

Click [OK] to register the device to the
group.

Add Device to Management Group

Add a device to the management group. -

Select the device to be added from [Device List].
The device displayed in [Assigned Device] is the one that is assigned to the current
group.

You can add or delete a device from or to a group with the left and right arrow
buttons.

Device List: Assigned Device List:
—

(192.168.0.210)

i

OK Cancel

Click .« |to switch from [Assighed Device
List] to [Device List].
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9 Enter the administrator password for the
device and click [Apply].

Descrpt
Map:

Retere
- e

(! Note)
For details on the device’s factory set

administrator password, see the User's
Manual of the device.

10 Click [OK] in the confirmation window.

Message from webpage @

! . Management Group was registered.

Deleting Management
Groups

1 Delete the group from [Function Details]
> [Manage] > [Device Management
Settings] > [Management Group].

Please select yourlangusge
OKI Returmtomaintens  Engish

@

2 Click the management group that you
want to delete.

et in group units the contents set in |Levice Settngs|.Can be a total target for LKeport]

Display  lst of registered management groups.

If you want to add a new management group, dlick [Add].
When the name of a management group is clicked, you will go to the list screen for the device assigned to this management group.
Click the management group icon, and then go to the edit screen of the management group.

Management Group List:

aroup01
aroup02

aroup03

Add

3 Click [Deletion].

Reteren]

Fees: coscast

in [Billng Amount].
ings can be used to add

ccess the device with the password entered here.

munity name of the device.

4 Click [OK] in the confirmation window.

' The device assigned to the group will not be deleted.
Are you sure?

Message from webpage ]

% Delete the management group being edited.

) =

(! Note)
Devices that belonged to the deleted
management group are changed to “None”.
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8. Registering and Managing Users

Users/user groups can be registered in the sPSV by entering the user name and user group
name into the sPSV (individual management) or by adding user names and user group names
registered in the Active Directory domain (Active Directory-linked management).

Individual Management
User Registration

Create a New User.
(! Note)
For details on the number of users that can

be registered, see the User's Manual of the
device.

1 Add a user from [Details Screen] >
[Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

o

Supervision screen with a Web browser.

2 Click g in [Add a user/user group.] to
open the tree, and then click [Add a Local

User].

rrrrrrrrrrrr

aaaaaa

33333333

3 Enter user information into the entry field
of each item. (*) denotes a required item.

[PIN]™
ID that identifies the user.
(Usable values: 1 to 999999999)

Click [Numbering] to display a random unused
PIN ID in the [PIN] text box.

[User Name]®™

Used when logging in to the sPSV or registering
the user to the device.

(up to 32 characters)

[Password]™
Password used to log in to the sPSV.
(up to 32 characters)

[Password(Check)]™

Password (for confirmation) used to log in to
the sPSV. (up to 32 characters)

[Last Name]

Last (family) name of the user.
(up to 29 characters)

[First Name]
First name of the user. (up to 28 characters)

[E-mail Address]
Email address of the user. (up to 256
characters)

Mail destination when [Notify the totals by
e-mail.] is on.
[Notify the totals by e-mail.]
Check this to receive notifications of the
total amount of device use each month.

[Telephone Number]
The telephone number of the user.
(up to 64 characters)

[Description]
Description of the user. (up to 1024 characters)
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4 Click [Apply] to register the user.

Next, proceed to “Registering Users and User

Groups to a Device” (P. 132).

-To manage registered users by groups,
proceed to “Registering User Group” (refer to
right section).

Registering User Group

Multiple users can be managed as one
group. When managed as a group, the
log can be displayed in group units.
Furthermore, the available usage can be
set as a total for all of the users that are
assigned to the group.

Creating a New User Group

1 Create a user group from [Details Screen]
> [Option] > [User Settings].

smart PrintSuperVision
Welcome admin [Log out
Manage N Repot . option . Hep
o to enable the use of smart rntSuperviion. [>)

3 user or user group. )

e used in smart PrintSuperVision, and edit the communication distance between the con

smart printsupervision.

upervision screen with a Web browser.

2 Click %l in [Add a user/user group.] to
open the tree, and then click [Add a Local

User Group].

17092760 usergroupot
17093833 usergroup02

17095047

3 Enter user group information into the entry
field of each item. (*) denotes a required
item.

[User group name]®™
Name of the user group.
(up to 64 characters)
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[E-mail Address]

Email address of the user group.

(up to 256 characters)

Mail destination when [Notify the totals by

e-mail.] is on.

[Notify the totals by e-mail.]
Check this to receive notifications of the
total amount of device use each month.

[Assign to the admins user group.]
Assign administrator privileges to a user who is
assigned to the user group.

[Description]
Description of the user group.
(up to 1024 characters)
4 Click [Apply] to register the user group.

day after the dosing date.

Nty the totals by e-mail v the d
admins user grouy

F o .
Aply

Next, proceed to “Registering Users to the
Group” (refer to the section below).

Registering Users to the Group

1 Register a user group from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

Manage . ~ Repot / option [ Help

(2]

2 Click the user group to which you want to
register the user in [User List].

17092760

17093833

17095047

3 Click E%I in [Member].

Enter the information for the user group. Items mar

ergroup0t
E-mal Address

Notify the totals by e-mail.
Assign to the admins user group.

............

Add

5 A list of users registered to sPSV is
displayed. Check the user to be registered
and click [OK].

Add a member

Check an user that you want to add in user group.

User Name Type Description

admin Local User
user03 Local User
user02 Local User
user01 Local User

oK Cancel

6 Click [Apply] to register users to the user
group.

Description Enter a description for the user group.(Up to 1024 characters)

Next, proceed to “Registering Users and User
Groups to a Device” (P. 132).
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Registering Users and User
Groups to a Device

1 Register from [Details Screen] > [Manage]
> [Device Management Settings] > [Device
Settings].

Please select your languz
Return to Main Menu English  ~

smart PrintSuperVisio

Welcome admin [Log ou

OKI

{

Change Destination

3 Click E{}B in [Log/Access Control] to open
the settings window.

Display the SNMP Rea

SNMP Write Commurnity Name(~): public Display the SNMP Wtire community name of the device.

Apply

4 Check [Enable access control.], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

[Panel Access Control]
[User Name/Password]

Enter the user name and password when
logging in from the device panel.

[PIN]
Enter the PIN ID when logging in from the
device panel.

[Do not specify]

Use the default device method when logging
in from the device panel.

[User Auth. Method]
[User Name/Password]

This is enabled when [User Name/Password]
is set in [Panel Access Control]. Specify
from [Local], [LDAP] and [Secure Protocol].

(! Note)

e Items displayed for multifunctional
devices.

o The settings in [Panel Access Control]
cannot be changed while the device is
acquiring the job log.

5 Click E,’}}ﬂ in [User Name] to open the use
restrictions setting window for the [User
Name].

6 Click [Add].

Registered User Name List

7 Select the user or user group to register
from [User Name List].

Add User Name

8 Click [OK] to register to the device.
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9 Click Apply] Changing User/User Group
Information

Changing User Information

1 Change the information from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

e

Help

When the “Enter an administrator

password for the device” window is

displayed, open the [Device Info] input :
window, enter the administrator password o
for the device and click [Apply].

art PrintSupervision, and edit the communication distance between the con

mart PrintSupervision.

a file, and enter the contents of the file to smart PrintSupervision.

smart Printsupervision.

8 Change the Web s to display the smart PrintsuperVision screen with a Web browser.
(! Note)

e Depending on the device, this may not 2 Click the user in [User List].
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

e When user group use restrictions are
changed at a later date, the changes are
applied to the use restrictions of users
that are assigned to multiple groups. The
priority level of available usage for user
groups can be changed. For information
on these settings, see “"Changing the

Y ving the data to be us:

17003833 usergroup02

Priority Level of User Group” (P. 167). 3 Changing User Information.
10 Click [OK] in the confirmation window. For details on each item, see "User
Registration” (P. 129).

General users can only view their own
information and change their password.

[ oK ] | Cancel

Message from webpage lﬁj

'el Apply the changes.Are you sure?

Proceed to “9. Restricting Device Use” (P. 142)
to set use restrictions for added users/user
groups.
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Changing User Group Information

1 Change the information from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]
7 manage Report Option Help

v ttings to enable the use of smart PrintSuperVision.

Make various set e
g Usersemnas
S8 add, edi, and delete a user or user group.

4 Specty the server to be used insmart rintSupersian, and edicthe ommuriction distance between the con
et doves

Delete the log.

~% Delete stale data from smart PrintSuperVision.
[ Import/Export

7 output data of smart pri

art printSu

© to display the smart PrintSuperVision screen vith a Web browser.

2 Click the user group in [User List].

PIN

Full Name User Group De:
dmins

17092760 usergroup0t

17003833 usergroup02

17095047

3 Changing User Group Information.

For details on each item, see “Registering
User Group” (P. 130).

Manage Report Option Help
Qption > User Seftings > User Group Information

Enter or edit the user group information.

= General

Enter the information for the user group. Items marke

usergroup0t The

e user group. (Up to 64 characters)

fications. (Up to 256 characters)
Notify the totals by e-mail. Nt

[ Assign to the admins user group. Gra

roup on the day after the closing date.

up.(Up to 1024 characters)

General users can only view information on
the user group where they are assigned.

4 Click [Apply] to change the user group
settings.

Description Enter a description for the user group.(Up to 1024 characters)

o

TR—
e vatable Usage

ol Display Usage

Apply

Changing User Group
Assignment

1 Change the information from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]
Report

Option

Help

0 enable the use of smart PrintSuperVision.

oy Usersettings
8 sc0,car, an asiee 3 user or usr grous

Database Settings

1 Change the destination for saving the data to be used in smart PrintSupervision.

Web service settin
8 Change the Web service to display the smart PrintSupervision screen with a Web brow:

2 Click the user group in [User List].

User Lse:
o Typ PIN Full Name User Group Des

1 User admins
1 User 17092760 e

ocal User 17093833
1 User 17095047

ocal Group,
1 Group

ocal Group.

3 Click gjg in [Member].

user group. Items marked

Notfy the totals by e-mail.  Notify the device usage totals of  user group on the day after the dlosing date.
o the admins user group.

Grant administrative rights to members.

Enter  description for the user group.(Up to 1024 characters)

[
hooly

4 A list of users registered to sPSV is

displayed. Check the users to remove from
the group.

5 Click [Apply], and the users are removed
from the group.

Enter 3 description for the user group.(Up to 1024 characters)
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6 Click [OK] in the confirmation window. 11 Click [Apply] to register users to the user
group.

Check besopion: Entr a desrtion for the user rou.Up £ 102¢ caraciers)
e b
Delete a user/user group.
group [F R

ol Display Usage

Apply

OK | Cancel |

7 Click the user group to be newly assignhed
in the [User List].

1 cal U
2 a1 U 927

3 ocal User 17003833 usergroup02
4 ocal User 17095047

s 1 Group

6 21 Group

7 ocal Group.

jser group. (Up to 64 characters)
fications. (Up to 256 characters)

roup on the day after the dosing date.

I to 1024 characters)

e Avaiable Usage

s ool Usage

poy |

9 Click [Add].

Deletion Name Type Description
user01 Local User

10 A list of users registered to sPSV is
displayed. Check the users to be registered
in this group and click [OK].

Add a member

Check an user that you want to add in user group.

User Name Type Description
o admin Local User
o usero3 Logal User
(=] user02 Local user
=l user01 Local User
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Deleting Users/User Groups

1 Delete the information from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision
Welcome admin [Log out
Manage \\ y Report \\ // Option // Help
i ings to enable the use of smart Printsupervision. >}

or user group.

2 Check the user/user group to be deleted in
the [User List].

Multiple users/user groups can be selected.

3 Click [Deletion].

17093833 usergroup02

17095047

4 Click [OK] in the confirmation window.

Check

Delete a userfuser group.

OK Cancel

(! Note)

When a user group is deleted, the users
that belonged to the deleted user group
are changed to “Unassigned”.

Active Directory-linked
Management

User and user group information on the
Active Directory server is monitored and if
the information changes, it is updated at
the interval or time set in sPSV.

For information on setting the update
interval or time, see “"Changing the Time
or Interval at Which Update of Active
Directory is Confirmed” (P. 46). For
information on updating the information
immediately, see “"To update Active
Directory Immediately” (P. 47).

Adding Users/User Groups

You can search for users or user groups
from the Active Directory and set use
restrictions or available usage.

1 Add a user from [Details Screen] >
[Option] > [User Settings] > [User
Settings].

smart PrintSuperVision
Welcome admin (Log out
/" Manage . Repot >  opton Help
= to enable the use ofsmart rntSupervision. %)

delete a user or user group. )

0 be used in smart Printsupervision, and edit the communication distance between the con

tata from smart PrintSupervision,

a file, and enter the contents of the file to smart PrintSuperision.

=1 ch he data to be used in smart Printsupervision,

w
8 Change the Web s to display the smart PrintSupervision screen with a Web browser.

2 Click E,'}a‘ in [Add a user/user group.] to
open the tree, and then click [Add a
user/user group by searching the Active
Directory.].

17092760

17093833

17095047
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3 Enter the search criteria in [Search
Criteria] and click [Start Search].

(! Note)

The search cannot be performed unless
the Database Active Directory connects
to is set. For details, see “Settings for
Connecting to Active Directory” (P. 45).

[Typel]
Select what to search on the Active Directory.
Select the search target from [User Group] or
[User].

[Name]

To search for a user, enter a character string
including the first letter of the last name, first
name, display name and login name of the user.
(up to 256 characters)

To search for a user group, enter a character
string including the first letter of the Active
Directory user group name.

(up to 256 characters)

[Description]

Enter a character string including the first letter
of the description of the user or user group
registered in the Active Directory.

(up to 1024 characters)

e If both [Name] and [Description] are
entered, items that match both are
displayed.

e If the [Start Search] button is clicked

when the [Name] and [Description]

sections are blank, the search is
performed for all users or groups.

“*” can be entered as a wild card

for [Name] and [Description]. “*”

represents more than 0 character

strings.

4 The user group or user is displayed in

[Search Results].

Check the user group or user to be
registered and click [Registration].

mber

Next, proceed to “Changing User Information”
(P. 138).
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Changing User Information

The PIN is automatically assigned when a
user is registered from Active Directory.
Change the assigned PIN and user
information.

1 Change the information from [Details
Screen] > [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

Manage " Repot < opton e

Make various settings to enable the use of smart PrintSuperVision. 0

g secseuioas
% add, edit, and delete 2 user or user group.

& 5

0 be used in smart Printsupervision, and edit the communication distance between the con

ata from smart PrintSuperVision.

t PrintSuper

to 2 file, and enter the contents of the file to smart PrintSuperVision,

ing the data to be used i

rt Printsupervision.

o display the smart PrintSuperVision screen with a Web browser.

17003833 | usergroup 02

17095047

3 Change the user information in the entry
field of each item. (*) indicates items that
can be changed.

s

[PIN]™

ID that identifies the user. A PIN is
automatically assigned when users and

user groups are added by searching Active
Directory.

(Usable values: 1 to 999999999)

Click [Numbering] to extract a random unused
PIN and display it in the [PIN] text box.

[User Name]

Used when logging in to sPSV or registering the
user to the device.

(up to 32 characters)

Users registered from Active Directory use the
Active Directory login name.

[Password]™
Password used to log in to sPSV.
(up to 32 characters)

[Password(Check)]™

Password (for confirmation) used to log in to
sPSV.

(up to 32 characters)

(1t Note)

“password” is set as the initial password
for users registered from Active Directory.

[Last Name]

Last (family) name of the user.
(up to 29 characters)

[First Name]
First name of the user. (up to 28 characters)

[E-mail Address]

Email address of the user. (up to 256
characters)

Mail destination when [Notify the totals by

e-mail.] is on.

[Notify the totals by e-mail.] "
Check this to receive notifications of the
total amount of device use each month.

[Telephone Number]
The telephone number of the user.
(up to 64 characters)

[Description]
Description of the user. (up to 1024 characters)
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4 Click [Apply] to change the user Changing Attributes Displayed
information. in the User List

Add columns that are displayed as results
when searching users/user groups from the
Active Directory.

1 Add in [Details Screen] > [Option]
> [Environment Settings] > [Server
Settings].

smart PrintSuperVision

Welcome admin [Log out]

o

Proceed to “9. Restricting Device Use” (P. 142)
to set use restrictions for added users/user
groups.

2 Click € in the [Active Directory Server] to
open the file tree.

smart PrintSuperVision
Welcome admin [Log out]
Manage . Repot  \ option Help N
s > Server Settings @

Directory server, the mail server, etc.

3 Select the item to be changed and follow
the steps below to change it.

To display: Select the items to display

from [Displayable Column], and click =p
to switch to [Display Column].

To hide: Select the items to hide from

[Display Column], and click €= to switch
to [Displayable Column].

To change order: Select the items in
[Display Column] and click 4 or & to
change the order.

Lo ™

4 Click [Apply].

smart PrintSuperVision

Welcome admin [Log out]

(2]}
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Deleting Users/User Groups
Delete users/user groups from Active
Directory.

1 Change the information from [Details

Screen] > [Option] > [User Settings].

Welcome admin [Log out]

Manage Report Option D Help

0 enable the use of smart PrintSupervision. e

1 to be used in smart PrintSuperVision, and edit the communication distance between the con

g the data to be

art PrintSupervision.

ice to display the smart PrintSuperVision screen with a Web browser.

2 Check the Active Directory user/user group
in the [User List].

17092760

17093833

17095047

4 Click [OK] in the confirmation window.

Check

Delete a user/user group.

OK Cancel
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9. Restricting Device Use

What Can Be Done With Use Restrictions

The use of a device can be restricted by specifying restriction targets from the user name,
document name, host name and application name, and setting limit items for a registered

device.

Setting use restrictions for each device prevents unintended use of devices and enables
management of information leakage risks.

Usage Limitations

Restriction Targets that Can Be Registered
Use one of the following methods to specify the restriction target and register use restrictions.

Restriction Targets
that Can Be
Registered

Description

[User Name]

Register the user to restrict from printing from a computer or
accessing the panel.

(1) [User]

Select the user name/user group name registered in sPSV
(including those added from Active Directory) and register use
restrictions. = P. 145

(2) [Direct Input]

Enter the user name manually and register use restrictions.
= P. 146

(3) [Job Log]

Select from the user names extracted from the job log acquired by
the device, and register use restrictions. = P. 147

(4) [File]

Select the user name from those extracted from the specified file
name, and register use restrictions. = P. 147

(5) [Other Computers]

Select the user name from those extracted from the computers
that can participate in the network, and register use restrictions.
= P. 148

(6) [Other Users]

Associate a different user name to the PIN registered in the device,
and register use restrictions. = P. 149

[Document Name]

Register the document name to be restricted from printing from the
computer.

(7) [Job Log]

Select from the document names extracted from the job log
acquired by the device, and register use restrictions. = P. 153

(8) [Direct Input]

Enter the document name manually and register use restrictions.
= P. 153

[Hosts]

Register the hosts to be restricted from printing from the computer.

(9) [Job Log]

Use restrictions are applied to hosts extracted from the job log
acquired by the device. = P. 154

(10) [Direct Input]

Enter the hosts manually and register use restrictions. = P. 156

- 142 -



9. Restricting Device Use

(! Note)

Numbers (2) to (6) of [User Name], [Document Name] and [Hosts] may not be configurable
depending on the connected device.

Restriction Items that Can Be Set
Items that can be restricted from use with the device differ according to the specified

restriction target.

Restriction Items that Restriction Details Specified
Can Be Registered Restriction
Target

[Prohibit Printing] The device prohibits all print jobs. (1) to (10)

[Prohibit Color Printing] The device prohibits all color print jobs. (1) to (10)
If there is a color page in a print job,
all printing from that page onwards
including that page is canceled.

[Print in Mono] When prohibit color printing is set, (1) to (10)
the device converts color data into
monochrome data and prints the data.

[Prohibit Copy] Copying using panel operations is (1), (6)
prohibited. When this is disabled, the
prohibit printing settings are applied.

[Prohibit Color Copy] Color copying using panel operations is (1), (6)
prohibited.

[Prohibit Printing from USB Prohibits printing from a USB flash drive (1), (6)

Memory] using panel operations.

[Prohibit Color Printing from Prohibits color printing from a USB flash (1), (6)

USB Memory] drive using panel operations.

[Disable Fax Sending] Prohibits fax sending using panel (1), (6)
operations. Fax sending that uses the fax
driver is also canceled.

[Disable Scan to Email] Prohibits Scan to Email using panel (1), (6)
operations.

[Disable Scan To Shared Prohibits scanning to shared folders using (1), (6)

Folders] panel operations.

[Disable Scan to USB Memory] | Prohibits scanning to a USB flash drive (1), (6)
using panel operations.

[Disable Scan to Internet Fax] | Prohibits scan to Internet fax using panel (1), (6)
operations.

[Disable Scan to Fax Server] Prohibits scan to fax server using panel (1), (6)
operations.
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Client Software Required for [User Name] Restriction Targets

The method (print policy) used to determine device users that can configure settings differs
depending on the specified restriction target.

Specified Print Policy Settings Determination Method
Restriction Target
Restriction targets (1) Determine Users by PIN It is necessary to install the client
and (6) software on the client computer and

set a user ID.

Restriction targets (1), Determine users by user It is not necessary to install the
(2), (3), (4) and (5) name client software because processing is
performed with the user name.

Client software is not required when specifying [Document Name] and [Hosts] as the
restriction target.
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Setting Use Restrictions
for User Names
If required, use restrictions can be set to

the user name. Add the settings using one
of the following methods.

¢ Adding from the user.
¢ Adding manually.
e Adding from the job log.

e Adding by association to a different user
name.

e Creating a user name list file and adding
in a batch.

e Users registered in Windows on the
network are read.

Adding from the User

Configure use restriction settings for the
device and device management group.

1 Configure from [Details Screen] >
[Manage] > [Device Management
Settings] > [Device Settings].

Plesse select your langt
OKI Bmumn o
smart PrintSuperVisio

Welcome admin [Log ¢

I& create a group for the intended purpose, and perform group management over the device,

2 Select the device to configure from
[Device].

3 Click E{% in [Log/Access Control] to open
the settings window.

smart to communicate with the device.
Display the password of the device administratore
Display the SNMP Read com of the device.

Display the SNMP Wtire commurity name of the device.

4 Check [Enable access control.], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

Perform the setting to control the use of the device.

Yl Enable access

Control; User Name/Passwor d [+]

User Authentication Mode: |Local [+]

[Panel Access Control]
[User Name/Password]
Enter the user name and password when
logging in from the device panel.

[PIN]

Enter the PIN ID when logging in from the
device panel.

[Do not specify]

Use the default device method when logging
in from the device panel.

[User Auth. Method]
[User Name/Password]

This is enabled when [User Name/Password]
is set in [Panel Access Control]. Specify
from [Local], [LDAP] and [Secure Protocol].

(! Note)
o Items displayed for multifunctional
devices.

e The settings in [Panel Access Control]
cannot be changed while the device is
acquiring the job log.

5 Click € in [User Name] to open the use
restrictions setting window for the [User
Name].

Restore Infial Status |

6 Click [Add].
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7 Select [User] from [How to Specify User
Name].

Add User Name

Add the name of an user to limit the use of the device.

Select [How to Specify User Name], and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name:

Selc o the smor rinSuperision v s ro

User Name List: Restricted Items List:

‘u;erol : ‘ |

8 Select the user name to add from the [User
Name List] and configure the settings in
the [Restricted Items List].

11 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input

window, enter the administrator password
for the device and click [Apply].

For details on restriction items, see “Usage
Limitations” (P. 142).

(! Note)
Displayed items differ depending on the
specifications of the device.

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

e User group use restrictions set at a later
date are enabled for use restrictions of
users assigned to multiple groups.

Add User Name

12 Click [OK] in the confirmation window.

Message from webpage et e

fe" Apply the changes.Are you sure?

9 Click [OK]. )

User Name List:

Restricted Items List:

Cancel

o
(=]
-~

e’

juser01 §
e Disable Printing

user03

Disable Color Printing
user02

Print In Mono
Disable Copying n I I - M I I

Disable Color Copying

Disable Printing from USB
Memory

10 Specify the [Policy based printing] for
determining the device user.

1 Refer to"Adding from the User” (P. 145)

steps 1 to 6 to open the [Add User Name]
window.

2 Select [Direct Input] from [How to Specify
User Name].

Add Edit Deletion

Add User Name

Policy based printing

Add the name of an user to limit the use of the device.

Select [How to Specify User Name], and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then dlick [OK]

How to Specify User Name:

[Determine User by PIN]

Specify by directly entering the user name.

User Name Restricted Items List:

It is necessary to install the print job client
software and configure the user ID on the print
source client computer. = P. 41, P. 107

Disable Printing

[Determine users by user name.]

It is not necessary to install the print job client
software because processing is performed with
the user name.
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3 Enter the user name to set from [User
Name] and configure the settings in the
[Restricted Items List].

For details on restriction items, see“Usage
Limitations” (P. 142).

When specifying the user name using
direct input, items other than [Prohibit
Printing] and [Prohibit Color Printing]
are gray because the user name is not
registered as an sPSV user.

Add User Name

Add the name of an user to limit the use of the device

Select [How to Specify User Name], and enter/select the user name to be added

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK]

How to Specify User Name:

Direct Input -] Specify by directly entering the user name.
User Name Restricted Ttems List:
user02
Disable Printing

Disable Color Printing

print In Mono

Disable Copying

Disable Color Copying

4 Click [OK].

Disable Color Printing
Print In Mono

Disable Copying

Disable Color Copying

Disable Printing from USB
Memory

5 Refer to"Adding from the User” (P. 145)
steps 11 and 12 to register the device.

Adding from the Job Log

Use restrictions can be set to the user
names included in an acquired job log.

1 Refer to “"Adding from the User” (P. 145)

steps 1 to 6 to open the [Add User Name]
window.

2 Select [Job Log] from [How to Specify
User Name].

Add User Name

Add the name of an user to limit the use of the device.

Select [How to Specify User Name], and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name

JobLag [+ select a job log from [Login Name] acquired from the device.

User Name List: Restricted Irems List;

3 Select the user name to add from the [User
Name List] and configure the settings in
the [Restricted Items List].

For details on restriction items, see“Usage
Limitations” (P. 142).

When specifying the user name using job
log, items other than [Prohibit Printing]
and [Prohibit Color Printing] are gray
because the user name is not registered as
an sPSV user.

Add User Name

Add the name of an user to limit the use of the device.

Select [How to Specify User Namel, and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then diick [OK].

How to Specify User Name:

JobLog Select a job log from [Login Name] acquired from the device.

User Name List: Restricted Items List;

fanaka i
Disable Printing
[sato
Disable Color Printing

fpdmins

print In Mono
—

Disable Copying

Disable Color Copying

Disable Printina from USB Memary

4 Click [OK].

lsato
Disable Color Printing

[pmin Print In Mono
Disable Copying
Disable Color Copying

Disable Printing from USB Memory

Disable Color Printing from USB Memory|

5 Refer to “"Adding from the User” (P. 145)
steps 11 and 12 to register the device.

Creating a CSV File to Add in
a Batch

You can create a CSV file that contains the
user names, and add settings to the user
names by importing the file.

1 Create a CSV file using software such as
Notepad, Excel, etc.

<For Notepad>
""" Mew Text Document I. — | (=] |i:h

File Edit

Format  View Help

satou 1
takahashi

suzuk i

murata

i noue

(1) Write one user name on each line.

(2) Save in text format with the extension
“CSV”.
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<For Excel>

L@ Microsoft Excel - Book11.csv

2] File Edit View Insert Format
=0 RENE= RENES AP RS YN
- fs

A | B |
satou
takahashi
SUZuki
murata
inoue

4 4 » [m], Bookll £ Sheet2 / Sheet3/
(1) Write one user name on each line.

(2) Save the file in CSV format.

S Che e |S[—

Refer to “Adding from the User” (P. 145)

steps 1 to 6 to open the [Add User Name]
window.

Select [File] from [How to Specify User
Name].

Add User Name

nc
then click [OK]

How to Specify User Name:

= B Select the user name that was read from the file.
Specify the file by clicking [Browse]

C:\Usersialaya01Deskto
Reference

User Name List: Restricted Items List
[ 1

Click [Reference...] and specify the CSV
file created in 1, then click [Open].

Select the user name to add from the [User
Name List] and configure the settings in
the [Restricted Items List].
For details on restriction items, see“Usage
Limitations” (P. 142).

Add User Name

ct the user name to be added
its use is checked, check the item to restrict from [Restricted Item List], and

Fil L Select the user name that was read from the file.
Specify the file by clicking [Browse].

User Name List: Restricted Items List:

Disable Printing

Disable Color Printing

Print In Mono

Disable Copying

OK Cancel

6 Click [OK].

o

User Name List: Restricted Items List:

Disable Printing
Disable Color Printing

Print In Mono

Disable Copying

7 Refer to "Adding from the User” (P. 145)
steps 11 and 12 to register the device.

Importing Users Specified in
Windows

User name information from Windows
specified on the network can be obtained
and added as a batch to sPSV. Names that
can be obtained are accounts registered on
the specified computer.

(1t note)

e Access permission for the specified
computer is required.

e Active Directory Server settings are
required to detect the computer. For
details, see “Settings for Connecting to
Active Directory” (P. 45).

o If the names of users that are already
registered to the device and those
registered to the computer are
duplicated, the device information is not
imported, and only nhames that are not
duplicated are added.

When specifying the user name using
the CSV file, items other than [Prohibit
Printing] and [Prohibit Color Printing]
are gray because the user name is not
registered as an sPSV user.

Refer to “"Adding from the User” (P. 145)

steps 1 to 6 to open the [Add User Name]
window.
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2 Select [Other Computers] from [How to
Specify User Name] and click [Modified].

Add User Name

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name:

Select from a login name of other computers in the network.
I I m he network.

Other Computers Click [Update] to locate a computer on the network

Select a detected computer name, and then select 3 name you want to

register from the login names displayed in [User Name List]

Modified Restricted Items List:

Disable Printing

Computer Name List: User Name List i coler Py

lOKI-DCO1 * [Administrator
Print In Mono

WIN7-EN-010 (Guest

Disable Copying

3 Select the network computer from
[Computer Name List] and the user name
to add the settings to from [User Name
List].

Add User Name

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name:

Select from a login name of other computers in the network.
Click [Update] to locate a computer on the network.

Other Computers B
Select a detected computer name, and then select a name you want to
register from the login names displayed in [User Name List]

Modified Restricted Items List:

Disable Printing

Computer Name LiJll User Name List it coler Py

lok1-DCo1 IAdministrat
Wit Print In Mono
[WIN7-EN-010 [Guest Disable Copying
Win7-001

Disable Color Copying

Disable Printing from USB.
Memory

OK Cancel

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see“Usage
Limitations” (P. 142).

When specifying the user name from other
computers, items other than [Prohibit
Printing] and [Prohibit Color Printing]
cannot be configured because there are no
associated user PIN.

Add User Name

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name:

Select from a login name of other computers in the network.

Click [Update] to locate a computer on the network.
Other Computers B [Update] iy
Select a detected computer name, and then select a name you want to
register from the login names displayed in [User Name List]
Modified Restricted Items List:

Disable Printing

Computer Name List: User Name List: Disable Color Printing

lOKI-DCO1 Administrator PHRCATMEnS
WIN7-EN-010 (Guest Disable Copying
Win7-001

Disable Color Copying

Disable Printing from USB.
Memory

5 Click [OK].

Modified Restricted Items List:

Disable Printing

Computer Name List: User Name List: et ol Py

OKI-DCO1 “ laa trat
ministrator Print In Mono
WIN7-EN-010 Guest Disable Copying
[Win7-001

Disable Color Copying

Disable Printing from USB
Memory

6 Refer to"Adding from the User” (P. 145)
steps 11 and 12 to register the device.

Adding by Associating a PIN
to an Authentication User
Name

When the user name/password are
authenticated by the access control
function of a multifunctional device, a PIN
can be associated with the user names
that perform authentication. When a PIN
is associated with a user name, the use
restrictions associated with the PIN are
enabled when that user name/password
are used to login to the control panel,

or when the user name/password are
set in the device driver when printing is
performed.

(! Note)

e “"Admin” cannot be specified as the user
name.

e The same PIN can be associated with
different user names.
1 Refer to “"Adding from the User” (P. 145)

steps 1 to 6 to open the [Add User Name]
window.

2 Select [Other Users] from [How to Specify
User Name].

Add User Name

Add the name of an user to limit the use of the device.

Select [How to Specify User Name], and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then dick [OK].

How to Specify User Name

Add a relevant and different user name to the PIN registered in the
system.

Selact the relevant PIN from [Registered PIN], and then enter the user
name/password.

The user name added here will not be registerad as a smart
PrintSupervision user.

Other Users =
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3 Select a PIN that is registered to the
device from [Registered PIN], and enter
the user name and password to be
associated with the PIN.

How to Specify User Name:

Add a relevant and different user name to the PIN registered in the
system.
OtherUsers B Select the relevant PIN from [Registered PIN], and then enter the user
name/password.
The user name added here will not be registered as a smart
PrintSupervision user.

Restricted Items List;
Registered PIN:

1001 Disable Printing

User Name: Disable Color Printing
Print In Mono

Password:

Disable Copying e

Cancel

4 Configure the settings in [Restricted Items
List].

For details on restriction items, see“Usage
Limitations” (P. 142).

Displayed items differ depending on the
specifications of the device.

Add User Name

Add the name of an user to limit the use of the device.

Select [How to Specify User Name], and enter/select the user name to be added.

Once the user name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK].

How to Specify User Name:

Add a relevant and different user name to the PIN registered in the
system.

other Users E Select the relevant PIN from [Registered PIN], and then enter the user
name/password.
The user name added here will not be registered as 2 smart
PrintSupervision user.

Restricted Items List:
Registered PIN:
1001 Disable Printing
User Name: Disable Color Printing
Print In Mono
Password: Disable Copying 2

Cancel
5 Click [OK].

Restricted Items List:
Registered PIN:

1001 = Disable Printing

User Name: Disable Color Printing
print In Mono

Password:

Disable Copying -

6 Refer to "Adding from the User” (P. 145)
steps 11 and 12 to register the device.

Adding Unregistered User
Settings

Use restrictions can be set for user names
that are not registered on the device.

1 Refer to “"Adding from the User” (P. 145)

steps 1 to 5 to open the [User Name]
window.

2 Click [Edit].

£ Dsielon

r by PIN. Print Job Accounting Client on Prin Sourca Computer must be installed.

Determine User by User Name/IC Card It is not necessary to install the client software.

3 Select [OtherLoginNames] from
[Registered User Name List].

Edit Usage Restriction by User Name

Edit the restricted user name to limit the use of the device.
s e

List], an

[PIN] are

n can be changed with the same

t
select [OtherLoginNames] to s strictions for the use t registered on the device.

Registered User Name List Restricted Items List:

— Type/Assigned Group

Disable Printing

Print In Mono
Disable Copying

Nicahla Calar Canvin

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see“Usage
Limitations” (P. 142).

e Displayed items differ depending on the
specifications of the device.

e When a user name that does not have an
associated PIN is selected, items other
than [Prohibit Printing] and [Prohibit
Color Printing] cannot be configured.

Edit Usage Restriction by User Name

be changed with the same

Disable Printing
Disable Color Printing
17095047 | -

Print In Mono
Local print 1879048192 | Res

Disable Copying

Disable Color Copying

Disable Printing from USE
Memory

oK cancel

5 Click [OK].

Local Print 1879048192 | Reserved user

Disable Copying

Disable Color Copying

Disable Printing from USB
Memory

Loncel

6 Specify the [Policy based printing] for
determining the device user.

Add Edit Deletion

Print )

ting Client on Print Source Computer must be installed.

v to install the client software.
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[Determine User by PIN]

It is necessary to install the print job client
software and configure the user ID on the print
source client computer. = P. 41, P. 107

[Determine users by user name.]

It is not necessary to install the print job client

software because processing is performed with

the user name.

7 Refer to “"Adding from the User” (P. 145)
steps 11 and 12 to register the device.

Setting Use Restrictions

Targeted to the Document
Name

If required, use restrictions can be set
to the document name. Add the settings
using one of the following methods.

e Adding from the Job Log

¢ Adding Manually

Adding from the Job Log

Use restrictions can be set to the document
names included in an acquired job log.

1 Configure from [Details Screen] >
[Manage] > [Device Management
Settings] > [Device Settings].

Please select your langt
OKI RetumtoMainMeny  Engish
smart PrintSuperVisio

Welcome admin [Log ¢

Manage 7 Report option Help

with smart PrintSuperVision.
create 3 group to manage in bulk.

o enable use of smart PrintSupervision,

he intended purpose, and perform group management over the device.

2 Select the device to configure from
[Device].

Fthe screen,

Change Destination tion.

Manufacturer: Indicate the devi

3 Click E,'}a! in [Log/Access Control] to open
the settings window.

Display the password of the dey

Display the SNHP Re:

Display the SNMP Wt

Aply |

4 Check [Enable access control.], and set

[Panel Access Control] and [User Auth.
Method:].

Access Control

Perform the setting to control the use of the device.

¥l Enable access control.

Panel Access Control User Name/Password

User Authentication Mode: |Local [+]
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[Panel Access Control]
[User Name/Password]

Enter the user name and password when
logging in from the device panel.

[PIN]

Enter the PIN ID when logging in from the
device panel.

[Do not specify]

Use the default device method when logging
in from the device panel.

[User Auth. Method]
[User Name/Password]

This is enabled when [User Name/Password]
is set in [Panel Access Control]. Specify
from [Local], [LDAP] and [Secure Protocol].

(! Note)

e Items displayed for multifunctional
devices.

e The settings in [Panel Access Control]

cannot be changed while the device is
acquiring the job log.

5 Click E{‘gL-! in [Document Name] to open
the use restrictions setting window for
[Document Name].

Use Restrictions.

Specify the restriction target and limit device usage.
[ Allow the use of the device only when printing from 3 computer.

o vsername

g oss

[rIp—
Restors il Sttus

6 Click [Add].

= S

10 Click [OK].

7 Select [Job Log] from [How to Specify
Document Name].

Add Document Name

Add the name of a document to limit the use of the device.

Select [How to Specify Document Name], and select or enter the document name to be added

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Item List],
and then click [OK

How to Specify Document Name

Direct Input <] Specify b ljue(tly entering the document name,

Document Name Restricted Items List:
User02

Disable Printing

Disable Color Printing

Print Tn Mona

8 Enter the document name to add settings
to in [Document Name].

Add Document Name

Add the name of a document to limit the use of the device.

Select [How to Specify Document Name], and select or enter the document name to be added.

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Item List],
and then click [OK]

How to Specify Document Name

Direct Input ~]  Specify by directly entering the document name.

Document Name

User02

Restricted Items List:

Disable Printing

Disable Color Printing

9 Configure the settings in [Restricted Items
List].

For details on restriction items, see“Usage
Limitations” (P. 142).

Add Document Name

Add the name of a document to limit the use of the device.
Select [How to Specify Document Name], and select or enter the document name to be added.

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Item List],
and then click [OK]

How to Specify Document Name

Direct Input ~]  Specify by directly entering the document name.

Document Name
User02

Restricted Items List:

Disable Printing

Disable Color Printing

Print In Mono

Disable Convina

Print In Mono
Disable Copying
Disable Color Copying

Disable Printing from USB
Memory

|
| O issble Color Printing from

11 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].
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(! Note)

e Depending on the device, this may not
be displayed.

o For details on the device’s factory set
administrator password, see the User’s
Manual of the device.

12 Click [OK] in the confirmation window.

Message from webpage lﬁj

{e} Apply the changes.Are you sure?

Adding Manually

1 Refer to “Adding from the Job Log”

(P. 151) steps 1 to 6 to open the [Add
Document Name] window.

2 Select [Direct Input] from [How to Specify
Document Name].

Add Document Name

Add the name of a document to limit the use of the device.

Select [How to Specify Document Name], and select or enter the document name to be added

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Ttem List],
and then click [OK].

How to Specify Document Name:

Direct Input -] Specify by Qrectly entering the document name.

Document Name

Re:
User02 [

|

|

|

stricted Items List:

Disable Printing
Disable Color Printing
Print In Mono

3 Select the document name to add settings
from [Document Name].

Add Document Name

Add the name of a document to limit the use of the device.

Select [How to Specify Document Name], and select or enter the document name to be added

Once the document name to restrict its use is checked, check the item to restrict from [Restricted Ttem List],
and then click [OK]

How to Specify Document Name:

Direct Input -] Specify by directly entering the document name.
Document Name Restricted Items List:
User02 i

| Disable Printing

|

|

Col

* (Asterisk) can be used as a wild card
in the document name. However, items
that are just * or contain ** cannot be
registered.

4 Configure the settings in [Restricted Items
List].

For details on restriction items, see “Usage
Limitations” (P. 142).

Add Document Name

Add the name of a document to limit the use of the device.
Select [How to Specify Document Name], and select or enter the document name to be added.
Oncs ent hecke fi

name to restrict its use is checked, check the item to restrict from [Restricted Item List],
and the

k [OK]

How to Specify Document Name:

Direct Input <] Specify by directly entering the document name.
Document Name Restricted Items List:
User02

Disable Printing

Disable Color Printing

Print In Mono

Disable Copying

5 Click [OK].

Disable Copying

Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from

Cancel

6 Refer to “"Adding from the Job Log”

(P. 151) steps 11 and 12 to register the
device.

Adding Unregistered Item
Setting
Use restrictions can be set for document

names that are not registered on the
device.

1 Refer to “"Adding from the Job Log”

(P. 151)steps 1 to 5 to open the
[Document Name] window.

2 Click [Edit].

== Document Name

Add Edt Deletion
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3 Select [Other URLs] from [Registered
Document Name List].

Edit Usage Restriction by Document Name

Edit the restricted document name to limit the use of the device.

Select the desired document name from [Registered Document Name List], and change the usage
restriction.

Select [OtherURLS] to set use restrictions for the document name not registered on the device.

Registered Document Name List: Restricted Items List

Document Name Print Limit

Enable Printing )

Disable Printing

( OtherURLs

Disable Color Printing

Print In Mono
Disable Copying
Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from

4 Configure the settings in [Restricted Items
List].

For details on restriction items, see “Usage
Limitations” (P. 142).

Edit Usage Restriction by Document Name

Edit the restricted document name to limit the use of the device.

Select the desired document name from [Registered Document Name List], and change the usage
restriction.

Select [OtherURLs] to set use restrictions for the document name not registered on the device.

Registered Document Name List: Restricted Items List:

Document Name Print Limit

Disable Printing
OtherURLs

Enable Printing Disable Color Printing

Print In Mono

Disable Copying

Nicahle Calar Canvinn

5 Click [OK].

Disable Copying
Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from
USB Memory

Disable Scan to Email

Disable Scan To Shared Folders|

6 Refer to “"Adding from the Job Log”

(P. 151) steps 11 and 12 to register the
device.

Setting Use Restrictions
Targeted to the Host Name

If required, use restrictions can be set to
the host name. Add the settings using one
of the following methods.

e Adding from the Job Log

¢ Adding Manually

Adding from the Job Log

Use restrictions can be set to the host
names included in an acquired job log.

1 Configure from [Details Screen] >
[Manage] > [Device Management
Settings] > [Device Settings].

Please select your langt
Returnto MainMenu Engish  +.

smart PrintSuperVisio

OKI

Welcome admin [Log ¢

Manage 7 Report option Help

Manage>Device Management Settings

Set to effectively manage the device with smart PrintSuperVision.
You can limit users of the device, and create 3 group to manage in bulk.

Device Settins
7 perform

2 Select the device to configure from
[Device].

opton " heb

device log control and device usage restriction. e

vice. 1f you want to apply your changes, click [4pply] at the bottom of the screen.

Display the device-specifc information.

Basic Info

Display the basic information of the device such as the model and conne

Model

Destination:

Change Destination

the settings window.

Communication Info

Display the device-specific information for smart PrintSuperVision to communicate with the device.

Display the password of the

SNMP Read Community Name(-): public Display the SNMP Read

SNMP Write Community Name(=): public

Aply |

Display the SNMP Wtire community name of the davice

4 Check [Enable access control.], and set

[Panel Access Control] and [User Auth.
Method:].

Access Control

perform the setting to control the use of the device.

¥l Enable access control.

Panel Access Control User Name/Password [~]

User Authentication Mode: |Local [+]
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[Panel Access Control]
[User Name/Password]

Enter the user name and password when
logging in from the device panel.

[PIN]

Enter the PIN ID when logging in from the
device panel.

[Do not specify]

Use the default device method when logging
in from the device panel.

[User Auth. Method]
[User Name/Password]
This is enabled when [User Name/Password]
is set in [Panel Access Control]. Specify
from [Local], [LDAP] and [Secure Protocol].

(! Note)

e Items displayed for multifunctional
devices.

o The settings in [Panel Access Control]
cannot be changed while the device is
acquiring the job log.

5 Click E{}! in [Hosts] to open the use
restrictions setting window for [Hosts].

Use Restrictions

Restore Intal Status

6 Click [Add].

7 Select [Direct Input] from [How to Specify
Host Name].

Add Host Name

Add the name of a host to limit the use of the device.
Select [How to Specify Host Name], and enter/select the host name to be added

Once the host name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK]

How to Specify Host Name

Orectinput =] Specifl by directly entering the host name

Hosts
User02

Restricted Items List:

Disable Printing

Disable Color Printing

Print In Mono

8 Enter the host nhame to add settings to in
[Hosts].

Add Host Name

Add the name of a host to limit the use of the device.

Select [How to Specify Host Name], and enter/select the host name to be added.

Once the host name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK]

How to Specify Host Name

Directinput =] Specify by directly entering the host name
Hosts Restricted Items List:
User02

Disable Printing

Disable Color Printing

Print In Mono

9 Configure the settings in [Restricted Items
List].

For details on restriction items, see “Usage
Limitations” (P. 142).

Add Host Name

Add the name of a host to limit the use of the device.

Select [How to Specify Host Name], and enter/select the host name to be added

Once the host name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK]

How to Specify Host Name

Drectinput =] Specify by directly entering the host name

Hosts Restricted Items List:

User02
Disable Printing

Disable Color Printing

Print In Mono

Disable Copying

10 Click [OK].

Disable Color Printing
Print In Mone

Disable Copying

Disable Color Copying

Disable Printing from USB
Memory

Dieshla Calar Drinting fram

11 Click [Apply].

Description:

Map:
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When the “Enter an administrator 4 Configure the settings in [Restricted Items

password for the device” window is List].
displayed, open the [Device Info] input For details on restriction items, see “Usage
window, enter the administrator password Limitations” (P. 142).

for the device and click [Apply].

Add Host Name

(! Note) Add the name of a host to limit the use of the device. =
Select [How to Specify Host Name], and enter/select the host name to be added.
Once the host name to restrict its use is checked, check the item to restrict from [Restricted Item List], and

e Depending on the device, this may not then dick [OK1.

How to Specify Host Name :

be displayed. iotsy [5] Seect ajoblog fom [iost eme] acqied fom the evie.
e For details on the device’s factory set ——

administrator password, see the User's i issble prining

Manual of the device. isasle Calar prining

Print In Mono

12 Click [OK] in the confirmation window. pisabl Copyina

Disable Color Copying

Disable Printing from USB Memary

Disable Color Printing from USB Memory|
Message from webpage lﬁj

5 Click [OK].

l:e] Apply the changes. Are you sure?

Host Name List: Restricted Items List;

0537001
Disable Printing

oK | Cancel Disable Color Printing

Print In Mono

Disable Copying
Disable Color Copying

u I I i M I I Disable Printing from USB Memory

Disable Color Printing from USB Memory

Disable Scan to Email -

1 Refer to “"Adding from the Job Log” () o
(P. 154) steps 1 to 6 to open the [Add

Host Name] window. 6 Refer to “Adding from the Job Log”

(P. 154) steps 11 and 12 to register the

Select [Job L f How to Specif
2 Select [Job Log] from [How to Specify device.

Host Name].

Add Host Name , Adding Unregistered Item

Add the name of a host to limit the use of the device.
Select [How to Specify Host Name], and enter/select the host name to be added.

=
Once the host name to restrict its use is checked, check the item to restrict from [Restricted Item List], and
then click [OK]. I

How to Specify Host Name : 'E
JobLog Selectils job log from [Host Name] acquired from the device. . .
- Use restrictions can be set for hosts that
Host Name List: Restricted Items List: - -
. are not registered on the device.

Disable Printing

Disabie Gl Printng 1 Refer to “"Adding from the Job Log”

(P. 154) steps 1 to 5 to open the [Hosts]
window.

3 Select the host name to add settings to
from [Host Name List].

Add Host Name 2 CI|C|( [Edlt]

Add the name of a host to limit the use of the device. = egistered Host Name List
Select [How to Specify Host Name], and enter/select the host name ta be added.
Once the host name to restrict its Use is checked, check the item to restrict from [Restricted Item List], and _—

then click [OK].
How to Specify Host Name

OtherHostNames

JobLog Select 2 job log from [Host Name] acquired from the device.
Host Name List: Restricted Items List:
0537001 i

Disable Printing
Disable Color Printing
Print In Mono

Add Eat Deletion
Disable Copying -

Rostore il Staus |
Disable Color Copying
Disable Printing from USB Memory

Disable Color Printing from USB Memory|
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9. Restricting Device Use

3 Select [OtherHostNames] from [Registered
Host Name List].

Edit Usage Restriction by Host Name

Edit the restricted host name to limit the use of the device
Select the desired host name from [Registered Host Name List], and change the usage restriction.
Select [OtherHostNames] to set use restrictions for the host name not registered on the device.

Registered Host Name List: Restricted Items List

Hosts Print Limit Disable Printing

( OtherHostNames Enable Printing ) Disable Color Printing

Print In Mono
Disable Copying
Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from
USB Memory

Disable Scan to Email

Disable Scan To Shared Folders|

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 142).

Edit Usage Restriction by Host Name

Edit the restricted host name to limit the use of the device
Select the desired host name from [Registered Host Name List], and change the usage restriction
Select [OtherHostNames] to set use restrictions for g

Registered Host Name List: Restricted Items List:

Hosts Print Limit

Disable Printing

OtherHostNames Enable Printing Disable Color Printing
User02 Enable Printing
Print In Mono

Disable Copying

5 Click [OK].

Disable Color Copying

Disable Printing from USB
Memory

Disable Color Printing from
USB Memory

Disable Scan to Email

Disable Scan To Shared Folders|

6 Refer to “"Adding from the Job Log”

(P. 154) steps 11 and 12 to register the
device.

Setting Use Restrictions
Targeted to the Application
Name

If required, use restrictions can be set to

the application name. Add the settings
using one of the following methods.

e Adding manually
e Adding from the job log

Adding Manually

1 Configure from [Details Screen] >
[Manage] > [Device Management
Settings] > [Device Settings].

Please select your langt
Return to Main Meny  Engish  ~

smart PrintSuperVisio

Welcome admin [Log ¢

OKI

Manage " Repot N\ option N\ Hep
Manage>Device Management Settings
Set to effectively manage the device with smart PrintSupervision.
You can limit users of the device, and create a group to manage in bulk.
Device Settings )

=
'« Create 2 group for the intended purpose, and perform group management over the device.

2 Select the device to configure from
[Device].

Display the device-specifc information.
Basic Info

Display the basic information of the device such as the model and connection destination.

Model Display the de

Destination:

Change Destination

Manufacturer Indicate the device manufacturer.

3 Click E{}n in [Log/Access Control] to open
the settings window.

Communication Info

Display the de

specifc information for smart PrintSuperVision to communicate with the device.

Display the password of the administrators

Display the SNMP Resd of the device.

Display the SNMP Wtire community name of the device.

4 Check [Enable access control.], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

Perform the setting to control the use of the device.

¥l Enable access control.

Panel Access Control User Name/Password [~]

User Authentication Mode: |Local =]

(1 note)

Depending on the device, some items may
not be displayed.
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9. Restricting Device Use

5 Click € in [Application] to open the use

restrictions setting window for [Application].

Use Restrictions.

Specify the restriction target and fimit device usage.
¥ Allow the use of the device only when printing from 3 computer.

o vsername

ge restriction.
‘een to register it with the device

lick [Apply] at the bottom of th

Registered Application Name List:

Application Print Limit
OtherApplications Enable Printing
Add Edit Deletion

7 Select [Direct Input] from [How to Specify
Host Name].

Add Application Name

Add the name of an application to limit the use of the device.

Select [How to Specify Application Name], and enter or select the application name to be added.

Once the application name to restrict its use is checked, check the item to restrict from [Restricted Item
List], and then dlick [OK],

How to Specify Application Name:

DirectInput [+] Specify by dfectly entering the application name.

Application Restricted Items List:

Application01]
Disable Printing

Disable Color Printing

Print In Mono

8 Enter the application name to which
settings are to be added in [Application].

Add Application Name

Add the name of an application to limit the use of the device.

Select [How to Specify Application Name], and enter or select the application name to be added.

Once the application name to restrict its use is checked, chack the item to restrict from [Restricted Item
List], and then click [OK].

How to Specify Application Name

Dirsctingut 7]  Speciy by directly entering the application name.

Application Restricted Items List:

Application01|

Disable Printing

Disable Color Printing

Print In Mono

9 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 142).

Add Application Name

Add the name of an application to limit the use of the device.

Select [How to Specify Application Name], and enter or select the application name to be added.

Once the application name to restrict its use is checked, check the item to restrict from [Restricted Item
List], and then click [OK].

How to Specify Application Name

Dirsctingut 7]  Speciy by directly entering the application name.

Application Restricted Items List:

Application01|
Disable Printing

Disable Color Printing

Print In Mono

10 Click [OK].

Application Restricted Items List:

Application0 ]
Disable Printing

Disable Color Printing
Print In Meno
Disable Copying
Disable Color Copying
Disable Printing from USB Memory

Disable Color Printing from USB Memoary

Disable Scan to Email -

OK Cancel

11 Click [Apply].

v name entered here.

y name entered here.

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

12 Click [OK] in the confirmation window.

Message from webpage et e

fe" Apply the changes.Are you sure?

ﬁ oK D| Cancel

Adding from the Job Log

Use restrictions can be set to the
application names included in an acquired
job log.

1 Refer to "Adding Manually” (P. 157) steps
1 to 6 to open the [Add Application Name]
window.
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9. Restricting Device Use

2 Select [Job Log] from [How to Specify
Application Name].

Add Application Name

Add the name of an application to limit the use of the device.

Select [How to Specify Application Name], and enter or select the application name ta be added.

Once the application name to restrict its use is checked, check the item to restrict from [Restricted Ttem
List] and then click [OKL

How to Specify Application Name

JobLog El Select a jotllog from [Application Name] acquired from the device.

Application Name List: Restrictad Items List:

Disable Printing
Disable Color Printing

Print In Mono

3 Select the application that you want to add
settings to from [Application Name List].

Add Application Name

Add the name of an application to limit the use of the device.

Select [How to Specify Application Name], and enter or select the application name to be added.

Once the application name to restrict its use is checked, check the item to restrict from [Restricted Item
List], and then click [OK].

How to Specify Application Name:

Job Log Select a job log from [Application Name] acquired from the device.

Application Name List: ' Restricted Items List:

Disable Printing

Disable Color Printing

print In Mono

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 142).

Add Application Name

Add the name of an application to limit the use of the device.

Select [How to Specify Application Name], and enter or select the application name to be added.

Once the application name to restrict its Use is checked, check the item to restrict from [Restricted Item
List], and then dlick [OK].

How to Specify Application Name:

Jeb Log [7] select ajoblog from [Application Name] acquired from the device.

Application Name List: Restricted Items List:

Disable Printing
Disable Color Printing

Print In Mano

5 Click [OK].

Application Name List: Restricted Items List:

Disable Printing
Disable Color Printing
Print In Mono
Disable Copying
Disable Colar Copying
Disable Printing from USB Memory
Disable Coler Printing from USB Memary

Disable Scan to Email o

Cancel

6 Refer to "Adding Manually” (P. 157) steps
11 and 12 to register the device.

Adding Unregistered Item
Settings
Use restrictions can be set for application

names that are not registered on the
device.

1 Refer to "Adding Manually” (P. 157) steps
1 to 5 to open the [Application] window.

2 Click [Edit].

Registered Application Name List:

appiication print Lt
Otherappications Enabe printing
w ) BT

Restore Intal Stalus

3 Select [OtherApplications] from
[Registered Application Name List].

Edit Usage Restriction by Application Name

Edit the restricted application name to limit the use of the device.

Select the desired application name from [Registered Application Name List], and change the usage
restriction.

Select [OtherApplications] to set use restrictions for the application name not registered on the device.

Registered Application Name List: Restricted Items List:

Application Print Limit Disable Printing

( Otherapplications Enable Printing ) Disable Color Printing

Print In Mono =
Disable Copying

Disable Color Copying

Disable Printing from USB Memory
Disable Color Printing from USB Memory
Disable Scan to Email

Disable Scan To Shared Folders

Disable Scan to USB Memory

Disable Fax Sending -

4 Configure the settings in [Restricted Items
List].
For details on restriction items, see “Usage
Limitations” (P. 142).

Edit Usage Restriction by Application Name

Edit the restricted application name to limit the use of the device.

Select the desired application name from [Registered Application Name List], and change the usage
restriction.

Select [OtherApplications] to set use restrictions for the application name not registered on the device.

Registered Application Name List: ffRestricted items List:

Application Print Limit Disable Printing

Otherapplications Enable Printing Disable Color Printing

Print In Mono =

Disable Copying

5 Click [OK].

Disable Copying

Disable Color Copying

Disable Printing from USB Memory
Disable Color Printing from USE Memory
Disable Scan to Email

Disable Scan To Shared Folders

Disable Scan to USB Memary

Disable Fax Sending <

6 Refer to "Adding Manually” (P. 157) steps
11 and 12 to register the device.
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9. Restricting Device Use

Displaying Device
Registered Use
Restrictions

1 Check the registered use restrictions in
[Details Screen] > [Manage] > [Device
Management Settings] > [Device
Settings].

Please select your langi

OKI Return to Main Menu  English  ~
smart PrintSuperVisio

Welcome admin [Log ¢

12 Create a group for the intended purpose, and perform group management over the device.

2 Select the device to check from
[Device].

Manage Report 7 oon N\ new

nufacturer "

3 Click E{%‘d in [Log/Access Control] to open
the settings window.

4 Click g} of the item ([User Name],
[Document Name], [Hosts], [Application])
to display to open the use restrictions
window.

5 The registered use restrictions are
displayed in the use restrictions list.

user02 1709504

inting
Local Print 1879048199 Enable Printing | Jeserved user

Changing Device
Registered Use
Restrictions

Device registered usage restrictions can be
changed.

1 Change the registered use restrictions in
[Details Screen] > [Manage] > [Device
Management Settings] > [Device
Settings].

Please select your lang.
Return to Main Menu Engish  ~.

smart PrintSuperVisio

Welcome admin [Log ¢

OKI

% Create a group for the intended purpose, and perform group management over the device.

2 Select the device to change from [Device].

ge restriction.

. cick [Apply) at the bottom of the screen.

nufacturer

3 Click %%l in [Log/Access Control] to open
the settings window.

4 Click g of the item ([User Name],
[Document Name], [Hosts], [Application])
to change to open the use restrictions
window.

Use Restrictions
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9. Restricting Device Use

5 Check [Enable access control], and set
[Panel Access Control] and [User Auth.
Method:].

Access Control

Perform the setting to control the use of the device.

(! Note)
Depending on the device, some items may
not be displayed.

6 Click [Edit].

7 Select the item ([User Name], [Document
Name], [Hosts], [Application]) to change
from the list display and change the use
restrictions using [Restricted Items List].

Edit Usage Restriction by User Name

17095047 | -
1879048192 | Reserved user

9 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(1t Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

10 Click [OK] in the confirmation window.

Pr—

l oK l | Cancel

'_e_' Apply the changes.Are you sure?

Message from webpage et |
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9. Restricting Device Use

Delete Device Registered
Use Restrictions

Deleting Individual Use
Restrictions

Delete device registered use restrictions
individually.

1 Check the use restrictions to be
individually deleted in [Details Screen]
> [Manage] > [Device Management
Settings] > [Device Settings].

Please select your langt

OKI ReturntoMain Meny Englsh

smart PrintSuperVisio

Welcome admin [Log ¢

174
' Create 3 group for the intended purpose, and perform group management over the device.

2 Select the device from which to delete the
use restrictions from [Device].

information being displayed to the conn

3 Click g in [Log/Access Control] to open
the settings window.

communicate with the device.

Display the password of the device administratore

Display the SNMP Read comm e of the davice,

Display the SNMP Wtire commurity name of the device.

4 Click g of the item ([User Name],
[Document Name], [Hosts], and

[Application]) to delete to open the use
restrictions window.

5 The registered use restrictions are
displayed in the list display of the item.

17095047
inting
1879048192 | Enable Printing

6 Select the item to delete ([User Name],
[Document Name], [Hosts], and
[Application]) from the list display and
click “"Delete”. The selected item is deleted
from the list display.

e.
will be the target of usage restriction.

lick [Apply] at the bottom of the register it with the device.

PIN Print Limit | Type/Assigned Group Name

17095047 | Disable Color Pr ]
inting

7 Click [OK] in the confirmation window.

Message from webpage ]

Delete the selected user name/user group name from [Registered User
Name List].Are you sure?

=

OK Cancel

8 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(1t Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.
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9. Restricting Device Use

9 Click [OK] in the confirmation window.

Message from webpage et e

"9" Apply the changes.Are you sure?

(1 note)

Unregistered information such as
OtherLoginNames, OtherURLs, or Other
HostNames cannot be deleted.

Deleting All Use Restrictions
(Restoring Initial Status)

All of the use restrictions set for the
user name, document name, hosts and
applications can be deleted.

1 Check the use restrictions to be batch
deleted in [Details Screen] > [Manage] >

[Device Management Settings] > [Device
Settings].

Please select your langt
OKI RetumtoMainMeny Engish -
smart PrintSuperVisio

Welcome admin [Log ¢

12 Create a group for the intended purpose, and perform group management over the device.

2 Select the device from which to delete the
use restrictions from [Device].

5 >Device Settings )
device log control and device us

nt to 3pply your changes, cick [4pply] at the botzom of the screen.

Change Destination
Manufacturer

3 Click E:L-La! in [Log/Access Control] to open
the settings window.

ecifcinformation for smart PrintSuperVision to communicate with the device.

Display the password of the davice administrators

SNMP Read Com

y Name(~): public Display the SNMP Read comm

SNMP Write Community Name(-): public Display the SNMP Wtire community name of the device.

4 Click “Restore Initial Status”.

5 Click [OK] in the confirmation window.

Message from webpage &J
y "~  Initialize usage restrictions that have been registered on the device.Are
& you sure?

6 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(1 Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

7 Click [OK] in the confirmation window.

Message from webpage S
lel Apply the changes.Are you sure?
l'[ OK ﬁ | Cancel

(1 Note)

Unregistered information such as
OtherLoginNames, OtherURLs,
OtherHostNames, or OtherApplications
cannot be deleted.
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Temporarily Disabling Use
Restrictions

Use restrictions can be temporarily
disabled.

The use restrictions set for the PIN for
printing jobs from a PC are also disabled.

1 Disable the use restrictions in [Details
Screen] > [Manage] > [Device
Management Settings] > [Device
Settings].

Please select your lang
Return to Main Meny  Engish  ~

smart PrintSuperVisio

Welcome admin [Log ¢

OKI

/ Manage / Repot option "\ / Help N

with smart PrintSuperVision.

2 Select the device whose user restrictions
are to be disabled from [Device].

Manufacturer Indicate the wfacturer.

3 Click E{}f! in [Log/Access Control] to open
the settings window.

Display the
Display the SNMP.

Display the SNMP Wtir

4 Remove the check from [Enable access
control].

Access Control

Perform the setting to control the use of the device.

5 When a confirmation message is
displayed, click [Cancel].

=
Message from webpage ﬁ

Access Control is changed Enable to DisableInitialize usage restrictions
that have been registered on the device.

If you click [Cancell, the usage restrictions will become invalid without
initializing,

Cancel |

6 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

7 Click [OK] in the confirmation window.

Message from webpage [t

{9} Apply the changes.Are you sure?

[[T])| Cancel

Enabling Use Restrictions

Use restrictions that were temporarily
disabled can be enabled again.

1 Refer to “Temporarily Disabling Use
Restrictions” (P. 164) steps 1 to 3 to
display the [Log Control/Access Control]
window.

2 Check [Enable access control].

Access Control

3 Refer to “Temporarily Disabling Use
Restrictions” (P. 164) steps 6 and 7 to
register the device.
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10. Managing Available Usage

10. Managing Available Usage

What can be done with available usage

Available usage (maximum values) can be set for users and user groups registered in sPSV.
Printing is prohibited for users who have exceeded their available usage.

Usage is counted by the number of sheets printed or by fees (defined according to factors
such as the paper size for printing).

(! Note)

The window and setting contents differ depending on the device model.

Setting the Available Usage | 3 Clickd in [Available Usage].

€ usergroupd

Set available usage for users and user
groups registered to sPSV.

Notify the totals by e-mail. Nty the
o

Printing is prohibited when the total usage —
e °

of a set user or user group exceeds the —

available usage. L |

. . 4 Set available usage for each item.
When setting available usage for user

groups, the same settings are applied
for the users that belong to that group.
However, available usage can also be
set for specific users or user groups that
belong to the user group.

If one of these available usage values
is exceeded, printing is canceled for the
remainder of the period set in [Reset
Usage Interval].

1 Set the information from [Details Screen]
> [Option] > [User Settings].

smart PrintSuperVision

Welcome ILog out]

Report option . Heb

0 enable the use of smart PrintSupervision. 0

e
elete 3 user or user group. )

o be used in smart PrintSuperVision, and edit the communication distance between the con

ter the contents of the file to smart PrintSuperVision,

R @)
The available usage settings are enabled
2 Click the user or user group in [User List]. from the point at which sPSV obtains the

log when the available usage has been
ratame | e exceeded. Printing can still be performed
when the available usage is exceeded until

17093833 usergroup02

sPSV receives the log.

[Printed Sheets]

= Check this to set the number of sheets that can
I be printed.

[Fees]

Check this to set the maximum fee that can be
occurred.
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[Staple]

When the optional finisher is installed, check this
to set the number of times that the stapler can be
used.

[Include the total usage of the
assigned user group.]

Check this to manage use restrictions according
to the available usage.

[Reset Usage Interval]

Set the interval at which to reset the used
volume.
[Unit]
Select the time unit of the reset interval.
e [Do not specify]
e [Month]
e [Week]
* [Day]

[Duration]
Specify the duration in hours. This is enabled
when [Month], [Week] or [Day] is selected for
[Unit]. (1-99)

[Reference Date]

Select the reference date to perform a reset.

This is enabled when [Month], [Week] or [Day]

is selected for [Unit]. (1-99)

¢ If [Month] is selected: [To the end of the
month]/[Up to 10 Days]/[Up to 20 Days]/[To
closing date]

o If [Week] is selected: [To Sunday]/[To
Monday]/[To Tuesday]/[To Wednesday]/[To
Thursday]/[To Friday]/[To Saturday]

[Carry over to the next time.]
If this is checked, available usage time
remaining at the time of reset is added to the
available usage for the next period.
When the [Carry over to the next time.] check
box is checked, and the available usage value
is not exceeded, the unused amount can be
carried over to the next valid period.

/_

’ Remaining amount:
Available 1,500 sheets
usage: 500 sheets
500 sheets |

Current month Following month

[Notification Conditions]

Set conditions for notifications of usage status.

Notifications are sent to the email address
registered in [General].

[If available usage is exceeded]
Check this to receive a notification by email if
the available usage is exceeded.

[When you reset the usage]

Check this to receive a notification by email if
the available usage is reset.

[X days before next reset date]
Check this and enter a numerical value to
receive a notification by email the specified
number of days before the next reset date.

5 Click [Apply].

(! Note)

The available usage value is taken

as that from the user group with the
highest priority level. See “"Changing the
Priority Level of User Group” (P. 167)
for information on priority levels of user
groups.

Changing the Priority Level of
User Group

When users that are set with available
usage belong to multiple user groups,
the priority level at which available usage
for user groups are applied to users can
be changed. The available usage of the
highest priority level user group are
assigned to the user.

1 Change the information from [Details
Screen] > [Option] > [User Settings].

Welcome admin [Log out]
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2 Click [Change the priority of a user group].

Local User 17003833 usergroup02

3 Select a user group from [User Group

Name] and click 4 or <& to change the
order.

Report option Help

ings >Change the priority of a user group. )
ned to multiple user aroups, apply the available amount to the user group with the

:

4 Click [Apply].
(! Note)

The priority order settings are applied to
all users that belong to the user group.

Creating Fee Charge
Definitions

“Fees” refers to the unit prices set for
items such as paper and consumables for
the purposes of totaling output costs.

Detailed fees can be defined in sPSV
according to information such as the
number of printed sheets and the paper
size. Printing can be prohibited for users
who have exceeded the available usage set
according to the defined fees.

1 Configure the settings from [Details
Screen] > [Manage] > [Billing Amount
Settings].

OKI

N nouage:
smart PrintSuperVision

Welcome admin (Log out]

@

2 Select a registered definition from [Fees].

When creating a new definition, enter a
name for the definition in [Name].

The initial settings definition shows a rough
guide to the running costs calculated from
the standard prices of various consumables
and the number of prints.

F co3tces

‘The name o the registered biling amount settings. (Up to 32 characters)
ify the

he billng smount
In [Billng Amount] under [ob Infol, the checked totl

= pages

- 168 -



10. Managing Available Usage

3 Click g for the item to be configured to
open the settings window.

== pages

Represent the cost per print.

Represent the cost per print.

The cost of one print and one page based on the
total number of prints and print pages can be
set. Print pages can be set separately for [Color]
printing, [Mono] printing, [Spot Color 1] printing
and [Spot Color 2] printing.

(1) Check [Include in the billing amount
the quantity of printed pages of the
job information.] and enter cost values
per print page for [Color Printing
Cost], [Mono Printing Cost], [Spot
color 1 Printing Cost] and [Spot color 2
Printing Cost].

(2) Check [Include in the billing amount
the quantity of printed sheets of the
job information.] and enter the cost
per print page.

[Toner use amount]

Set to include the toner use amount in the fees.

jance with e

usage of the job information.

ange] to change the cost.
e cost.

Level Color Cost Mono Cost White Cost Clear Cost

cocoooo

‘ou can automatically calculate the toner cost and r

lation, and then dlick [Automatic Calculation].

st from life information of the device selecte

heets
heets
White Life sheets
heets

(1) If including the toner use amount in the
fee, check [Include in the billing amount
the quantity of toner usage of the job
information.] and set the cost per page
for each toner use amount level.

fance with &

(2) To set the cost per page for each level,
select the level for which to set this and
click the [Change] button.

e into six levels, and specify the billing amount in accordance with &

Clear Cost

ANS

In the cost change screen, enter the cost
per page in the [Color Fee], [Mono Fee],

[White Cost] and [Clear Cost] fields and

click [OK].

Change
Color Cost 0
Mono Cost 0
White Cost 0
Clear Cost 0
l OK l Cancel
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10. Managing Available Usage

(3) If automatically calculating fees, enter
the color toner price in the [Color
Price] field, the mono toner price in
the [Mono Price] field, the white toner
price in the [White Price] field and the
clear toner price in the [Clear Price]
field and then click [Auto Calculation].

ie.], and calculate the cost from life information of the device selecte

h
h

White Life sheet
h

(4) Set the life values.

Automatically calculating from life values
acquired from devices:

Select the device for which to use auto

calculation from [Auto Calculation Device]

and check [Use the device life value].

Automatically calculating from manually
entered life values for devices:

Remove the check from [Use the device
life value], as the device for which to

use auto calculation does not need to be
selected from [Auto Calculation Device].

Enter values in the [Color Life], [Mono
Life], [White Life] and [Clear Life] fields
and click [Auto Calculation].

Clear price

Setting life
Enter the lfe of 3
Check [Use the value.), and calculate the cost from life information of the device selecte

(5) If calculating automatically from life
values acquired from devices, a message
saying [Acquire toner life values set in the
current device for calculation?] appears.
Check that the power of the device is
turned on and click [OK]. When [Cancel]
is clicked or if information cannot be
obtained from the device, the values
entered in [Setting life] are used for the
automatic calculation.

! ' device?

Message from webpage l&J

Do you want to acquire the information of the toner installed in the

( ) o

See “Checking the Consumable Life”
(P. 179) for information on the toner use
amount level.

[Drum use amount]

Set to include the drum use amount in the fees.

= Drum use amount

You can automaticaly calculate the drum cost and 1

ation, and then cick [Automatic Calculation].

(1) If including the drum use amount in the
fees, check [Include in the billing amount
the usage of drum of the job information.]
and then enter the color drum use cost
per A4/letter size page in the [Color Fee]
field, the mono drum use cost per A4/
letter size page in the [Mono Fee] field,
the white drum use cost per A4/letter
size page in the [White Cost] field and
the clear drum use cost per A4/letter size
page in the [Clear Cost] field.
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(2) If acquiring device information for
automatic calculation of fees, select the
device to be used for automatic calculation
from [Auto Calculation Device], enter the
color drum price in the [Color Price] field,
the mono drum (or 4-in-one color drum)
price in the [Mono Price] field, the white
drum price in the [White Price] field and
the clear drum price in the [Clear Price]
field, and then click [Auto Calculation].

(! Note)

For 4 color combined unit drums, the [Color

Fee] and [Color Price] fields cannot be
entered.

[Belt/fuser use amount]

Set to include the amount of belt and fuser used
in the fees.

(1) If including the amount of belt and fuser
used in the fees, check [Include the
charges for the job information belt/fuser
usage.] and enter the belt use cost per
A4/letter size page in the [Belt Fee] field
and the fuser use cost per A4/letter size
page in the [Fuser Fee] field.

(2) If acquiring device information for
automatic calculation of fees, select the
device to be used for automatic calculation
from [Auto Calculation Device], enter the
belt price in the [Belt Price] field and the
fuser price in the [Fuser Price] field and
click [Auto Calculation].

[Paper Size]

Costs can be set for 1 page of each paper size.
Fees can also be applied just to specific sizes.

,,,,,

To set fees per page for each paper size, check
[Include in the billing amount the paper size of
the job information.] and enter the cost of each
paper size.

(1t Note)

A4, A4 wide (SRA4), B5, letter, 16K
184x260mm, 16K 195x270mm and 16K
197x273mm are different paper sizes with
longitudinal feed and cross feed. When
cross feed is used, add A4 horizontal, A4
wide (SRA4) horizontal, B5 horizontal,

A5 horizontal, letter horizontal, 16K
184x260mm horizontal, 16K 195x270mm
horizontal, and 16K 197x273mm horizontal.
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[Media Type] Setting Fee Definitions for
Costs can be set for 1 page of each paper type. Devices
Fees can also be applied just to specific paper
types. 1 Set from [Details Screen] > [Manage] >
F— [Device Management Settings] > [Device
€ = Settings].
OKI

smart PrintSuperVision

Welcome admin [Log out]

(2]

To set fees per page for each paper type, check
[Include in the billing amount the paper type of
the job information.] and enter the cost of each

paper type.

2 Select the device from which to acquire
the job log in [Device].

Help

L2
[Tray] T
Costs can be set for 1 page from each used tray. P ——
Fees can also be applied just to specific trays.
3 Click g in [Device Info] to open the
settings window.
@

To set fees per page for each tray, check 4 Select the fee definition to be used from
[Include in the billing amount the tray of the job [Fees].
information.] and enter the cost of each tray.

[Finisher]

When the optional finisher is installed, set the
cost for each time that the stapler is used.

= Finisher

If including the cost for each time that the stapler
is used in the fees, check [Include in the billing
amount the stapler of the job information.] and
enter the cost.

4 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, open the [Device Info] input
window, enter the administrator password
for the device and click [Apply].

[ Rr—
[FR—
g T
= rher
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(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

6 Click [OK] in the confirmation window.

Message from webpage —

[O] Apply the changes.Are you sure?

' 0K ' Cancel

Changing Fee Charge
Definitions

1 Change the settings from [Details Screen]
> [Manage] > [Billing Amount Settings].

Please select your language:

OKI St oMb ey Eogah -

smart PrintSuperVision

Welcome admin (Log out]

@

2 Select the definition to be changed from
[Fees] and click [Apply].

& oumuseanont

& ceuruseruse amount

[P

[FR—

T
[ra—

For details on settings, see “Creating Fee
Charge Definitions” (P. 168).

When the name is changed, it is registered
as a new definition. The previous settings
remain under the former definition name.
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Deleting Fee Charge
Definitions

1 Delete the settings from [Details Screen]
> [Manage] > [Billing Amount Settings].

Please select your langusge:

OKI Returtomainteny Engish -

smart PrintSuperVision

Welcome admin (Log out]

SeManage the regtered device to confm the usage sats, o restt te 30t [>)

2 Select the definition to be deleted from
[Fees] and click [Deletion].

with each print ptern.
10.0000
10.0000
10.0000
10.0000

[
s Ty

b rier
sooy [ Dslstion

3 Click [OK] in the confirmation window.

Check

Delete the settings of billing amount being
edited. Are you sure?

OK Cancel

Checking and Resetting
Usage Statuses
(1t note)

To check or reset usage statuses including
job logs remaining in the device, display
the [Details Screen] > [Report] > [Display
Report] > [Job Information], check
[Acquire the device status before the job.]
and click [View] to acquire the job log.

1 Set the information from [Details Screen]
> [Option] > [User Settings].

smart PrintSuperVision

Welcome admin [Log out]

/" wanse N\ et N\ opien O\ wep

Make various settings to enable the use of smart PrintSuperVision. e

Gy UserSettings
B 100, cc, and deete a user o user groum
& pecify the ser

be used in smart PrintSupervision, and edit the communication distance between the con

to 2 file, and enter the contents of the file to smart PrintSuperVision.

fon for saving the data to be used in smart PrintSupervision.

Web Ser
8 Change the Web service to display the smart PrintsuperVision screen with a Web browser.

17092760 usergroupot
17003833 usergroup02

17095047

3 Click gjp in [Display Usage] to open the
information screen.

4 The usage status of the items for which
available usage is set are displayed.

Already-used amount t | Remaining Available Usage
Printed Sheets o -
Fees o
Staple o

Apply
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5 Click [Reset] to reset the usage status.

== Display Usage

The usage and remaining available usage of the user group.

Already-used amount Remaining Available Usage
Printed Sheets o -

Fees [

o o

Reset
Apply

(! Note)

If “Prohibit Printing” is set in the user or
user group settings, the status cannot be
reset unless the power of the device is
turned on.

e The usage status of the users and user
groups registered to the device group
are the total usage amount of the users
and user groups from all devices that
belong to the device group. Also, the
usage status of the user group is the
total usage amount of all users that
belong to the user group. However, the
usage amount of users and user groups
that have the [Do not process Available
Usage as a group] check mark checked
are not included.

e If a usage amount reset interval is set
for users or user groups, the usage
amount is automatically reset at the end
of the set duration.

6 Click [Apply].

Description Enter 3 description for the user group.(Up to 1024 characters)

Sending Print Prohibited/
Permitted by Mail

When [If available amount is exceeded]
is checked, users are notified by email
when the available usage is exceeded and
printing cannot be executed.

Also, users are notified by email when
usage is reset when [When you reset the
usage] is checked.

(1t Note)

The outgoing mail server and sender’s
email address need to be configured in
advance according to “Setting the Outgoing
Mail Function” (P. 206).

1 Configure the information from [Details

Screen] > [Option] > [User Settings].

Welcome admin [Log out]

Help

@

& used in smart PrintSupervision, and edit the communication distance between the con

¥ Change the Web service to display the smart PrintSuperVision screen with a Web browser.

2 Click the user or user group in [User List].

@

User List:

Last Name: The user's last name.
First Name:
E-mal Address

Notify the totals by e-mail.

 the dosing date.
Telephone Numbe

Description The use

s serorou
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[If available amount is exceeded]
When this is checked, users are notified by

email when the usage limit value is exceeded.

[When you reset the usage]
When this is checked, users are notified by
email when the valid period runs out or the
usage status is reset.

5 Click [Apply].

rst Name:

E-mail Address bl used for various notifications.

Notify the totals by e-mail. ~ Notify the device usage totals of 3 user on the day after the closing date.

Telephone Numbe

The user's telephone number.(Up to 64 characters)

Description The user's description.(Up to 1024 characters)

e usercrou
[

[F -

(! Note)

Users are not notified when the mail
address is not entered. Enter the mail
address.

To set multiple users, repeat the steps
from 2 to 6.
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11. Checking the Device Status, Consumable Life or Printing Status

11. Checking the Device Status, Consumable
Life or Printing Status

Check the device usage status, the usage quantity of maintenance items and the remaining
life of consumables.

Checking the Device Usage

5 Check the items to be confirmed in [Select

Status

A report is created according to basic
information, such as the connection
destination of the device.

1 Check that the power of the device to be
checked is turned on.

2 Check this from [Details Screen] >

[Report] > [Display Report] > [Device
Info].

smart PrintSuperVision

Welcome admin [Log out]

3 Select the device to be confirmed from

[Device] and check [Acquire the device
status before the job.].

vanage O\  Report Option

eeeee

4 Select [Device Summary] from [Type].

When [Device Summary] is selected, the

control window for detailed settings at the
bottom changes.

suchas the

Confirm basic information such as the

of the device.
Take the statistics of the page counter amount on the device and confirm the usage status of the dav

(Consumables Info] in [Display Contents] under [Management] >

Select a fle format for the report from the following.

© WML O Excels7-2003800k O Csv s

TeT

d Nottaton sttngs Yo can

View

2 schedule to send the report.

Column].

/en you select [Al] in [Display Contents] under [Management]

tom] in [Display C

> [Device Lig

Consumable LifR
[0

eport items to be displayed when you select [Consumables Info) in [Display Contents] under [Management] >
evice List]

zzzzzzzzzzzzzzzz et

[Complete]

Creates a report on items displayed when
[Complete] is selected in [Manage] > [Device
List] > [Display Content].

[Default]

Creates a report on items displayed when
[Default] is selected in [Manage] > [Device List]
> [Display Content].

[Custom]

Creates a report on items displayed when

[Custom] is selected in [Manage] > [Device List]
> [Display Content].

The content displayed in [Custom] can
be changed from [Manage] > [Device

List] > [Display Content] > [Edit Display
Contents].

[Consumable Life]

Creates a report on items displayed when

[Default] is selected in [Manage] > [Device List]
> [Consumable Life].

6 Select the format in which to output the
results.

manng (o) L searuae o

7 days(099)

PRI 0 o (0.09)
usable 415 30 g0, 0000

n a
FileType:  Select a file format for the report from the following
© WML O Excele7-2003m00k © csv O xML O TEXT

e Nobfuation settngs  You canreger

hedule to send the report.
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[HTML]

Outputs a report in an HTML file.
[EXCEL 97-2003 book]

Outputs a report in an XLS file (extension “.xIs").
[CSV]

Outputs a report in a CSV file (extension “.csv”).
[XML]

Outputs a report in an XML file (extension
“.xml”).

[TEXT]

Outputs a report in a TXT file (extension “.txt").
7 Click [View] to check the results.

remaining displayedi 10, (o o0y

value (%) that is specified, i will be

aining usable days dig o o available number of days that is s

FleType:  Seect  lefomat o the epor rom e olowing.
® i © ExceLora0mame © csv O xu © TEXT
o Nofcaton sttings  You can regster  schece o send th reprt

Checking the Consumable
Life
A report is created according to the job log

acquired by sPSV concerning maintenance
items and consumables.

1 Check that the power of the device to be
checked is turned on.

2 Check this from [Details Screen] >
[Report] > [Display Report] > [Device
Info].

smart PrintSuperVision

Welcome admin [Log out]

@

3 Select the device to be confirmed from
[Device] and check [Acquire the device

o

~ Select the target device of the report.

ding on the selected item, the settings that follow wil chan

festination of the device.

4 Select [Consumables Remaining] from
[Type].

When [Consumables Remaining] is
selected, the control window for detailed
settings at the bottom changes.

~ Select the target device of the report.

ding on the selected item, the settings that follow wil chan

of the device.

of the device

It on the device and confirm the usage status of the dav

Consumable L
Coneum Select the type of target consumables.

¥l Waste Toner Box

2930 gayts) (099)

Select 3 file format for the report from the following.
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5 Check the items to be confirmed in
[Consumable Life Type].

(1 note)

If a setting does not exist on the device,
the corresponding field is left blank in the
report.

Status Log

Consumable Lif
Cone Select the

Thre: avs dian

[Toner Cartridge.]

Displays information on the toner cartridge.
[Image Drum]

Displays information on the image drum.
[Belt Unit]

Displays information on the belt unit.
[Fuser Unit]

Displays information on the fuser unit.
[Waste Toner Box]

Displays information on the waste toner box.

6 Select the information to be included in
the report from [Information].

ssssssss o Confirm the status history of the device

Consumat ble Lif
Consum Select the

[Remaining (%)]

Displays the remaining life of the consumable or
maintenance item as a percentage.

[Start Date]

Displays the monitoring start date of the
consumable or maintenance item.

[Replacement Day]

Displays the predicted replacement date of the
consumable or maintenance item based on
the current value and the usage status range
specified in step 7.

[Remaining Available Usage Days]

Displays the number of days until the
replacement date.

7 Specify the data range to be used to
predict the replacement date and the
remaining available usage days.

(default: 7, range: 0 - 99)

Status Log Confirm the status history of the device.

8 Specify the percentage from which
to display the remaining life (%) of
consumables and maintenance items in
red.

(default: 10, range: 0 - 99)

The remaining life is displayed in red once
it falls below the percentage specified
here.

ssssssss o ‘Confirm the status history of the device.

Consumable Lf
Coneur Select the type of target consumables.

ed (099 ecfied, it will be di red)

9 Specify the threshold for the remaining
available usage days for consumables and
maintenance items.

(default: 30, range: 0 - 99)

The remaining life is displayed in red once
it falls below the value specified here.

Status Log Confirm the status history of the device.

10 Select the format in which to output the
results.

90w (099)

930 daycs) (0-99)

[HTML]

Outputs a report in an HTML file.
[EXCEL 97-2003 book]

Outputs a report in an XLS file (extension “.xls").
[CSV]

Outputs a report in a CSV file (extension “.csv”).
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[XML] Checking the Printing

Outputs a report in an XML file (extension Status

“.xml").
A report is created according to the page

[TEXT] counter value obtained by sPSV for the
Outputs a report in a TXT file (extension “.txt"). device.
11 Click [View] to check the results. (2 Note)
e . e The settings in sPSV cannot be configured

bIe 2054130 gay(s) (099)

without computer administrator authority.

Text

1 Check that the power of the device to be
checked is turned on.

2 Check this from [Details Screen] >
[Report] > [Display Report] > [Device

Info].
smart PrintSuperVision
un
Manage \ A Report D Option N\ Help

Report>Display Report )
ports

job information which the device

05 for various operations that smart PrintSuperVision has completed.

3 After checking that the power of the
device is turned on, select the device to
be confirmed from [Device] and check
[Acquire the device status before the job.].

Help

~) Slect th targe dice ofth repar

ding on the selected item, the settings that follow wil chan

ich as the connection destination of the device,

4 Select [Page Counter] from [Type].

When [Page Counter] is selected, the
control window for detailed settings at the
bottom changes.

Select from ths lst the types of device information to be reported.Depending on the selected itam, the settings that fllow will chan
a

b
v

Data Range Simple Setting Specly the data period i the unit of [Day), [Week] or (Month].

You can specify the first and last day of the totaled data.

Durstion - D Select the row-column of the table to be displayed in the repor
e t
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5 Select the counter to be checked from
[Counter Selection].

[Print Page Counter]

Displays the printed page counts for [Color],
[Mono], [Spot Color 1] and [Spot Color 2], and
the total printed pages.

[A4/Letter Conversion Print Page
Counter]

Displays the printed page counts converted to A4/

letter format for [Color], [Mono], [Spot Color 1]
and [Spot Color 2], and the total printed pages.

[Scanner Page Counter]

Displays the [Scanner Scan] page count and
[Scanner ADF Scan] page count.

[Fax Send/Receive Page Counter]

Displays the number of pages sent and received

by fax.

6 Select the counting unit for the duration
from [Counting Units].

(default: Monthly)

[Do not specify]
Calculates the overall total.
[Daily]
Calculates the total for each day.
[Weekly]

Calculates the total for each week (Sunday -
Saturday).

[Monthly]

Calculates the total for each month (day after
closing date of previous month - closing date of
current month).

7 Specify the duration for which to check
the information from [Data Range]. This is
the range of page count data used in the

report.
(range: 2000/01/01 - 2099/12/31,
default: -)

[Basic Specification]

Specify the data duration in [Day], [Week] or
[Month].

[Detail setting]

Specify the start date and end date of the data to
be summarized. Click the input fields and specify
the date from the displayed calendar. Dates can
also be directly input into the text box.

(! Note)

e If no start date is input, the data
duration starts from the earliest collected
data.

e If no end date is input, the data duration
continues to the last collected data.

8 Select the format of the table.

Specify the parameters for the row
and column arrangement of the table
displayed in the displayed result report.

[Device - Duration]

A table is created with devices displayed
in rows and durations (counting units)
displayed in columns.

[Duration-Device]

A table is created with durations (counting
units) displayed in rows and devices displayed in
columns.
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9 Select the format in which to output the
results.

EXCEL97-2003 B0k ©) CSV.

o Nobication Settings Yo can regser a sehedule o send the report

[HTML]
Outputs a report in an HTML file.

[EXCEL 97-2003 book]

Outputs a report in an XLS file (extension “.xIs").

[CSV]

Outputs a report in a CSV file (extension “.csv”).

[XML]

Outputs a report in an XML file (extension
“.xml”).

[TEXT]
Outputs a report in a TXT file (extension ".txt").

10 Click [View] to check the results.

[Eeunp——

Duration - D Select the row-column of the table to be displayed in the repor
€

FleType:  Select a file format for the report from the folowing

© WML O ExceLo7-2003Book O CSV O xmL O TEXT

er a schedule to send the report.

Checking Device Statuses

A report is created according to the status
history of the device.

1 Check that the power of the device to be
checked is turned on.

2 Check this from [Details Screen] >
[Report] > [Display Report] > [Device

Info].
smart PrintSuperVision
ut
Manage \ Report S Option N\ Help

Report>Display Report )
orts

3 Select the device to be confirmed from
[Device] and check [Acquire the device
status before the job.].

" anage " Repot . option el

jevice of the report.

e reported.Depending on the selected item, the settings that follow will chan

jon such as the connection destination of the device.

4 Select [Status Log] from [Type].

When [Status Log] is selected, the control
window for detailed settings at the bottom
changes.

I

i
a

L

Emer

H
d

ppiginaaininiely
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5 Check the items to be confirmed in [Device
Status].

=

Spacity the data prrisd in the uritof [Day], [Wesk] or [Marth]

[Complete]

Detects errors and warnings in all categories.

[Cover Open]

Detects errors and warnings such as open covers
and missing trays (cassettes).

[Receive Data]

Detects errors and warnings such as invalid data,
decoding errors, etc.

[Finisher]

Detects errors and warnings such as status
errors relating to the finisher, including missing
connections, paper jams, staples, punching, etc.

[Firmware]

Detects errors and warnings such as firmware
errors, updating, etc.

[Hardware]

Detects errors and warnings such as components
not connected, sensor errors, etc.

[Job Cancel]

Detects job cancellations occurring as a result of
access control or print commands in combinations
for which printing is not possible.

[Paper Setup]

Detects errors and warnings such as wrong paper,
out of paper and paper jams

[Multifunctional Device]

Detects errors and warnings such as scan, fax,
and server connections.

[Network]

Detects errors and warnings such as server
authentication errors, IP address duplication, etc.

[Security]

Detects errors and warnings such as Protec
Print, usage restrictions, print job related
authentication, etc.

[Sensor]

Detects errors and warnings such as
consumables, device sensor errors, etc.

[Service Man Call]

Detects errors such as Call Serviceman, program
error, etc.

[Stacker]

Detects errors such as stacker full, open, etc.

[Storage]

Detects errors and warnings such as insufficient
memory, insufficient disk space, no memory
device, etc.

[Consumables and Maintenance
Products]

Detects errors and warnings such as
consumables, maintenance products, etc.
[Timeout]

Detects errors such as data receipt timeouts.

[Others]
Detects errors and warnings other than those
above.
6 Specify the duration for which to check the
information from [Data Range]. This is the
status range used in the report.

(range: 2000/01/01 - 2099/12/31,
default: -)

Ottars

[Basic Specification]

Specify the data duration in [Day], [Week] or
[Month].

[Detail setting]

Specify the start date and end date of the data to
be summarized. Click the input fields and specify
the date from the displayed calendar. Dates can
also be directly input into the text box.
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o) Changing Interval and

e If no start date is input, the data

duration starts from the earliest collected Time for Acquiring Device
data. o _ Information and Statuses
e If no end date is input, the data duration

continues to the last collected data. It is possible to regularly monitor device

information and device status information
7 Select the format in which to output the for registered devices and update the
results. information if there are any changes.
" Monitoring of auto status refresh is enabled
by default, but the monitoring schedule

(0-99)
laredii0 oy (099)

sable da¥5 30 gay(s) (0-99)

( ) settings can be changed.
e ocston Sttngs You can regserascheule o send the reprt 1 Setin [Deta”s Screen] > [Opt|on] >
HTML [Environment Settings] > [Communication
[ ] Settings].
Outputs a report in an HTML file.
[EXCEL 97-2003 book] R p——
Outputs a report in an XLS file (extension “.xls"). e
[CSV]
Outputs a report in a CSV file (extension “.csv”).
[XML] 2 Click E,'% in [Communication Interval] to
Outputs a report in an XML file (extension open the settings window.
“.xml”).
D )
[TEXT]
Outputs a report in a TXT file (extension “.txt"). F commmcasonTimeu, ery senos

Apply
8 Click [View] to check the results.

Threshold v:

0 (000

3 Check the items for which to regularly
acquire and confirm information.

9230 ay(s) (099)

FileType:  Select afle format for the report from the following.

© WML O Excele7-2003Bo0k O Csv O xML O TEXT

= Communicason Tmeout, ety Stings

oy |

[Acquire Device Info]

Specify the interval at which to acquire
information such as consumables remaining and
the remaining life of maintenance items.

[Specify Time]
Updated for each set interval. (Range: 1 to
1440 minutes)
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[Time specified]
Set the specific update time. Click [Specify
Time] and add the time. After adding, click
[OK].

Specify Device Info Acquisition Time

Acquire information of the device at a specified time.
Enter the time you want to acquire the device information, and dlick
[Add].

Acquisition Time Minutes —

[Acquire Status]

Specify the interval at which to acquire status
information.

[Specify Time]
Updated for each set interval. (Range: 1 to
1440 minutes)

[Time specified]
Set the specific update time. Click [Specify
Time] and add the time. After adding, click
[OK].

[Confirm changes to the IP address.]

Specify the interval at which to check the IP
address of the device. sPSV automatically
reconnects if the IP address has changed.

[Specify Time]
Updated for each set interval. (Range: 1 to 24
hours)

[Time specified]
Set the specific update time. Click [Specify
Time] and add the time. After adding, click
[OK].
[Confirm the update of Active
Directory.]

See P. 46 “Changing the Time or Interval at
Which Update of Active Directory is Confirmed”.

4 Click [Apply].
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12. Managing Job Logs

This section explains settings for acquiring job logs, and operations such as displaying,
deleting or summarizing job logs.

What Can Be Done with Job Logs

In sPSV, various information about print jobs such as who, when, and which device was used
for print jobs and operational information for copies, faxes, etc. is stored on the device’s SD
memory card, built-in hard disk or flash memory. This information is called the job log. sPSV
acquires job logs from devices according to a set schedule.

By collecting job logs, it is possible to check how much individuals are printing, and how much
a specific device is being used.

(1 note)

e A job log entry is made when one or more sheets are printed. Furthermore, job log

entries are made in the event of usage limitations such as when printing is prohibited,
or when a print job is canceled because color printing is prohibited.

e However, job log entries are not made when the device power is turned OFF during
processing or printing, or if printing cannot be performed because the device has an
error.

See “Information That Can Be Acquired as a Job Log” (P. 238) for information that can be
acquired as job log entries and “Items That Can Be Aggregated” (P. 243) for items that
can be summarized.

Configuring the JOb Log 3 Select the device from which to acquire
Acquisition Settings the Job log in [Device]

In order for sPSV to acquire job logs, the
devices need to be set to record job logs.

To acquire job logs, set the device to
record job logs.

1 Check that the power of the device from
which to acquire job logs is turned on.

4 Click == in [Log/Access Control] to open
the settings window.

2 Set from [Details Screen] > [Manage] >
[Device Management Settings] > [Device
Settings].

OKI

Engish  +

fanguage:
Rt
smart PrintSuperVision
Welcome admin [Log out
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[Record Job Log to Device]

The device starts recording the log when this is
checked and the change is applied. The device
stops recording the log when the check is
removed and the change is applied.

e If the device server ID is already set
from a different server, a confirmation
dialog box is displayed.

e To change the setting, enter the Server
ID.

6 Set the schedule by which the job log is
acquired.

[Specify Time]

Acquired for each set interval. The maximum
interval time that can be set is 24 hours. The
default setting is set as an optimized value
detected from the state of the added device. If
the interval is set to a time that is longer than
the default settings, some of the job logs may
not be acquired. (Range: 1 to 24 hours)

[Time specified]
Set the specific time. Click [Specify Time]
and add the time in 24-hour format. Up to 24
acquisition times can be added. After adding,
click [OK].
Specify Job Log Acquisition Time

specified time.
Enter the o acquire the job log, and click
[Add].

Acquisition Hours [Add]
Time Minutes —

OK Cancel

(1t note)

Always set the time when the computer
in which sPSV is set up and the device are
both switched ON.

The job log is not acquired if the power is
not ON.

7 Click [Apply].

When the “Enter an administrator
password for the device” window is
displayed, enter the administrator
password for the device and click [OK].

(1 Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

8 Click [OK] in the confirmation window.

Message from webpage =]

G} ~pply the changes.
i areyou sure?

) o

- 189 -



12. Managing Job Logs

Providing Time
Notifications for Devices

sPSV needs to provide time notifications to
devices that do not have an internal clock
and devices for which SNTP is not set.

Timing at which sPSV provides time
notifications to devices:

e Every hour after the sPSV service is
launched

e When the job log is acquired
e When reports are created

Follow the steps below to configure the
settings for providing time notifications to
devices.

1 Check that the power of the device to
which to provide time notifications is
turned on.

2 Configure the settings from [Details
Screen] > [Report] > [Display Report] >
[Job Information].

OKI Rotum oM eny Engah -

smart PrintSuperVision

Welcome admin [Log out]

02

otal the job information which the device has

=| Confirm the logs for various operations that smart Printsupervision has completed.

3 Select the device to which to provide time
notifications from [Device] and check

[Acquire the device status before the job.].

etail mplete

Ds Cor Report all the items that can be specified in [Select Column].
4 Click [View].

o 300 paametr craph Slck ks 0 b v i s o,

Display Times Graphe

[Fap——

e registration result on your optional date and time.

Displaying Job Logs
Job logs can be displayed for a specified
device and/or duration.

When devices are managed in groups, the
job log can be displayed as a group.

It is not possible to specify and delete a
specific job log.

Displaying Job Logs

1 Configure the settings from [Details
Screen] > [Report] > [Display Report] >
[Job Information].

OKI

smart PrintSuperVision

Welcome admin [Log out]

o

Selet
i
=7 Confirm or total the such as device status, i of consumables, and page cou

o
(«w Confirm or total the job information which the device has processed. )

=| Confirm the logs for various operations that smart PrintSuperVision has completed.

2 Select [Job Log] from [Type].

~ Select the target device of the report.

Report the job logs acauired from the device.

Total and report the job logs acquired from the device.

Complate Report al the items that can be specfied in [Select Column].

© Default Report the default item in [Display Items] under [Select Column].

custom Report the items you select in [Display Items] under [Select Column].  >Select Column

3 Specify the job log to display and click
[View].
If acquiring the job log before a job, check
that the power of the device for which to
display the job log is turned on and check
[Acquire the device status before the
job.].

30b Totals Total and report the jot

Complete Report al the items that can be specfied in [Select Column].

© Defaut Report the default item in [0

custom Report the items you st

play Items] under [Select Column].  >Select Column

le Setting Specify the dats period in the unit of [Day], [Week] or [Month].

onth ~ (1-00)

You can specify the first and last day of the totaled data
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The input format in [Detail setting] is
[YYYY/MM/DD] (YYYY refers to the year,
MM refers to the month and DD refers to
the day). If no start date is input, the job

log is acquired from the first entry onward.

If no end date is input, the job log is
acquired up to the last entry.

(1) Displaying all job logs for all devices

Select [All Devices] for [Device].
Select [Detail setting] for [Data Range]
(leave the date blank).

(2) Displaying all job logs for a specific
device

Select the specific device for [Device].
Select [Detail setting] for [Data Range]
(leave the date blank).

(3) Displaying all job logs for a specific
month

Select [All Devices] for [Device].
Select [Detail setting] for [Data Range]
and specify a start date and end date
for a specific month.

(4) Displaying job logs for a specific device
for a specific month

Select the specific device for [Device].
Select [Detail setting] for [Data Range]
and specify a start date and end date
for a specific month.

(5) Displaying all job logs for a specific
device group

Select the specific device group for
[Device].

Select [Detail setting] for [Data Range]
(leave the date blank).

(6) Displaying job logs for a specific device
group for a specific month

Select the specific device group for
[Device].

Select [Detail setting] for [Data Range]
and specify a start date and end date
for a specific month.

Displaying All Job Log Items
(Detail Display)
1 Configure the settings from [Details

Screen] > [Report] > [Display Report] >
[Job Information].

OKI

Menu  Engish -

anguage
Return to Main meny
smart PrintSuperVision

Welcome admin [Log out]

@

2 Select the device for which to display the
job log in [Device].

If acquiring the job log before a job, check
that the power of the device for which to
display the job log is turned on and check
[Acquire the device status before the
job.].
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4 Select [Complete] from [Detail] and click

[View].

W o Toms

-

——
Takaiing Metmas:
S
2 Lagn ham
e Range: a oz sty e s e i tne v o (D8, (e -
You 23 spmcy e erst s gt amy ot e sszaies
————— i 350 et Cam e

S o S, S 5 i s

- Gragn: Saiect ez to o cizsiayed n o Grasn

Changing Job Items To Be
Displayed

1

Configure the settings from [Details
Screen] > [Report] > [Display Report] >
[Job Information].

Please select your language:

OKI Retumto Main eny. Engish +

smart PrintSuperVision

Manage O\ / Report /option /T hep

Report>Display Report )
Select the type of reports to be confirmed or totaled.

peu
% cortmo

5,
7 Con

job information which the device has proces:

=| Confirm the logs for various operations that smart Printsupervision has completed.

Select [Custom] from [Detail] and click
[Select Column].

‘Confirm the job information which the device has processed, and total the jobs during the specified period. -
1f you add notiication of the above contents wil be made on that specifc date. >Conftm the added settings.
Device: AlDevices ~ Select the target device of the report.

] Acauire the device status before the job.

Type: Job Log Report the job logs acauired from the device.

® ob Totals “Total and report the job logs acauired from the device.

00819 M0 it the totaing method of the ob g

In [Column Settings for Job Log], click =f=
to open the file tree.

opion 7 hep

" wanage O\ w

Select Column )

repor of b iformaton
‘ﬁga Colamn SetingsforJobLog '

= Column Setings for o Tatls

Apply.

Report >Display Report > Job Info

4 Change the job log items to be displayed.

®=  Column Settings for Job Log

Select the information to be included in the report of job log.

Displayable Items Display Items.
Wedia Type A Device
Mea Vieight Destistion
Log Acqire Tine (Oste)

i Time Log lio

Process Star Tine PN
Process End Tine User Name
Pict Start Time Lagin Narme
End Time Docuert Name
Processing Off-ine Tine Apploation
Pirting Off-line Time E = t
Tray! Port
Tray2 - Fees 4
Tray3 Tetal Sheets
Trayd Pages
Tray: Status
WitiPurpose Tray. Detaded Stetus
WitiPurpose Feeder Paper Size.
3000 Duplex
6004 Prited Sheets
12003600001 Golor

\ | 260050061 - Mono ~J

s Column settings for ob Totals
Apply
(1) Items to be displayed:

Select the items to display from [Displayable
Items], and click =) to switch to [Display
Items].

(2) Items to be hidden:
Select the items to hide from [Display
Items], and click €= to switch to [Displayable
Items].

(3) Changing the order of items:
Select the items in [Display Items] and click
4 or &L to change the order.

Press and hold the Shift key or Ctrl key
when selecting more than one attribute.

5 Click [Apply].

Wt Purpose Tray Detaiedt Sttus
Wt Purpose Fesder Paper Sz
3001 Duplex.

6008 Privted Sheels
120046001 Color
2400x6004i - Maono

Defaut

s Cotumn Settings for ob Toals

6 Click [OK] in the confirmation window.

Message from webp... @

! " Saved.
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Deleting Job Logs
(1 note)

e It is not possible to specify and delete a
specific job log.
e Deleted job logs cannot be recovered.

1 Click [Details Screen] > [Option] > [Delete
the log].

e used in smart PrintSupervision, and edit the communication distance between the con

Delete the log.
% Delete stale data from smart PrintSuperVision.

¥

Output data of smart PrintSuperVision to 3 file, and enter the contents of the file to smart PrintSupervision.
Database Settings

L7 Change the dest

web Service setting
88 Change the wWeb service o disply the smart PrintSuperdision screen with 3 Web browser

2 Set the job log storage period (maximum:
365 days).

(! Note)
Check this so that the log is not
automatically deleted.

/" manage N\ mepot . opion Help

Option> Delete the log (2]
o n for

iod, the job log, and smart PrintSuperVision's operation log.

g the data until deleting,

3 Click [Deletion] to delete job logs that
have exceeded the storage period.

vanage O\ repot " option Help

Option> Delete the log e

period, the job log, and smart PrintSuperVision's operation log,

0 the data until deleting,

4 Click [OK] in the confirmation window.

Message from webpage |

IOI Delete the log of more than30days age from the database.

Outputting Job Logs as a
CSV File

The acquired job log can be output as a
CSV format file, and used in commercially
available spreadsheet software.

1 Configure the settings from [Details
Screen] > [Report] > [Display Report] >
[Job Information].

Please select your language:
Return to Main Menu Engish  ~

smart PrintSuperVision

Welcome admin [Log out]

2]

OKI

2 Select the device for which to output the
job log in [Device].

If acquiring the job log before a job, check
that the power of the device for which to
display the job log is turned on and check
[Acquire the device status before the
job.].

~ Select the target device of the repor

P b Log Report the job logs acauired from the device.
30b Totals Total and report the job logs acquired from the device.
Complete Report al the items that can be specfied in [Select Column].
© Defaut Report the defaultitem in [Display Items] under [Select Column].
custom Report the items you select in [Display Items] under [Select Column].  >Select Column

d
. >Confirm the added settings.

~ Select the target device of the report.

9] Acquire the device status before the job.

Type Report the job logs acauired from the device.
305 Totals Total and report the job logs acquired from the device.
etail s that cai elect

4 If changing the job log to be output, see
“Changing Job Items To Be Displayed”
(P. 192) (steps 2 - 6).
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5 Specify the duration for which to output
the job log from [Data Range].

Stopping Job Log
Acquisition

JobTotals  Total and report thejoblogs acauired from the device. Job |Og acqu|s|t|0n can be stopped a nd
::: m\uz:m that canbe spectiedin Selet Coumn] restarted.

inder [Select Colum].

Report the items you select

— 1 Check that the power of the device from
which to stop acquiring job logs is turned
on.

XML O TEXT O Csv(Print Job Accounting Compatible )

ol Notfcason Setings Yo o retar o stings, and s aprt of e rgtrtion sk yourapinel e an e 2 Set from [Details Screen] > [Manage] >
. [Device Management Settings] > [Device

6 Select [CSV] from [File Type]. Settings].

ok

In addition to CSV files, job logs can be

output to file formats such as HTML or ; d h. 4 h

Microsoft Excel 97-2003 book files.

2]

Recent ' wonn ¥ (1.09)

Detai setting You can specify the first and last day of the totaled data.

File Type:

o Nobication Sttings  You cn egstr nobicaton setings,and send areprt f the recistrton result o your otional dae and e

3 Select the device from which to stop

7 Click [View]. acquiring job logs in [Device].

Recent ! vorth ~ (1-99)

Datai setting You can specify the first and last day of the totaled data.

FileType:  Select a file format for the report from the following.

Display the device model name.
Display the destination of the device.

4 Click == in [Log/Access Control] to open
the settings window.

8 The data is output to the application
associated with the file specified in step 6.

9 Specify the folder and file name to be
saved, and click [Save].

Items within the exported items that are
not numbers are enclosed in " marks.

5 Remove the check from [Record Job Log to
Device].

== Log/Access Control
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When the “Enter an administrator
password for the device” window is
displayed, enter the administrator
password for the device and click [OK].

(1 note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

7 Click [OK] in the confirmation window.

Message from webpage X

% Apply the changes.
W' Areyou sure?

=) =

Operations When the Log
Is Full

The processes when the device log buffer

is full before the log is acquired by sPSV
can be set.

1 Set the log full operation in [Function
Details] > [Manage] > [Device
Management Settings] > [Device
Settings].

smart PrintSuperVision

Welcome admin [Log out]

o

2 Select the device to configure from
[Device].

Changs Destination

3 Click =} in [Log/Access Control] to open
the settings window.

Communication Info

Display the device-specific information for smart PrintSuperVision to co

mmmmm icate with the device.

Device Passwort d(7):

Display the password of the device administratore
SNMP Read Community Name(~): public Display the SNMP Read

y name of the device.
SNMP Write Community Name(=): public

s Log/access Control

Apply

Display the SNMP Wtire community name of the device.

4 Change the [Log Full Operation].

The options vary depending on the device.

Log Control

Perform the setting to record the job as  log that the device has executed.

tule of the job log.

Hour 17 Minutes

Log Full Operation:  Cancel the job

Specify the operation when the log buffer of the device is ful

[Cancel the job]

Cancels print jobs received by the device after
the log is full.
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[No Logging]
Print jobs received by the device after the log

is full are executed but not recorded to the log.

[Delete Old Log]
Print jobs received by the device after the log
is full are executed and recorded to the log,
overwriting the oldest entry.

5 Click [Apply].

Communication Info

Display the device-spedific information for smart PrintSuperVision to communicate with the device.

Device Password(%): ~ eeeses Display the password of the device administrators

MP Kead Community Name! - Display the SNMP Read community name of the device.

SNMP Write Community Name(~): public Display the SNMP Wtire community name of the device.

= Log/access Control

=)

When the “Enter an administrator
password for the device” window is
displayed, enter the administrator
password for the device and click [OK].

! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set

administrator password, see the User's

Manual of the device.

&)

6 Click [OK] in the confirmation window.

Message from webpage ot X ]

3 Aoply the changes.
i Areyousurer

) =

Displaying Totals
Displaying Totals

1 Configure the settings from [Details
Screen] > [Report] > [Display Report] >
[Job Information].

Please select your language:

OKI Retum to Mainen. Engish +

smart PrintSuperVision

Welcome admin [Log out]

" wanage " mepot " option >\ hep

Report>Display Report )
Select the type of reports to be confirmed or totaled.

Device: AlDevices ~ Select the target device of the report,

9] Acauire the device status before the job.

Type: J0bLog Report the job logs scauire
o _Job Totals Total and report the job logs acquired from the device.

Detail Complete Report al the items that can be

© Defauit Reportthe

custom Report the items you select in [Display Items] under [Select Column].  >Select Column

3 Specify the device, log range, totaling

method, display (file) format, etc. and
click [View].
If acquiring the job log before a job, check
that the power of the device for which to
display the job log is turned on and check
[Acquire the device status before the
job.].

Devi v Select the target device of the report.
Tyes: Job Log
© Job Totals
Detail: Complere
© Default
Custom Select Colum,

oG M0 e e coraling method ofthe o o

Menthly By Day

By Device By Mansgement Group & By PIN

ByUserGroup By User Name By Login Name
DataRangs: @ Simple Satting Specify the data period in the unit of [Day], [Week] or [Month].

Recent Verth = (1-93)

Detail setting You can specify the first and last day of the totaled data,
File Type:  Select a file format for the repore from the following,

¥ MTML © EXCELS7-2003Bock © CSV ' XML  TEXT ) CSV(PrintJob Accounting Compatible )

Sraphic BISPI2 salect the graph to be added to the job otals repart in HTML format.

Display Amaun: Grssh.
s Amount Parameter Gragh: Selecetams t b displayed n n amount raph.
T bisplay Quantity Graph.
s Sheets Paramecer Graph: Seect kams o be dislayed n ansheets grash.
Dizplay Pages Graph.
5 Kumber of Pages Baramater Graph: Selectcems s b dsplayed n umber of pages sash.
Display Job Toals Graph.

Fa——

Display Times Gragh.

ear Graph: Select items to be displayed in jobs graph.

S Time Paameter Graph Selecetems t b displayes n e craph

er notification sestings, and send a report of the registration result on your optional date and ti
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(1) Aggregating all job logs for all devices 2 Select the device for which to display the
Select [All Devices] for [Device]. totals in [Device].
Select [Detail setting] in [Data Range]. If acquiring the job log before a job, check
(2) Aggregating all job logs for a registered that the power of the device for which to
device display the job log is turned on and check
Select the registered device for [Acquire the device status before the
[Device]. job.].
Select [Detail setting] in [Data Range].

(3) Aggregating all job logs for a specific
month

% Job Torals Toral and report the job logs acquired from the evice.

Report the job lags acquired from the device,

Select [All Devices] for [Device]. R
Select [Detail setting] for [Data Range] it s
and specify a start date and end date

for a specific month.

3 Select [Job Totals] from [Type].
(4) Aggregating job logs for a registered

device for a specific month Devicer  AlDavem et the arpesdevice ofthe repart

@ Acquire the device status before the job,

SeleCt the regIStered deVICe for Typs: Job Leg Repart the job logs acquired from the device,
Select [Detail setting] for [Data Range] Pt e m

Defaule

and specify a start date and end date cvom —
for a SpeCIfIC month. Toraling Methosiece the totaling method of thefob log.
(5) Aggregating all job logs for a registered 4 Select [Complete] in [Detail].
device group s e —
Select the registered device group for
[Device]. e
Select [Detail setting] in [Data Range]. SR e

(6) Aggregating job logs for a registered
device group for a specific month

Joraling MEthos, |t the toteling method of the job log.

Select the registered device group for 5 Click [View].
[Device].

Select [Detail setting] for [Data Range] +
and specify a start date and end date ! Sy e
for a specific month.

arameter Graph: Select items to be displayed in an amount graph,

S Sheets ParsmeterGraph Slect rem £ be ispayed  a shescs rsgh

Display Pages Graph.

5 Numbar oFPagas aramatar Graphs Selct tarms to b displayed in marbar fpages sraph.

Displaying All Aggregated e e ——
Items
(Detail Display)

tams to be displayed in time gragh,

ter notification settings, and send a repart of the registration result on your optional date and ti

1 Configure the settings from [Details i
Screen] > [Report] > [Display Report] > Chang|ng Aggregate Items

[Job Information]. 1 Configure the settings from [Details

OKI Screen] > [Report] > [Display Report] >
.
e i s [Job Information].

Report: (>} Please select your language:

ports to be confirmed or totaled. OKI Return to Main Menu English  ~

s
B Contim o tota the devce informationsuch as devic status, remaining amount o consumables, and page cou smart PrintSuperVision

Welcome admin [Log out]

1)

eoort>t o
Select the type of reports to be confirmed or totaled.

e
B Contmor ot e

Job Informati
% Confirm or total the job information which the device has processed. )

=/ confirm the logs for various operations that smart Printsupervision has completed.
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2 Select [Custom] from [Detail] and click
[Select Column].

~ Select the target device of the report.

9 Acquire the device status before the job.

Typ: 30b Log Report the job logs acquire
© JobTotals Total and report the job lo rom the device.
Detail Complete Report all the items that can be specfied in [Select Column].

Report the items you select in [Display Items] under [Select Column].  >Select Column.

T00ING MEtO <1t the otaling method o the o oo

3 In [Colﬂmn S“ettihg's” for Job Totals], click
= to open the file tree.

4 Change the job log items to be
summarized.

E=  Column Settings for Job Totals

ation to be included in the report of job totals.

Display Items
Fees

Jobs

Printed Sheets
i ansparency) Pages

Media Type(Labe)) Color

Media Type(Bond) L

Media Type(Recyeled) 3 Spot Colort
Media Type(Cardstock) t Color 2
Miedia Type(Rouh) Device Occupancy Time
Media Type(Rol) = Completed

Media Type(Fold)

iedia Tyne(Glossy) -

Media Type(Emelope) (I Apnormal Completed
Media Type(Postcard) Log Buffer Full

Other Weight Ascess Control
Media Vieloht(Auto)
Media Weighi(Ulra Lighty

il

Memory Over Flow
Color Contral
Mono Printing

- Lagin Name
- Application

(1) Items to be displayed:
Select the items to display from [Displayable
Items], and click =) to switch to [Display
Items].

(2) Items to be hidden:
Select the items to hide from [Display
Items], and click ¢= to switch to [Displayable
Items].

(3) Changing the order of items:
Select the items in [Display Items] and click
ﬁ or @ to change the order.

Press and hold the Shift key or Ctrl key
when selecting more than one attribute.

5 Click [Apply].

Wedia Welght(Auto) Memory Over Flow
Media Weight(Ulra Light) Color Control
Media Weighi(Light Mono Printing
RIP Error
Access Conirol- Login Name
Media Weight(Medium Heaw) Access Control - Application

Default |

Apply

6 Click [OK] in the confirmation window.

Message from webp... [&J

L A

Outputting the
Aggregation Results As a
CSV File

The aggregated results can be output as a
CSV format file and used in commercially
available spreadsheet software.

1 Configure the settings from [Details
Screen] > [Report] > [Display Report] >
[Job Information].

OKI

smart PrintSuperVision

Welcome admin [Log out]

1)

2 Select the device for which to output the
aggregation results in [Device].

If acquiring the job log before a job, check
that the power of the device for which to
output the aggregation results is turned
on and check [Acquire the device status
before the job.].

Devi v Salact the target devica of the report;
Type:
= devi
Detal Compl Report all the items that can be specified in [Select Column].
Defaul in [Display Items] under [Select Column].
GCustom Report the items you select in [Display Items] under [Select Column].  »Select Column

oG Ma et th atling mathod of e o o3

3 Select [Job Totals] from [Type].

Device: il Devices. ~ select the target device of the report,

T Acquirs the device status bafors the job,

Type: Job Log Report the job lags scquired from the device.
% Job Totals Toral and report the job logs acquired from the device.

Detail: 9 Complete
Defaule = jum]
Custom R der [Select Column].  »Select Column

TOtaINg Mt o e i mahe f o I

4 If changing the job log to be output, see
“Changing Aggregate Items” (P. 197)
(steps 2 - 6).
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5 Specify the duration for which to output

: Receiving Notifications
the job log from [Data Range].

of Usage Status Totals by

Cuztom Report the items you select in [Display Items] under [Select Column]. >alect Column

E a i I
Toraling Mathag |y e totaling mehed of the b o m I
Wonhly .
oy Device By Managament Group & ey PN

Log results can be notified by email to the
T —— user every month.

th totaled dats (! Note)

The send mail server and sender's email
6 Select [CSV] from [File Type]. address need to be configured in advance

according to “Setting the Outgoing Mail
Function” (P. 206).

In addition to CSV files, job logs can be

output to file formats such as HTML or

Microsoft Excel 97-2003 book files. e The mail is sent the day after the deadline

(default setting is end of the month) set
in “Changing the Closing Date” (P. 201).

e The items to be aggregated can be

changed in "Changing Aggregate Items”

i ocatonSttnas Yo can regstrnafstion etings, and s  repr f h et ek o your ol g and e

You can specify the first and last day of the totaled data.

1 Set the information from [Details Screen]
7 Click [View]. > [Option] > [User Settings].

simpie serong

You can specy th frst and st day ofthe toaled data. smart PrintSuperVision

Welcome admin [Log out]

Manage Repot N\ option N\ heb

FleType:  Select a fie format for the report from the following.

(2

MIML O EXCEL97-2003Bc0k © CSV O XML O TEXT © CSV(Print Job Accounting Compathle )

e Nosfation sttngs  You canregisternaicao settings, and send a eportof th etz rsut o your opione ate andtme

8 The data is output to the application
associated with the file specified in step 6.

9 Specify the folder and file name to be 2 Click the user or user group to be changed
saved, and click [Save]. in [User List].

-%Memo = ) o
Items within the exported items thatare | | . v o .
not numbers are enclosed in " marks. = — —

1709504/
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4 Click [Apply].

e mai aderess The i addessto b used for varios nsetons
Teotoreumbe The users tlephens b Up to 4 charsctars)

Descrpton The user's deserption (Up to 1024 characters
[FI—
[F——

s ooy Usage

Sending Job Logs by Email

Acquired job logs can be automatically
output to CSV files, and the output file
can be sent as an email attachment every
month to the administrator.

(1t note)

The send mail server, sender's email
address and administrator's email address
need to be configured in advance according
to “"Setting the Outgoing Mail Function”

(P. 206).

e The mail is sent the day after the
deadline (default setting is end of the
month) set in "Changing the Closing

Date” (P. 201).
e The items to be output from the log can

be changed in “"Changing Job Items To
Be Displayed” (P. 192).

1 Configure the settings from [Details
Screen] > [Report] > [Display Report] >
[Job Information].

Manage Report option Help

Report>Display Report
Select the type of reports to be confirmed or totaled.

Device Info

=% confirm or total the device information such as device status, remaining amount of consumables, and p

Job Information
=¥ Confirm or tetal the job informatien which the device has processed.

uy

Confirm the logs for various operations that smart PrintSuperVision has completed.

2 Select [Job Log] for [Type].

Manage Report Option Help

Report >Display Report > Job Information
Confirm the job information which the device has processed, and total the jobs during the specified period.
If you add [Notification Settings], notification of the above contents will be made on that spedific date. >Confirm the added settings.

Device: All Devices v Select the target device of the rep

] Acquire the device status before the job.

Type ® JobLog Report the job logs acquired from the device.
Job Totals Total and report the job logs acquired from the device.
Detail: Complete Report all the items that can be specified in [Select Column].

Default Report the default item in [Display Items] under [Select Column].

3 Select [Simple Setting] in [Data Range]
and specify [Last 1 Month].

Job Totals Total and report the job logs acquired from the device.
Detail: Complete Report all the items that can be specified in [Select Column].
® Default Report the default item in [Display Items] under [Select Column].
Custom Report the items you select in [Display Items] under [Select Column]. >Select Column

DataRange: | ©  Simple Setting

' Specify the data period in the unit of [Day], [Week] or [Month].

Recent ! Month ~ (1-99)

You can specify the first and last day of the totaled data.

File Type: Select a file format for the report from the following.

4 Select [CSV] for [File Type].

DataRange: © Simple Setting Specify the data period in the unit of [Day], [Week] or [Month].

Recent 1 Wonth ~ (1.95)
Detail setting You can specify the first and last day of the totaled data.
File Type: Select a file format for the report frorg

© HTML EXCEL 97-2003 Bood XML TEXT CSV(Print Job Accounting Compatible )

ol Notification Settings  You can register notification settings, and send a report of the registration result on your optional dat

View

5 Click g in [Notification Settings] to open
the file tree.

File Tyoe Select a file format for the report from the following.

@ WML EXCEL 07-2002 Boak sy XML TEXT

[ = notification Settings  You can register a schedule to send the report. ]

View

6 Select the administrator from
[Destination].

v HiML EXCEL 9/-2003 Hook == xmL =9

= Notification Settings  You can register a schedule to send the report.

Notification M g, ¢y Select the notification method of the report.

Destination  admin - Select a destination e-mail address.

— The information you have entered will be displayed in th
istered notification settings.

Notification DSpecify the notificati

ate on date.

Specify Date an Set the date and time to be notified.
dTime

If you want repeated notification, check [Regularly Notify

Notify on a regular basis fy the interval.

Interval

On the day after the closing date, notify the data up to ¢
of each m

© The Day After Closing Dat(5014/11/1 00:00) iy
e The [Closing Date] can be changed inOther setup.

Add | |
7 Select [Day after closing date] for
[Notification Date] and click [Add].

Destination  admin - Select a destination e-mail address.

Memo The information you have entered will be displayed in th

istered notification settings.
Notification DSpecify the notificati

Specify Date an

Set the date and time to be notified.
dTime

If you want repeated notification, check [Regularly Notify

Notify on a regular basis fy the interval.

Interval

- On the day after the closing date, notify the data up to ¢
' The Day After Closing D3t (2014/11/1 00:00) ' of each month.
e The [Closing Date] can be changed inOther setup.
Add
View
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Changing the Closing Date

The deadline date on which the job log is
collected can be set.

1 Set in [Details Screen] > [Option] >
[Environment Settings] > [Other setup].

Please select your language:

OKI Retum to MainMeny Engis

smart PrintSuperVision

Welcome admin (Log out]

(2]

2 Specify the date to set as the closing date.

Please select your language:

OKI Retum to Main ey Engish ~

smart PrintSuperVision

Welcome admin [Log out]

The log contents from the day after the
set closing date are counted for one
month.
For example, if the closing date is set for the
15th, the job log entries from January 16th
to February 15th are collected as entries for
February.

If the closing date is set as the 31st, the
closing date for February is the 28th.

1715 2/15 3/15

Counted for February |
I

When [Count logs after the closing date
as logs for this month] is checked, the
logs for the day after the set deadline are
counted in the current month.

OKI . —

smart PrintSuperVision

Welcome admin (Log out)

@

onth s earlier than your

unti dosing day or from the next day.

For example, if the closing date is set for the
15th and [Count logs after the closing date
as logs for this month] is checked, the job log
entries from February 16th to March 15th are
collected as entries for February.

1715 2/15 3/15

| Counted for February
I

3 Click [Apply].

o o sengs )

U] Count logs after the dosing date as logs for this month  Specify whether the portion of this month is unti dlosing day or from the next day.

4 Click [OK] in the confirmation window.

r Y
Message from webp... ﬁ

l " Saved.

- 201 -



13. Environment Settings

Changing the Database Destination .................... 203
Changing the Web Service Settings .................... 204
Setting the Outgoing Mail Function..................... 206
Setting the Outgoing Mail Function ................. 206
Configuring the Settings for Notification
Email. oo 207
Sending Database Error Notification Email........... 209

Auto Status Refresh Service .....ccovvviiiiiiiiveiiiinnnns 210



13. Environment Settings

13. Environment Settings

Changing the Database
Destination

The database to which data is saved can
be changed.

(! Note)

e Database settings can only be configured
from computers on which sPSV is
installed.

e Log in as a sPSV administrator to
configure the settings.

1 Configure the settings from [Details
Screen] > [Option] > [Database Settings].

smart PrintSuperVision

Welcome admin [Log out]

L2

2 Select the type of database to which
to connect from [Database Type]. The
types of database that can be selected
are Microsoft SQL Server Compact and
Microsoft SQL Server.

The settings window varies depending on
the type selected.

Select the type of database.
mart PrintSuperVision\App_Datalspsy_database sdf

Specify the full path for the file of the database.

nnnnnnnnnn Select the encryption method of the database,

<Microsoft SQL Server Compact>

This is installed when [Use database prepared
during setup] is selected during setup of
sPSV.

Configure the settings for each item.

[Database]

Enter the name of the database (*.sdf). To
specify a file, click [Reference...] and specify
the file.

[Encryption]
Specify the encryption method for the
database.
[UNENCRYPTED]

Not encrypted.

[Platform Default]
Encrypted using AES128_SHA256.

[Engine Default]
Encrypted using AES256_SHA512.

[Password]

Specify the password of the database to
connect to. This does not need to be entered if
[UNENCRYPTED] is specified.

[Test Connection]

Performs a test connection with the above
settings.

<Microsoft SQL Server>
Configure the settings for each item.

oL Server
—
\SQLEXPRESS

[Server]

Specify the name of the database server to
which to connect.

(example: localhost\SQLEXPRESS)

[Database]

Enter the name of the database to be used in
sPSV.

[Authentication Methods]

Specify the authentication method used when
connecting to the database.

[Windows Authentication]
Authenticated connection will be made using
the Windows user permission registered in
the database.
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[SQL Server Authentication]
Authenticated connection will be made using

the user permission for user authentication
registered in the database.

[Password]

Specify the user authentication password for
SQL Server. This does not need to be entered if
[Windows Authentication] is specified.

[User Name]
Specify a user name for authentication with
SQL Server. This does not need to be entered if
[Windows Authentication] is specified.

[Test Connection]

Performs a test connection with the above
settings.

3 Click [Apply].

Database Type:

seectthetype of
Okidatalsmar PinSuperVisoniApp Dtalspss
Refoonce.... |

Database:

Specify the full path for the file of the database.

Encryption: UNENCRYPTED ~ Select the encryption method of the database.

Apply. Test Connection

4 Select the confirmation method in the
connection method confirmation window.

Connection Method

Connect to the existing smart PrintSuperVision
Access database, and then restart.
You can continuously use the registered data.
Create a new smart PrintSuperVision database, and
New
then restart.
cancel

Connects to the existing database and restarts
sPSV. Registered data is retained.

[New]

Creates a new database and restarts sPSV.

Changing the Web Service
Settings

This section explains how to change the
web service settings for displaying the
management window.

(! Note)

e Web service settings can only be
configured from computers on which
sPSV is installed.

e Log in as a sPSV administrator to
configure the settings.

1 Configure the settings from [Details

Screen] > [Option] > [Web Service
setting].

smart PrintSuperVision

Welcome admin [Log out]

(2]

rintsupervision to a fle, and enter the contents of the file to smart Printsupervision.

ervice to display the smart PrintSupervision screen with a Web browser. )

2 Select the web service to be used from
[Web Service]. An embedded web service
(EWS) or Internet Information Services
(IIS) can be selected as the web service.

The setting window varies depending on
the web service selected.

Embedded Web SenicoEWS) ~

Select the Web server. If you change the Web server, the input felds wil change.
The port number used by EWS,

Apply

<Web Service (EWS)>

Configure the settings for each item.

Select the Web server. If you change the Web server, the input felds wil change.

Port Number: 50081

The port number used by EWS.

Apply

[Port Number]

Specify the port number used by the EWS.
(default: 50081, range: 1 - 65535)

<Internet Information Services (IIS)>
Configure the settings for each item.

Select the Web server. If you change the Web server, the input fields will change.

The port number used by IIs.

smar PintSuperVision

The Web Site used by smart PrintSuperVision.

Apply
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[Port Number]

Specify the port number used by IIS.
(default: 50081, range: 1 - 65535)

[Web Site]

Specify a website registered to IIS to be used by
SsPSV.

3 Click [Apply].

Web Service:  Embedded Web SeniceEWS) ~  Select the Web serve

nge the Web server, the input fields will change.
rtNumber; 50081 The por

Apply

Click [OK] in the confirmation window to
restart sPSV and change the web service.

Check

Restart the smart PrintSuperVision and change the
Web service

OK Cancel
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Setting the Outgoing Mail
Function

Configure the settings for using the mail
send function. The outgoing mail server,
outgoing mail format, sender mail address
and administrator mail address settings
can be configured.

Setting the Outgoing Mail
Function

1 Configure the settings in the [Function
Details] window > [Option] >
[Environment Settings] > [Server
Settings].

eeeeeeeeeeeeeeeeeeeeeee

Return to Main Meny -
smart PrintSuperVision

Welcome admin [Log out]

(2]

OKI

2 Click g} in the [Mail Server] to open the
file tree.

Welcome admin [Log out]

[E-mail Address]
Enter the email address to be used as the sender
address when sending email from sPSV.
[Display Name]

Enter the sender name to be used in email from
sPSV.

[SMTP (Sender) Server]
Setting the mail sending server.

[Server name]
Enter the server name or IP address of the
SMTP server. If the server name is unknown,
contact the network administrator.

[Port Number]
The port number used in communication
with the SMTP server. This is usually [25].
(Range: 1 to 65535 hours)

[Authentication Methods]
Select the authentication method used
when connecting to the SMTP server.

[None]
Authentication is not performed.

[LOGIN]
A login is used for communication with
the SMTP server.

[PLAIN]
PLAIN is used for communication with the
SMTP server.

[CRAM-MD5]

CRAM-MD5 authentication is used for
communication with the SMTP server.

[User Name]
Enter the user name for the SMTP server.

[Password]
Enter the password for the SMTP server.

[Encryption Support]

Check this to encrypt of communication
with the SMTP server.

[Test Destination]

Enter the email address of the test
destination.

[Sending Test]

Click this to send a test email with the
above settings.

4 Click [Apply].
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Configuring the Settings for Notification Email

1 Configure the settings from [Details Screen] > [Report] > [Notification Settings] >
[Notification E-mail Settings].

Welcome admin [Log out]

Manage Report Option Help

ReportNotification Settings o
Confirm and edit various notification settings. i

g ; Netification of Device Information
= Confirm the schedule for notifying device information such as the device status, the remaining amount of consu
mables, and the page counter.
Notification of Job Information
= .L Confirm the schedule for notifying the information of the job with the device that has processed.
Notification of Job Result
— % Confirm the schedule for notifying the job results of various operations of smart PrintSuperVision.
Automatic Notification on Device Registration
=T Confirm the schedule for notifying automatic registration results of devices that are newly detected.
Status Notification

= v == L o Dot dotoct: 4
., Notification E-mail Settings

Confirm the title of the notification e-mail to be sent from smart PrintSupervision.

tatus, etc.

2 Click a notification type to move to the comment editing window.

Manage Report Option Help
Reports Notification Settings = Notification E-mail Settings 0

Set various notification e-mails that smart Printsupervision sends.

Restrict Attachments
Max File Size

Max File Quantity

KB

File

Type of Notification

Notification of Device Information
Notification of Job Information
Notification of Job Result

Device Status Notification
Notification of Totals

Usage Reset Notification

Send device information
Send job information
Send operation result
Automatic Netification on Device Req | Send automatic registration of th
istration e device
Notification: Device status
Sending total result
dN:nﬁ:atmn of Available Usage Excee | Notification: Printing is now forbid
e

jen
Notification: Printing is now permit
ted

Reset Date Notification Notification: Reset Date
Apply

Title

Item

Description

[Notification of Device
Information]

Notification email registered to [Notification of Device Information].

[Notification of Job
Information]

Notification email registered to [Notification of Job Information].

[Notification of Job
Result]

Notification email registered to [Notification of Job Result].

[Automatic Notification
on Device Registration]

Notification email registered to [Automatic Notification on Device
Registration].

[Device Status
Notification]

Notification email registered to [Status Notification].

[Notification of Totals]

Email sent to users/user groups indicated in the aggregation result
notification settings.

[Notify Device Info
Acquisition]

Email notifying users classified as administrators about the
acquisition status of job information.

[Notification when
Available Usage is
Exceeded]

Email sent to users/user groups indicated in the settings for
notifications when the available usage is exceeded.

[Used Volume Reset
Notification]

Email sent to users/user groups indicated in the reset notification
settings.
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Item

Description

[Reset Date Notification]

Email sent to users/user groups indicated in the settings for
advance notifications of the end of the valid period.

[Title] and [Header] are displayed in English in each email notification template, but the
template can be changed by entering text in the desired language and saving the template.
One template (one language) can be saved for each type.

3 Click [Apply] after editing the content of the notification email.

Manage Report

Option Help

Report> Notification Settings > Send mail settina>Notification of Device Information

Edit the title of notification e-mail, etc.

o

Title: Send device information

Notify the device information.

Header:

Footer:

Apply

[Title]

Enter the title. (range: 0 to 255 characters)

[Header]

Enter the header. (range: 0 to 1024 characters)

[Footer]

Enter the footer. (range: 0 to 1024 characters)

4 Click [Apply].

Manage Report

Option Help

Report> Notification Settings > Notification E-mail Settings

Set various netification e-mails that smart PrintSuperVision sends.

Restrict Attachments
Max File Size

Max File Quantity

Type of Notification

Notification of Device Information
Notification of Job Information
Notification of Job Result

Automatic Notification on Device Req
istration

Device Status Notification
Notification of Totals

Notification of Available Usage Excee
ed

Usage Reset Notification

Apply

KB

File

Title

Send device information

Send job information

Send operation result

Send automatic registration of th
e device

Notification: Device status
Sending total result

Notification: Printing is now forbid

tNi;;ﬁcatmn: Printing is now permit
e

Notification: Reset Date
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Sending Database Error
Notification Email

If additions to the log database fail, an
email that contains the error details can be
sent once a day to the administrator.

(1 note)

The send mail server, sender's email
address and administrator's email address
need to be configured in advance according
to “"Setting the Outgoing Mail Function”

(P. 206).

1 Configure the settings from [Details
Screen] > [Report] > [Notification
Settings] > [Status Notification].

Manage Report Option Help

Report>Notification Settings
Confirm and edit various notification settings.

4, Notification of Deviee Information

=" confirm the schedule for notifying device information such as the device status, the remaining amount «
mables, and the page counter.
Notification of Job Information

=) confirm the schedule for notifying the information of the job with the device that has processed.
Notification of Job Result

Confirm the schedule for notifying the job results of various operations of smart PrintSupervision.

I Automatic Notification on Device Reaistration

o oo Lo PO Lo e L

¢, Status Notification

= Confirm netification settings when smart PrintSuperVision detects an error in device status, etc.

| Confirm the title of the notification e-mail to be sent from smart PrintSupervision.

2 Click [Add Status Notification Conditions].

Report option el
>Status Notification )

3 In [Monitoring Target], check [System] to
display the detailed settings.

Manage Report Option Help

Report > Notification Settings > Status Notification Settings

Specify the transmission destination and state to notify if an error or waming state is detected in the operation of smart
device.

Select the target of status monitor.
Monitoring ® Syst The screen display will change according to your selection.
Target: Device ystem If the monitoring target is a device, specify the target of the dev

the device group.

Selec
t

Category Level Description

4 Check [Database].

Target: Device w0 system If the monitoring target is a device, spedify the target of the dev
the device group.
& Selec .
ategory Level T Description
WDatabase: Error V| Data Update, Acquisition Failure ) |
"

Report Warning threshold.

[C card Comespondence T | yaming Registration of persons exceeded, user overl:

Notification Method: ~ © Email Select the notification method of the report.

5 Set the destination and interval for
sending notifications.

Category Level S‘i'“ Description
Database: Eror Data Update, Acquisition Failure
The size or guantity of the attachment excee

Report Warning threshold.

1€ Card Correspondence T | yyaming v Registration of persons exceaded, user over
Notification Method: @ Email Select the notification method of the report.

Destination admin e Select a destination e-mail address.

Notify Again ® Each Time First Only  Select an interval for notification.
Memo: A memo displayad on the notification settings list.

Add

[Notification Method]
Select the notification method.

[Email]
A report is sent to the users or user groups
specified in [Destination] by email.

[Destination]
Specify the destination users or user
groups. If the destination is a user group,
notifications are sent to all members of the
group (excluding users without a registered
email address).

[Notify Again]
Specify the date, time and interval for
notification.
[Each Time]
A notification is sent each time an error is
detected.

[First Only]
A notification is sent the first time an error
is detected.

[Memo]

Enter content to be displayed in the notification
schedule list for registered notifications.
(range: 0 to 255 characters).

6 Click [Add].

e Registration of persons exceeded, user overk
Notification Method: ©® Email Select the notification method of the report.
Destination admin h Select a destination e-mail address.
Notify Again @ Each Time First Only Select an interval for notification.
Memo A memo displayed on the notification settings list.
Add |
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Auto Status Refresh Service

It is possible to regularly monitor

device information and user/user group
information for registered devices and
update the information if there are any
changes. Monitoring of auto status refresh
is enabled by default, but the monitoring
schedule settings can be changed.

(1t note)

When a new user that belongs to a group
that is to be monitored in the Active
Directory is added, users can be registered
to the device until the maximum number of
users that can be registered to the device
is reached. After the maximum number of
users that can be registered is reached,
subsequent users are not registered to the
device.

1 Set in [Details Screen] > [Option] >
[Environment Settings] > [Communication
Settings].

smart PrintSuperVision

Welcome admin [Log out]

cccccc

(2]

2 Click EE—:I in [Communication Interval] to
open the settings window.

[Acquire Device Info]

Specify the interval at which to acquire
information such as consumables remaining and
the remaining life of maintenance items.

[Specify Time]
Updated for each set interval. (Range: 1 to
1440 minutes)

[Time specified]
Set the specific update time. Click [Specify
Time] and add the time. After adding, click
[OK].
Specify Device Info Acquisition Time

ca i
Enter the time you want to acqui ievice information, and click
[Add].

Device Info Hours (Add]
R e e e [Add]

OK Cancel

[Acquire Status]

Specify the interval at which to acquire status
information.

[Specify Time]
Updated for each set interval. (Range: 1 to
1440 minutes)

[Time specified]
Set the specific update time. Click [Specify
Time] and add the time. After adding, click
[OK].

[Confirm changes to the IP address.]

Specify the interval at which to check the IP
address of the device. sPSV automatically
reconnects if the IP address has changed.

[Specify Time]
Updated for each set interval. (Range: 1 to 24
hours)

[Time specified]
Set the specific update time. Click [Specify
Time] and add the time. After adding, click
[OK].
[Confirm the update of Active
Directory.]
Specify the interval at which to check the Active
Directory user and group status and update the
user settings.
(Range: 1 to 24 hours)
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4 Click €} in [Communication Timeout, Retry
Settings] to open the settings window.

5 Configure the [Communication Timeout,
Retry Settings].

= Comm

[smart PrintSuperVision Webpage]

Configure the settings for cases in which there
are no operations in smart PrintSuperVision for a
set period of time.

[Enable session timeout.]
Check this to log out of smart PrintSuperVision
if there are no operations for a set period of
time.

[Session Timeout Time]
If session timeout is enabled, enter the period
of time (minutes) after which a session timeout
will occur
(range: 1-99 minutes, default: 10 minutes).

[Communicate with Device]

[Timeout Time]
Enter the time (seconds) after which
communication with a device times out if
there is no response from the device.
(range: 1-99 seconds, default: 5 seconds)

[Communication Retry]
Enter the number of times communication
with a device is retried if there is no
response from the device.
(range: 1-99 seconds, default: 5 seconds)

[Monitor Device during Sleep]
Check this to wake devices from sleep
mode and acquire information if information
cannot be acquired due to the device being
in sleep mode.

6 Click [Apply].
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Receiving Email
Notifications of Job Results

You can receive email notifications of job
log acquisition statuses, acquisition of
statuses, etc., job results for processes
such as checking the IP address of devices,
and user login histories.

1 Configure the settings from [Details
Screen] > [Report] > [Display Report] >
[Job Result].

Manage Report Option Help

Report=Display Report
Select the type of reports to be confirmed or totaled.

4 ; Device Info
“=¥¥ Confirm or total the device information such as device status, remaining amount of consumables, and page cou
nter.

Job Information

- lob Result
= Confirm the logs for various operations that smart PrintSuperVision has completed.

2 Click € in [Notification Settings] to open
the file tree.

File Tyoe: Select a file formzt for the report from the following.

@ WML EXCEL 07-200%2 Book csv XML TEXT

[ﬁ}\ Notification Settings  You can register a schedule to send the report. ]

View

3 Configure the settings for each item.

B Notification Settings  You can register a schedule to send the report.

© Email Select the notification method of the report.

Memo

Notification DSpecify the notificati
ate on date

Specify Date an
dTime

Set the date and time to be notified.

Notify on a regular basise mg: S Sopekiad nckiiciton; chork JE ooty ity

Interval

© The Day After Closing D3t 014/11/1 00:00) fter the closing date, notify the data up to dl
e

of each month.
The [Closing Date] can be changed inOther setup.

[Notification Method]
Select the notification method.

[Email]
A report is sent to the users or user groups
specified in [Destination] by email.

[Destination]
Specify the destination users or user
groups. If the destination is a user group,
notifications are sent to all members of the
group (excluding users without a registered
email address).

[Memo]
Enter content to be displayed in the notification
schedule list for registered notifications.
(range: 0 to 255 characters)

[Notification Date]
Specify the date, time and interval for
notification.
[Specify Date and Time]
Specify the date and time for notification.

To receive notifications repeatedly, check
[Notify on a regular basis] and specify the
interval.

* [Day(s)]
Notifications are sent daily.

e [Each Weeks]
Notifications are sent weekly on the same
day of the week as the date specified in
[Specify Date and Time].

e [Month(s)]
Notifications are sent monthly on the same
day of the month as the date specified in
[Specify Date and Time].

[The Day After Closing Date]

Notifications are sent at 0:00 on the day
after the closing date.

For information on the closing date
settings, see “Changing the Closing Date”
(P. 201).

4 Click [Add] if registering a new notification
schedule or [Modified] if modifying an
existing notification schedule.

= Notification Settings  You can register a schedule to send the report.

Select the notification method of the report.

d wil be displayed in

Set the date and time to be notified.

If you want repeated notification, check [Regularly Notif
fy the interval.

er the closing date, notify the data up to

onth.
S ing Date] can be changed inOther setup.
( Add | \)
View
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Limiting the Size and
Number of Attachments

The size and nhumber of attachments can
be limited, and sent separately in different
email.

1 Limit the size and number of attachments
from [Details Screen] > [Report] >
[Notification Settings] > [Notification
E-mail Settings].

jce information such as the device status, the remaining amount of consu

g the information of the job with the device that has processed.

2 Check [Restrict Attachments] and enter a
[Max File Size] and [Max File Quantity].

9l Restrict Attachments
Max File Size 5120 .

Max File Quantity 10 File

[Max File Size]

(Range: 1-1048576 KB, default setting: 5120
KB)

[Max File Quantity]
(Range: 1-50, default setting: 10)

3 Click [Apply].
Automatic Notification on Device Reg | Send automatic registration of th
istration e device
Device Status Notification Motification: Device status
Notification of Totals Sending total result

Notification of Available Usage Excee | Notification: Printing is now forbid
ded den

Usage Reset Natification 1r:\.lecg:\ﬂcat\on: Printing is now permit

== =l abio Notification: Reset Date

()
(! Note)

When the size limit is exceeded for 1 file,
mail is sent notifying that the attachment
cannot be sent.

Deleting Registered
Devices

To remove a device from management by
sPSV because the device is to be moved

or scrapped, delete the device from the
server software before moving or scrapping
it.

(! Note)

Acquisition of job logs needs to be stopped
first by following the steps in “Stopping
Job Log Acquisition” (P. 194).

1 Delete registered devices from [Details
Screen] > [Manage] > [Device List].

smart PrintSuperVision

Welcome admin [Log out]

@

2 Check the device to be deleted and click
[Deletion].

Multiple devices can be selected.

3 A confirmation message is displayed. Click
[OK] to delete the selected devices.

sure?

Message from webpage ldz-J

‘0‘ Unregister the selected device, and delete it from [Device List]. Are you

— .

(1 Note)

An error message appears if a device
currently recording to its job log is selected
for deletion.
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4 In the confirmation window, select the
item for deregistering along with deletion

and click [OK] to delete the selected
device.

Check

Please select the item to be deleted with the
deregistration, and then click [OK].

Y| Device Registered Usage Restriction

7 Computer Log

If the Device Connection
Destination or IP Address
Has Been Changed

If the device connection destination or IP
address has been changed, change the
device settings.

1 Change the device settings in [Function
Details] > [Manage] > [Device
Management Settings] > [Device
Settings].

smart PrintSuperVision

Welcome admin [Log out]

o

2 Select the device to configure from
[Device].

rrent information of the selected device. If you want to apply your changes, click [Apply] at the bottom of the screen.
with (<) are required.

Display the device-specific information.
Basic Info
Display the basic information of the device such as the model and connection destination.

Model

Display the device model name.

he device.
Destination: lects the information being displayed to tF

Ghange Destinaion | Clck [chan

tion] to edit the connection destination.

3 Click [Change Destination] in [Basic Info]
to change the destination.

Basic Info

Display the basic information of the device such as the model and connection destination

Model

Display the device model name.
Display the he device.
Destination: smart Prints lects the information being displayed to tr
ection destir
Click [Chan, tion] to edit the connection destination.
Manufacturer; Indicate the device manufacturer.
MAC Address: Display the MAC address of the device.
Serial No.:

Display the serial No. of the device.

Installation Info
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4 To change the connection destination,
select the connection destination from the
list and click [OK].

To change the IP address, enter a new IP
address, and click [OK].

Change Destination

Specify [Destination] to change the connection
destination of the device.

If you specify [Network] to the destination, enter the
IP address of the device in [IP address].

Destination Metwork =

IP Address:

5 Click [Apply].

Communication Info

Display the d

Display the SNMP

s Log/access Control

When the “Enter an administrator
password for the device” window is
displayed, enter the administrator
password for the device and click [OK].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

6 Click [OK] in the confirmation window.

Message from webpage M&J

@) Hrply the changes.
i Areyou sure?

() .

Automatically
Reconnecting When the
Device IP Address Is
Changed

When the device IP address is changed,
the new IP address can be automatically
connected, and the log can still be
acquired. This is effective when the

IP address is dynamically assigned in
the DHCP environment, or when the
administrator changes the IP address.

1 Specify the interval at which to check
for changes to the device IP address
from [Details Screen] > [Option] >
[Environment Settings] > [Communication
Settings].

smart PrintSuperVision
welcor in

2 Click == in [Communication Interval]
to open the [Communication Interval]
settings window.

Aoy

3 Check [Confirm changes to the IP address]
and enter the interval at which to confirm
the IP address.
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Perform the following steps to change
the range in which to search for devices
whose IP address has changed.

1 Change the range in which to search for
devices whose IP address has changed
from [Details Screen] > [Manage] >
[Register Device] > [Specify Search
Range].

smart PrintSuperVision

Welcome admin (Log out]

e

2 To add a search range, enter the range of
IP addresses to be searched in [Network
Search Range] and click [Add]. Either
broadcast IP addresses or unicast IP
addresses can be added.

Specify Search Range

Specify in detail the range to search for devices on the network.
If there is a device not registered in smart PrintSupervision

Add the IP address of the device that is not registered in [IP Addresses to Be Excluded
From Search].

Network Search Range Add
Deletion
Specify File Referen)

3 To delete a search range, select the search
range to be deleted from the search range
list, and click [Deletion].

If there is a device not registered in smart PrintSuperVision
Add the IP address of the device that is not registered in [IP Addresses to Be Exduded
From Search].

Network Search Range |
255 255 255 255

Deletion|
g

Specify File

IP Addresses to Be Excluded
From Search

4 Click [OK].

From Search Add
Deletion
SNMP Community Name Add

_—

OK Cancel

Back Up/Restore

Information in sPSV databases can be
backed up.

The files containing the backed up
information can be restored on other
computers where sPSV is installed.

This makes it possible to manage the
information on another computer in the
event of a malfunction in the computer
currently being used.

(! Note)

e Imports and exports can only be
configured from computers on which
sPSV is installed.

e Log in as an sPSV administrator to
configure the settings.

1 Configure the settings from [Details
Screen] > [Option] > [Import/Export].

Welcome admin [Log out]

manage " Repot A option e

ettings to enable the use of smart PrintSupervision. e

uperVision, and edit the communication distance between the con

) Import/Export
P Output data of smart PrintSupervision to a fle, and enter the contents of the file to smart PrintSuperVision.

smart PrintSuperVision.

[T e i v seito diplayth smart Prinperison s with a Web rowser
<Backing up>
(1) Select [Export], and click [Execute].

(2) Click [Save] in the web browser dialog
window.

tout the information of the smart PrintSuperVision database to 3 file
of the output file in the database.

Import  Enter the file information in the smart PrintSupervision database. Speciy the ful path of the input fle.
Input File

<Restoring>
(1) Select [Import], and click [Reference...].

(2) Select the file to be imported and click
[Execute].

Manage " Repot Option Help

Option>Import/Export )
For backup, output the information of the smart PrintSuperVision database to a file.

ision database. Speciy the full path of the input file.

art PrintSuperVision database information to a file. Please spedy the full path of the output file.

(! Note)

Store exported files on a different
computer.
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To Change Device
Management to a Different
Computer

To change the server that currently
acquires the job log to a different
computer, delete the device on the current
server (P. 214), and then re-add it to the
new server. (P. 119)

However, if the current server cannot be
used due to a malfunction etc., perform the
following operations on the new server.

(1t note)

The server ID of the current server needs

to be checked before changing the server.
For information on checking the server ID,
see “"Checking the Server ID” (P. 219).

1 Check that the power of the device is
turned on.

2 Start the server software on the new
server and then register the device.

3 Configure the server ID settings in
[Function Details] > [Manage] > [Device
Management Settings] > [Device
Settings].

Welcome admin (Log aut)

e

4 Click == in [Log/Access Control] to open
the settings window.

Communication Info

Display the device-spedific information for smart PrintSuperVision to communicate with the device.

...... Display the password of the device administrators
SNMP Read Community Name(=): public Display the SNMP Read communi ity name of f the device.

SNMP Write Community Name(*): public Display the SNMP Wtire communi ity name of the device.

Apply

5 Check [Record Job Log to Device].

6 Click [Apply].

Communication Info

Display the d cific information for smart PrintSuperVision to communicate with the device.

Display the password of the device administrators

Display the SNMP Read

y name of the device.

SNMP Write Community Name(*): public

Display the SNMP Wtire communi ity name of f the device.

s Log/access Control

(=)

When the “Enter an administrator
password for the device” window is
displayed, enter the administrator
password for the device and click [OK].

(! Note)

e Depending on the device, this may not
be displayed.

e For details on the device’s factory set
administrator password, see the User's
Manual of the device.

7 When the [Check Server ID] window
is displayed, enter the server ID of the

server that acquires the current job log,
and click [OK].

Some devices have been set to acquire the log
from other servers. To switch to acquiring the log
from the device, please enter the 1D of the server
that is being acquired from.

Server ID

oK | Cancel |

8 Continue setup by following the instructions
on the screen.
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Checking the Server ID

1 Check the server ID from [Details Screen]
> [Help] > [Version Info].

Please select your language:

OKI Return to MainMeny  Engish  +
smart PrintSuperVision

Welcome admin [Log out]
Manage /" Report N\ option kel

e L2
e tothe smart pintsupeision Help and elated infornato.

sion information, copyright information, etc.

2 Check the server ID.

Please select your language:
Engish

Return to Main Meny
smart PrintSuperVision

OKI

Welcome admin (Log out]

Repot >\ option N\ wep

N @

ight Info]
Copyright 2014 Oki Data Corporation, All Rights Reserved.

Registering the
Installation Position of
Devices Belonging to a
Management Group

Icons for devices belonging to a
management group can be displayed on
a map image to visually indicate their
installation location.

1 Configure the settings from [Details
Screen] > [Manage] > [Device
Management Settings] > [Management
Group].

Pleass select your language:

OKI Rotumnto Main ey Engish -
smart PrintSuperVision

Welcome admin [Log out]

@

2 Click the management group to be
arranged on a map from [Group name].

3 Click [Reference...] and specify a map
image.

Standard image files (*.jpg, *.bmp, *.gif,
*.png) can be specified as map images.

4 Click [Apply].

Fees cs3tcest
Device Password(<):  sseeess

SHP Read Commnity Name  pupic

SNMP Write Community Name

5 Click [OK] in the confirmation window.

Message from webpage &J

! ,  Management Group was registered.
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6 Click [Management Group List] in [Map].

— management wiow o

Enter the information of the management group.
Name(?)

group01 The name of the management group to be registered. (Up to 32 characters)
Description: Enter a description for the management group. (Up to 255 characters)
Map: 08.png geffile.
= Indicate the cost nformation for dsplaying job information n (8ling Amournt.
Fees: coaticadt To add new cost information, [Billin ings] can be used to ac
Device Password("): l'he assigned device will access the dewcz wwm the password entered here.

Enter the SNMP Read community name of the device.
The assigned device will access the device with the community name entered here.

7 Click the map icon (i) of the

management group to be arranged on a
map.

Manage " Report Option Help

Manage > Device Management Settings >Management Group e
Setin group units the contents set n [Davice Settings].Can be 3 total target for [Repor]

Diplay 3 st of registered management groups,

Iy nagement group, cick

{2
e T 1 4o rous ke, 0 il g o the [t sreen o e devce assned o his managemert .
et Teon and
Management Group List
o cromgorfl |y oz

1 PR G

2 | oo

B | oo

Select a device to be arranged from
[Assigned Device].

Manage Report Option Help
Manage > m

> Management Group> Map

You can assess the installation status by putting the device assigned to the management group on the map.

Select the device to deploy on the map from [Assigned Device], move the mouse cursor to the appropriate position on the image, and click.
The icon of the device assigned to the group is placed on the image.

To remove a device from the image, drag the icon of the device and drop it outside the image.

You can add the map from [Add/Change Management Group].

[Group name:]: group01

([ sosonec vevce:  m2310 0000.conrznuss 1) savo

9 Move the cursor to the installation position

of the device on the map and click that
spot.

To remove a device from the image, drag the icon of the device and drop it outside the image.
You can add the map from [Add/Change Management Group].

[Group name:]: group01

Resigned Device: 172310 1000K1.C41.F20446 5]

: %
10 Click [Save].

You can assess the installation status by putting the device assigned to the roup on the map.

Select the device to deploy on the map from [Assigned Device], move the mouse cursor to the appropriate position on the image, and click.
The icon of the device assigned to the group is placed on the image.

To remove a device from the image, drag the icon of the device and drop it outside the image.
You can add the map from [Add/Change Management Group]

[Group name:]: group01

Aosigned Device: 172310 1000084120440 ]
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15. Uninstalling the Software

Uninstalling sPSV

1

If uninstalling sPSV, make sure to delete all
registered devices before uninstalling sPSV.

Delete devices registered to sPSV
according to “Deleting Registered Devices”
(P. 214).

Exit sPSV.

Select [Start] - [All Programs] > [Oki
Data] > [smart PrintSuperVision] >
[Uninstall smart PrintSuperVision]. When
the [User account management] window is
displayed, click [Continue] or [Yes].

4 Click [Next].

- N
smart PrintSuperVision - InstallShield Wizard =)

Welcome to the InstallShield Wizard for smart
PrintSuper¥ision

The InstallShield Wizard will install smart PrintSuperision
an your computer. To continue, click Mext.

5 Click [Yes] in the confirmation window

saying [Do you want to completely remove
the selected application and all of its
functions?].

smart PrintSuperVision - InstallShield Wizard | — |

Do you want to completely remove the selected application and all of its features?

6 Click [Yes] in the confirmation window
saying [Do you want to delete the smart
PrintSuperVision databases?].

o

-
smart PrintSuperVision - InstallShield Wi... [EEEa

Do you want to remove database,

| ves ||| Mo

7 Click [Finish].

smart PrintSuperVision - InstallShield Wizard

Uninstall Complete

InstallS hield \Wizard has finished uninstalling smart
PrintSuperision,

< Back Cancel

(! Note)

When the following window is displayed,
the device has not been deleted. Always
click [No] to cancel the uninstallation,
then delete the devices before uninstalling
sPSV.

smart PrintSuperVision - InstallShield Wi:

A device registered for log acquisition still exists.
If Uninstallation is executed now, the information will be left in the device.
Do you want to continue?
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Deleting the Print Job

Accounting Client Software
(Windows)

1 Quit the print job accounting client
software if it is running.

2 Select [Start] > [All Programs] > [Oki
Data] > [Print Job Accounting Client] >
[Uninstall Print Job Accounting Client].

When the [User account management]
window is displayed, click [Continue] or
[Yes].

3 Follow the instructions on the screen to
uninstall.

4 Click [Finish].

Restart the computer when a window
instructs you to do so.

Deleting the Print Job

Accounting Client Software
(Mac 0S X)

Delete the print job accounting icon that

was copied to the desired location during
installation.
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16. Troubleshooting

This chapter explains some of the problems that could possibly occur when using sPSV, and
provides hints to their solutions.

Item Details
The device is not found - Check that the power of the device is turned on.
when searching for - Check whether the device is processing or offline, or whether
devices using [Register an error has occurred (no paper, etc.). Check that the device is
Device]. online, and click [Start Search].

- Check the network connection status.

- Check that the correct search option check boxes are checked.

- When the search target is [Network], check whether the
broadcast address is correct. If you are unsure of any items,
check [Specify Search Range].

- Broadcast (255.255.255.255) or multicast (xxx.xxx.xxx.255,
etc.) communication may be restricted. Specify the IP address of
the device directly as the search range.

- If the [Do not allow exceptions] check mark is checked in the
Windows Server 2003 SP1 or later firewall settings, devices
cannot be searched beyond the router segments. Therefore,
select [Network] in [Destination], and add the IP address to
[Network Search Range] in [Specify Search Range].

When adding devices or - Check that the power of the device is turned on.

changing settings or when | - Check whether the device is processing or offline, or whether
directly acquiring the job an error has occurred (no paper, etc.). Check that the device is
log, the "Cannot connect online and try again.

to printer. Please wait for
a while then try again.”,
“Cannot connect to the
printer. Please check

the printer.” or “Printer

is busy. Please wait for

a while then try again.”
message is displayed.

When the ID file for - Check whether the CSV file format is correct.

setting the hide Mode - Check that the user names and IDs do not exceed the registration
in the client software range. The user ID is registered from 1 to 999999999 (one-byte
is imported, “An error characters), and user name within 80 characters.

was found in the import - Check that the “symbol is not included in the user names. Names
file” error message is that include” cannot be registered.

displayed.
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Item

Details

When printing, the print
job is automatically
cancelled and cannot be
executed.

- Check whether the user ID used to print is set to “Printing
Prohibited” or “Color Printing Prohibited”.

- Check whether the limit value for the user ID is exceeded, and
check the limit values and valid period.

- The operation when log is full is set to “Cancel the job”, and the
device log buffer is full. Check [Acquire the device status before
the job.] in [Details Screen] > [Report] > [Display Report] > [Job
Information], click [View] and acquire the job log stored in the
device. Next, reset the job log acquisition schedule to a shorter
time.

The job log cannot be
acquired according to the
set schedule.

Click [Update Now] in [Details Screen] > [Manage] > [Device List].
When an error is displayed, check that the device power is ON.
Also, check whether the device is processing or offline, or whether
an error has occurred (no paper, etc.).

Check the job log acquisition schedule when the device power is
ON but the printer is not processing or offline, or an error has not
occurred (no paper, etc.). Check that the acquisition time is at the
same time as when the device and server power are usually ON. If
there are no problems in the above settings, restart Windows.

Not all of the job logs are
acquired.

The operation when log is full is set to “"Delete Old Logs” or “Do
not acquire log”, and the device log buffer is full. Reset the job log
acquisition schedule to a shorter time.

Some job logs are not
displayed at the start time
or end time.

If the device does not have a built-in clock, when the device power
is switched OFF/ON, time information cannot be stored in the log
until the device is notified of the time. For information on how to
notify the device of the time, see “Providing Time Notifications for
Devices” (P. 190).

For devices that have a built-in clock, the time needs to be set in
the device.

When attempting to
delete the device, the
“Perform after acquisition
of the log is complete”
message is displayed.

A device cannot be deleted while the job log is being acquired. For
details, see “"Deleting Registered Devices” (P. 214).

[Acquired by Other
Servers] is displayed
in [Job Log Acquisition
State] of the [Device
List].

Either the job log is set to be acquired by a different server, or

the device flash memory was initialized. Select the device in
[Details Screen] > [Manage] > [Device Management Settings] >
[Device Settings], and then uncheck and recheck [Record Job Log
to Device]. When the device is set to acquire the job log from a
different server, see “To Change Device Management to a Different
Computer” (P. 218).

Cannot perform menu
printing or demo printing
from the control panel of
the device.

- Check whether local print is set to printing prohibited or color
printing prohibited.

- Check the available usage and valid period to ensure that the
local print available usage is not exceeded.
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Item

Details

Cannot initialize the flash
memory from the device
control panel. Also, the
hard disk or SD memory
card cannot be initialized
for devices equipped with
an internal hard disk or
SD memory card.

In this state, the flash memory, built-in hard disk and SD memory
card cannot be initialized. Delete the device according to “Deleting
Registered Devices” (P. 214), and initialize the flash memory,
built-in hard disk or SD memory card. After initializing, select the
[Printer] menu > [Add a Printer], and follow the steps to re-add the
device.

Cannot access sPSV from
the web browser.

- Check the address where sPSV is installed.
- Check that OKI sPSVService has started.

An authentication

error occurred and the
settings could not be
configured, even though
Microsoft SQL Server was
specified as the database
to connect to and
[Windows Authentication]
was specified as the
authentication method in
[Database Settings].

If the database settings cannot be configured in Microsoft SQL
Server with Windows authentication from the user account used by
the sPSV Service for logging in, the user account settings need to
be changed. Follow the steps below to change the settings. (These
instructions are for Windows 7.)

(1) Open [Control Panel] > [System and Security] > [Administrative Tools]
> [Services] and stop [Oki sPSVService].

CErTE— i

D

Tosaptin s [srpige Tiogonss |
E=

(2) Open the [Oki sPSVService] properties.
e

General | Log On| Recovery | Dependencies |

Service name:

Display name:  OKI sPSVService

Diescription: Ol sPEVEervice Descrption

Path to executable:
“C:¥Progran Filesé Okid: Pr P exe"

[automatic =

Help me configure service startup options.

Startup bype:

Service status:  Started

Start | Stop | Pause Resume

YYou can specify the start parameters that apply when you start the service
from here.

Chart parameters: |

o]

Carcel | ab |

(3) Display the [Login] tab and select [Account].
zl

General Loa On | Recovery | Dependencies |
Logon as:

€ Lacal System accourt

™ Alloy service to interact with desktop

[ Bowe.

Passnord

Confiim password

Help me configuie user sccount log on options.

T ok | cwed | i)
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Item

Details

DKI sPS¥Service Properties (Local Computer) x
General L3 0n | Racovary | Depandencies |
Lo o s

" Local System account

™| Allow service tointeract with deskbop:

& This atcounts adrinistator Browse:

Password

Confim password: | sessssssssssane

Help me configure user account log on options.

0K | teel | Al |

(4) Enter the user account and password used by the sPSV Service for
logging in and click [OK]. When entering the user account, specify a user
account that enables the following:

- Logging in to Microsoft SQL Server with Windows authentication
- Creating and updating databases.

fservices =

The account ¥administrator has been granted the Log On As A
b serce right.

(6) The sPSV service starts.

=loix]
B e yon tob
|l ENSTEN N e I

Sovces (oc8) ane ~

Toescipton [statvs  [stortuptype [togonas [ 4]
Stated ot -

(5) When a message saying [The account %the account specified in (4)%
has been granted the Log On As A Service right.] is displayed, click [OK].
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17. Frequently Asked Questions (FAQ)

17. Frequently Asked Questions (FAQ)

This section provides the answers to frequently asked questions about sPSV.

Q

A

How to configure the
settings in sPSV when a user
has been added to an Active
Directory user group?

Follow the steps below.
(1) Add User A to User Group A in Active Directory.
(2) Update Active Directory in sPSV. = P. 47

How to configure the
settings in sPSV when a user
has been removed from an
Active Directory user group?

Follow the steps below.
(1) Delete User A from User Group A in Active Directory.
(2) Update Active Directory in sPSV. = P. 47

How to configure the
settings in sPSV when a user
has been moved from one
Active Directory user group
to another?

Follow the steps below.

(1) Move User A from Group A to Group B in Active
Directory.

(2) Update Active Directory in sPSV. = P. 47

A user cannot print even
though the usage limit for
the device limit has not been
exceeded.

If available usage is set for a user group and [Include in the

total usage of the assigned user group.] is checked in [User

Settings] > [Available Usage] for the users in the group,

the members of the group can no longer print once their

total usage exceeds the limit for the group.

Example 1: If 100 printed sheets are set as the available

usage for User Group A

¢ If User A prints 40 sheets and User B prints
60 sheets, all members in User Group A can
no longer print.

If 100 printed sheets are set as the available

usage for User Group A and users in the group

print on multiple devices

o If User A prints 40 sheets on Device A, User B
prints 50 sheets on Device B and User C prints
10 sheets on Device C, all members in User
Group A can no longer print.

To print again, see “Setting the Available Usage” (P. 166)

and change the maximum available usage.

Example 2:

Can a user print even if the
user group they belong to
has reached its maximum
available device usage?

If User A belongs to multiple user groups, their available
usage is judged according to the maximum for the group
for which the highest priority is set.
Example: If User Group B has a higher priority than User
Group A
o If User A belongs to both groups, User A can
print up to the limit for User Group B.
To change the maximum available usage, see “"Changing
Fee Charge Definitions” (P. 173).
To change the priority levels, see "Changing the Priority
Level of User Group” (P. 167).
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Q

A

When trying to print color
data in monochrome, it did
not print, even though the
use restriction is set to [Print
In Mono].

If multiple conditions are set for use restrictions, the

stronger restriction is applied.

Example: If [Print In Mono] is set for the user name
“user01”) and [Prohibit Printing] is set for the
host name “PC01")
¢ Printing is not possible when User A (user01)

gives a print command from Computer A
(PCO1).
To change the use restriction settings, see “9. Restricting
Device Use” (P. 142).

Excel file (Excel 97-2003
format) print attempt failed.

“.xls") is specified as the [Document Name] in the use
restrictions and [Prohibit Printing] is set as a [Restricted
Item].

To change the use restriction settings, see “Adding
Manually” (P. 153).

Unable to change passwords.

For information on how to change passwords, see
“Changing User/User Group Information” (P. 133).

How to assign administrator
authority to another user.

Add the user to receive administrator authority as a
member of a user group for which [Assign to the admins
user group.] is checked.

For information on how to add users, see “"Changing User
Group Assignment” (P. 134).
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18. Terms

Active Directory

A directory service developed by Microsoft
and included in Windows.

CN (Common Name)

An attribute used for LDAP services,
denoting a person's name.

DC (Domain Component)

An attribute used for LDAP services,
denoting a domain name element.

LDAP (Lightweight Directory Access
Protocol)

A communication protocol for accessing
directory services.

MAC address (Media Access Control
address)

A unique physical address assigned to a
device connected to a network.

Microsoft SQL Server

A relational database management system
developed by Microsoft.

Microsoft SQL Server Compact

A compact relational database
management system developed by
Microsoft.

OU (Organization Unit)

An attribute used for LDAP services,
denoting a department name.

PIN (Personal Identification Number)

An identification number used to verify a
user's identity.

SMTP (Simple Mail Transfer Protocol)

A protocol for sending email via the
Internet.

SMTP authentication (SMTP-AUTH)

User authentication performed using an
SMTP server. Authentication methods
include login, PLAIN and CRAM-MD5.

LOGIN
A user authentication method using plain
text.

PLAIN
A user authentication method using plain
text, as with the login method.

CRAM-MD5
A user authentication method
performed by using challenge-response
authentication.

SNMP (Simple Network Management
Protocol)
A protocol for monitoring and controlling
devices connected to a network.

Web service (EWS [Embedded Web
Services])
Inbuilt web server software used if the
environment where sPSV is installed does
not contain IIS.

Internet Information Services (I1IS)

The standard Windows web server service,
which supports basic protocols such as
HTTP/HTTPS, FTP, SMTP and NNTP.

Secure Protocol

A protocol that uses encoding and
authentication technology to communicate
safely with remote computers.

Broadcast format

A form of data communication in which
data is conveyed from one user to an
unspecified large number of other users by
specifying all destinations in the same data
link.

Buffer

A memory device or memory domain that
temporarily stores data to compensate for
differences in processing speed or transfer
speed when data is sent or received by
multiple independent users.

Port number

A sub-address assigned after the IP
address so that network connections can
be made to multiple destinations at the
same time. Port numbers from 0 to 65535
can be used.
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Unicast format

A form of one-on-one data communication
using a single address.
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List of Available Functions

The following functions in smart PrintSuperVision are available for those with user authority.
e: Available -: Unavailable

Large

Medium

Small categories

User authorit

. : Guest | Standard -
categories| categories Level 1 Level 2 Level 3 user user Administrator
Management|Device List [Viewing ° °

Modifying Lists ° °
Deleting - - °
Devices
Editing - - °
Displayed
Content
Registering - - °
Devices
Device Configuring - - °
Management|Device
Settings Settings
Management |Viewing Lists ° °
Groups Adding/Modifying/ - -
Deleting
Browsing Maps ° °
Billing - -
Amount
Settings
Reports |Viewing Device Viewing ° ° °
Reports Information
Job Viewing Job Logs - - °
Information  |Viewing Job Totals |By Month - o
By Day - °
By - °
Device
By - ° °
Management
Group
By PIN - o1
User - o*2
By Group
By User - o*] °
Name
By Login - o*] °
Name
Selecting Display - ° °
Items
Job Result Viewing - - °
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e: Available -: Unavailable

Large Medium Small categories o Use‘:srt:gg;%it
categories| categories Level 1 Level 2 Level 3 user user Administrator
Reports |Notification |Notification Viewing Lists - -

Settings of Device Adding/Modifying/ - -
Information Deleting
Notification Viewing Lists - -
of Job Adding/Modifying/ - -
Information Deleting
Notification of |Viewing Lists - -
Job Result Adding/Modifying/ - -
Deleting
Automatic Viewing Lists - -
Notification Adding/Modifying/ - -
on Device Deleting
Registration
Status Viewing Lists - -
Notification Adding/Modifying/ - -
Deleting
Notification Adding/Modifying/ - - °
Email Settings |Deleting
Option  |User User Lists Viewing - o*3 °
Settings Adding - - °
Deleting - - °
(AD) Update - - )
Confirmations
Modifying User - o*4 o*6
Information
Modifying User - o*5 T 3al)
Group Information
Priority Order - - °
of User Groups
User Handling - - °
Table
Environment - - °
Settings
Delete the - - °
log
Import/ - - X7
Export
Database - - o*7
Settings
Web Service - - o*7
setting
Help Help
Version
Information
*1: Content is displayed only for the logged in user.

*2:
*3:

belongs.

*4:
*5:
*6:

*7:
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Only the password of the logged in user can be modified.
It is only possible to browse information on user groups to which the logged in user belongs.
User/user group information acquired from AD cannot be modified (excluding settings
assigned in sPSV).

Only available on computers on which sPSV is running.

Content is displayed only for user groups to which the logged in user belongs.
Content is displayed only for the logged in user and user groups to which the logged in user




19. Resources

Information That Can Be Acquired as a Job Log

Information that can be acquired as a job log is as shown below. (

) denotes the name

displayed in the CSV file (compatible with print job accounting).

(! Note)

The items that can be aggregated differ depending on the device model or whether options

are used.

Item Details

Device The name of the device that executed the printing. This cannot be

(Printer) moved as it is always displayed in the report.

Destination The connection destination of the device that executed the printing.
This cannot be moved as it is always displayed in the report.

Date™ The date (year and month) on which the job log was acquired. This
is calculated from the set [Log Acquire Time].
If the output file format is CSV, this cannot be moved as it is
always displayed in the report.

Log No. The job log number which is assigned monthly starting with 1.

(Log No.)

PIN The user ID set in the client computer that executed the printing

(User ID) job, or the PIN ID entered into the control panel.

User name User name set in the client computer that executed the printing

(User) job.

Login Name (Login
Name)

Login name of the client computer that executed the print job.

Document name
(Document name)

Name of the printed document. If the document name contains a
“symbol, the” symbol is replaced with a one-byte space. In some
cases, the correct document name cannot be acquired.

Host Name (Host Name)

Name of the client computer that executed the print job.

Port Name of the port used for printing. When using over a network, the
(Port) IP address of the client computer is displayed.
Fee Fees incurred for the print job.

Total Sheets*?

Number of sheets printed.

Pages™
(Printed Pages)

Number of pages printed. When duplex printing is used, one
sheet is counted as two pages. This number is the actual number
of printed pages as opposed to the document page number. For
example, when a 6 page document is printed using 2-UP printing,
the number of pages is 3 pages.
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Item

Details

Status
(Status)

The job processing result

- Completed: Job completed normally.

- Canceled: Job cancelled by user operation. (For printing, when
one or more sheets are printed)

- Aborted: Job cancelled for a reason other than user operation.

- Abnormal Completed: Job completed abnormally.

Detailed Status
(Detailed Status)

- Log Buffer Full:
Job cancelled because the device log buffer is full.
- Access Control: Job cancelled by use restrictions.
- Memory Overflow:
Job cancelled by memory overflow.
- Prohibit color printing:
Job cancelled by use restriction (Prohibit Color Printing).
- Mono Printing (Color Control):
Job printed in monochrome due to use restriction (Prohibit Color
Printing).
- RIP Error
Job cancelled by RIP error.

Paper Size*3
(Paper Size)

Size of the printed paper. If a there are multiple paper sizes used in
the same print job, this item is displayed over a number of lines.

Media Type™*?
(Media Type)

Type of the printed paper. If there are multiple paper types used in
the same print job, this item is displayed over a number of lines.

Media Weight™

Thickness of the printed paper. If a there are multiple paper
thicknesses used in the same print job, this item is displayed over
a number of lines.

Duplex*3

This distinguishes between single-sided or duplex printing. If both
single-sided and duplex printing used in the same print job, this
item is displayed over a number of lines.

Printed Sheets™2*3

When one print job is displayed over a number of lines, the number
of printed sheets is displayed on each line.

Color™*3 Number of color pages printed. When one print job is displayed

(Color) over a number of lines, the number of pages is displayed on each
line.

Mono™*?*3 Number of monochrome pages printed. When one print job is

(Mono) displayed over a number of lines, the number of pages is displayed

on each line.
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Item

Details

Spot Color 1723
(White/Clear)

Number of pages printed in a spot color, such as white, clear, or
monochrome. When one print job is displayed over a humber of
lines, the number of pages is displayed on each line.

Spot Color 272 *3
(White/Clear only)

Number of pages printed only in a spot color, such as white or
clear. When one print job is displayed over a number of lines, the
number of pages is displayed on each line.

N-up
(N-up)

Displays how many pages of data are reduced and printed within
the printing range of 1 page.

Toner (C) (Toner (C))

Toner (M) (Toner (M))

Toner (Y) (Toner (Y))

Toner (K) (Toner (K))

Toner (W) (Toner (W/L))

Toner (CL) (Toner (W/L)

The level of toner (toner usage density for each A4/letter size
page) used for each color is displayed as one of the following 6
levels, from 0 to 5.

Level Density of the amount of toner used
0%
Up to 5%
Up to 15%
Up to 30%
Up to 60%
61% and over

auapPwWNHFHO

Toner (W/L) is Toner (W) + Toner (CL).

Drum (C) (Drum (C))

Drum (M) (Drum (M))

Drum (Y) (Drum (Y))

Drum (K) (Drum (K))

Drum (W) (Drum (W/L))

Drum (CL) (Drum (W/L))

Amount of drum used for each color (converted to amount of drum
used for each A4/letter size page). The amount of drum use of a
4-in-1 color drum unit is displayed as drum (K).

Drum (W/L) is Drum (W) + Drum (CL).

Belt (Belt) Amount of belt used (converted to the amount of belt used for each
A4/letter size page)

Fuser Amount of fuser used (converted to the amount of fuser used for
each A4/letter size page)

Staple When the optional finisher is installed, this shows the humber of

(Staple) times the stapler is used.

Log Acquire Time

The time at which the job log was acquired by sPSV.

Start Time

Time at which the device received the job.

Process Start Time

Time at which the device started processing.

Process End Time

Time at which the device finished processing.

Print Start Time

Time at which the device started printing.

End Time

Time at which the device finished printing.
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Item

Details

Processing Off-line Time

(Processing Off-line
Time)

The time during which device processing stopped due to an error,
such as a paper jam during processing, paper size error, or no
paper, or the amount of time (seconds) the device is set to offline
on the control panel.

Printing Off-line Time
(Printing Off-line Time)

The time during which device printing stopped due to an error, such
as a paper jam during processing, paper size error, or no paper,

or the amount of time (seconds) the device is set to offline on the
control panel.

Trayl (Trayl)*?

Number of sheets supplied from tray 1.

Tray2 (Tray2)*?

Number of sheets supplied from tray 2.

Tray3 (Tray3)*3

Number of sheets supplied from tray 3.

Tray4 (Tray4)™

Number of sheets supplied from tray 4.

Tray5 (Tray5)*

Number of sheets supplied from tray 5.

Multi-Purpose Tray™*?
(Multi-Purpose Tray)

Number of sheets supplied from the multi-purpose tray/manual
feeding tray.

Multi-Purpose Feeder™
(Multi-Purpose Feeder)

Number of sheets supplied from the optional multi-purpose feeder.

300dpi*2

Number of pages printed at 300dpi.

600dpi*2

Number of pages printed at 600dpi.

1200x600dpi*

Number of pages printed at 1200 x 600dpi.

2400x600dpi*

Number of pages printed at 2400 x 600dpi.

1200dpi*2

Number of pages printed at 1200dpi.

Color Scan Page*?
(Color Scan Page)

Number of pages scanned in color.

Mono Scan Page™?
(Mono Scan Page)

Number of pages scanned in monochrome.

Scan Operation
(Print While Scanning)

Indicates whether the scanned pages were printed.
¢ Print While Scanning: Yes
Number of scan jobs that are accompanied with printing.

¢ Print While Scanning: No
Number of scan jobs that are not accompanied with printing.

Job ID*3
(Job ID)

Number used to identify the job. When multiple job logs are
generated for the same job, the ID number is the same. If there
are multiple settings used in the same print job, this item is
displayed over a number of lines.
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Item Details
Function Displays the name of the function processed by the device.
Service Displays the name of the service processed by the device.
(Service)

Scan Page Size
(Scan Page Size)

Size of the scanned document

Destination

When the service is Fax or PC Fax, the destination is one of the
following: Telephone number of the Fax source or destination,
recipient ID, or equipment information.

If the service is a server, this is the file save destination folder.
When the service is a USB memory, this is fixed as USBMEMO1.
When the service is email, this is the email address of the sender
or receiver.

Communication Mode
(Communication Mode)

The communication type is either Fax or Email.

e Send: Fax sends job.

e Receive: Fax receives job.

¢ Send to multiple recipients: Fax send job to multiple recipients.
e Send from PC: Fax sends job from a PC.

e Send to multiple recipients from a PC:

Fax sends job to multiple recipients from a PC.
e Email send: Email sends job.
e Send Email to multiple recipients:

Email sends job to multiple recipients.

Communication Time

Time required to send or receive a fax.

Manual

Turns "ON” when a fax is transmitted manually.

Time specified

Turns "ON” when the time is specified in a fax.

Polling (Polling)

Turns “"ON” when polling transmission is used in a fax.

F-Code (F-Code)

Turns “"ON” when F code transmission is used in a fax.

Call/Receipt

Call: Indicates when the receiver is called by fax.
Receipt: Indicates when a call is received from the sender fax.

Fax Forwarding

Turns “"ON” when a fax is forwarded.

Communication Page
(Communication Page)

Number of pages sent or received by fax.

Service Code
(Service Code)

Fax transmission error code.

*1 The time is acquired from the device if the device has a built-in clock. If the device does

not have a built-in clock, the time at which the job log was acquired by sPSV is used.
*2 Unconverted paper size value.
*3 When multiple lines are displayed, items other than this main item are displayed as
blank spaces in the second and subsequent lines.
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Items That Can Be Aggregated

Items that are displayed for aggregation are as shown below. (

) denotes the name

displayed in the CSV file (compatible with print job accounting).

(! Note)
The items that can be aggregated differ depending on the device model or whether options
are used.

Item Details

Device (Printer)

This is the name of the device that executed the aggregation. It
is displayed for aggregations [By Device] and [By Management
Group].

Destination

This is the connection destination of the device that executed the
aggregation. It is displayed for aggregations [By Device] and [By
Management Group].

PIN (User ID)

This is the PIN (user ID) with which the aggregation was executed.
It is displayed for aggregations [By PIN] and [By User Group].

Name This is the user name corresponding to the PIN with which the
aggregation was executed. It is displayed for aggregations [By
PIN], [By User Group] and [By Login].

Date™ This is the month in which the aggregation was executed. It is

displayed when logs are aggregated [Monthly].

Month and Year and

*

Day™

This is the day on which the aggregation was executed. It is
displayed when logs are aggregated [By Day].

User Name (User)

This is the name of the user who executed the aggregation. It is
displayed when logs are aggregated [By User Name].

Login Name (Login
Name)

This is the login by which the aggregation was executed. It is
displayed when logs are aggregated [By Login Name].

Group (Group)

This is the name of the group that the aggregated device or user
belongs to.

Fee

This is the fee total.

Jobs (Jobs)

This is the total number of jobs.

Printed Sheets*?

This is the total number of sheets printed.

Printed Pages (Printed
Pages)*?

This is the total number of pages printed. When one print job is
displayed over a number of lines, the number of pages is displayed
on each line.

Color (Color)*?

This is the total number of color pages printed.

Mono (Mono)*?

This is the total number of monochrome pages printed.

Spot Color 1 (White/
Clear)*?

This is the total number of pages printed in a spot color such as
white or clear and in a color other than white/clear.

Spot Color 2 (White/Clear
only)*?

This is the total number of pages printed only in a spot color such
as white or clear.

Device Occupancy Time

This is the total time the device was used.

Completed

This is the total number of jobs that completed normally.

Cancel (Cancel)

This is the total number of jobs cancelled by user operation. (For
printing, when one or more sheets are printed)

Aborted

This is the total number of jobs cancelled by reasons other than
user operation.
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Item

Details

Abnormal Completed

This is the total number of jobs that completed abnormally.

Log Buffer Full
(Log Buffer Full)

This is the total number of jobs cancelled because the device log is
full.

Access Control (Access
Control)

This is the total number of jobs cancelled because the use
restrictions (Prohibit Printing) or limit values for a user ID was
exceeded.

Memory Over Flow
(Memory Over Flow)

This is the total number of jobs cancelled due to memory overflow.

Color Control (Color
Control)

This is the total number of jobs cancelled because the use
restrictions (Prohibit Color Printing) or limit values for a user ID
was exceeded.

Mono Printing (Color
Control)
(Mono Printing (Color
Control))

This is the total number of jobs printed in monochrome due to use
restrictions (Prohibit Color Printing) for a user ID.

RIP Error

This is the total number of jobs cancelled due to RIP error.

Access Control - Login
Name
(Access Control - Login
Name)

This is the total number of jobs cancelled because the use
restrictions (Prohibit Printing) or limit values for a login name were
exceeded.

Access Control -

Document Name
(Access Control -
Document Name)

This is the total number of jobs cancelled because the use
restrictions (Prohibit Printing) or limit values for a document name
were exceeded.

Access Control - Host
Name
(Access Control - Host
Name)

This is the total number of jobs cancelled because the use
restrictions (Prohibit Printing) or limit values for a host name were
exceeded.

Color Control - Login
Name
(Color Control - Login
Name)

This is the total number of jobs cancelled due to use restrictions
(Prohibit Color Printing) for a login name.

Color Control - Document
Name

(Color Control -
Document Name)

This is the total number of jobs cancelled due to use restrictions
(Prohibit Color Printing) for a document name.

Color Control - Host
Name
(Color Control - Host
Name)

This is the total number of jobs cancelled due to use restrictions
(Prohibit Color Printing) for a host name.

Mono Printing - Login
Name
(Mono Printing - Login
Name)

This is the total number of jobs printed in monochrome due to use
restrictions (Prohibit Color Printing) for a login nhame.

Mono Printing -
Document Name

(Mono Printing - Document
Name)

This is the total number of jobs printed in monochrome due to use
restrictions (Prohibit Color Printing) for a document name.
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Item Details
Mono Printing - Host This is the total number of jobs printed in monochrome due to use
Name restrictions (Prohibit Color Printing) for a host name.
(Mono Printing - Host
Name)
A4 This is the total print humber for each paper size.
A5
A6
Simplex This is the total number of sheets printed for simplex printing.
Duplex This is the total number of sheets printed for duplex printing.
1-Up This is the total number of jobs for each N-up setting.
2-Up
3-Up
Toner (C) (Toner (C)) This is the total number of pages for each level of used cyan toner.
Toner (M) (Toner (M)) This is the total number of pages for each level of used magenta toner.
Toner (Y) (Toner (Y)) This is the total number of pages for each level of used yellow toner.
Toner (K) (Toner (K)) This is the total number of pages for each level of used black toner.

Toner (W) (Toner (W/L))*3 | This is the total humber of pages for each level of used white toner.

Toner (CL) (Toner This is the total number of pages for each level of used clear toner.
(W/L))"

Drum (C) (Drum (C)) This is the total amount of use of cyan drum.

Drum (M) (Drum (M)) This is the total amount of use of magenta drum.

Drum (Y) (Drum (Y)) This is the total amount of use of yellow drum.

Drum (K) (Drum (K)) This is the total amount of use of black drum and 4-in-one color drum.
Drum (W) (Drum This is the total amount of use of white drum.

(w/L))™

Drum (CL) (Drum This is the total amount of use of clear drum.

(w/L))™

Belt (Belt) This is the total amount of use of belt.

Fuser This is the total amount of belt and fuser used.

Staple (Staple) When the optional finisher is installed, this shows the number of

times the stapler is used.

Standard Paper This is the total print number for each paper type.
Letterhead (Letterhead)
OHP Sheet (OHP Sheet)

Auto This is the total print number for each paper thickness.
Thin Paper (Thin)
Standard Paper

(Standard)

Trayl (Trayl) This is the total number of sheets supplied from tray 1.
Tray2 (Tray2) This is the total number of sheets supplied from tray 2.
Tray3 (Tray3) This is the total number of sheets supplied from tray 3.
Tray4 (Tray4) This is the total number of sheets supplied from tray 4.
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Item

Details

Tray5 (Tray5)

This is the total number of sheets supplied from tray 5.

Multi-Purpose Tray
(Multi-Purpose Tray)

This is the total number of sheets supplied from the multi-purpose
tray/manual feeding tray.

Multi-Purpose Feeder
(Multi-Purpose Feeder)

This is the total number of sheets supplied from the optional multi-
purpose feeder.

300dpi This is the total number of pages printed at 300dpi.

600dpi This is the total number of pages printed at 600dpi.
1200x600dpi This is the total number of pages printed at 1200 x 600dpi.
2400x600dpi This is the total number of pages printed at 2400 x 600dpi.
1200dpi*t *2 This is the total number of pages printed at 1200dpi.

Color Scan Page
(Color Scan Page)

This is the total number of scanned color pages.

Mono Scan Page
(Mono Scan Page)

This is the total number of scanned monochrome pages.

Print and Scan
(Print and Scan)

This is the total number of scan jobs that are accompanied with
printing.

Scan Only This is the total number of scan jobs that are not accompanied with
(Scan Without Printing) printing.

Print This is the total log number for each function.

Fax To Print

PC Scan (PC Scan)

Print
Scan (Scan)
Fax

This is the total log number for each service.

Communication Time

This is the total time required to send or receive faxes.

Send This is the total number of jobs sent by fax.

Receive This is the total number of jobs received by fax.

Multi-cast Send This is the total number of jobs sent by fax to multiple recipients.
Send on PC This is the total number of jobs sent by fax from a PC.

Multi-cast Send on PC

This is the total number of jobs sent by fax to multiple recipients
from a PC.

Email Send (Email Send)

This is the total number of jobs sent by email.

Multi-cast Email Send
(Multi-cast Email Send)

This is the total number of jobs sent to multiple recipients by email.

Communication Page
(Communication Page)

This is the total number of pages sent and received by fax.

*1 The time is acquired from the device if the device has a built-in clock. If the device does
not have a built-in clock, the time at which the job log was acquired by sPSV is used.

*2 When one job is displayed over a number of lines, the number of pages is displayed

on each line. When multiple lines are displayed, items other than this main item are
displayed as blank spaces in the second and subsequent lines.

*3 Toner (W/L) indicates the total for Toner (W) and Toner (CL).

*4 Drum (W/L) indicates the total for Drum (W) and Drum (CL).
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Basic Procedures in Windows

This section explains procedures for displaying the Printer Properties window for OS other
than Windows 7, the OS that was used as an example in this manual.

The procedures for Windows Server 2008 R2 are the same as for Windows 7.

Windows 8/Windows Server 2012
1 If the [Start] screen is displayed, click [Desktop] on the screen.

2 Move the cursor to the top right of the screen to display the charm bar and then click [Settings]
> [Control Panel] from the displayed items. (If using a computer that supports touch
operations, the charm bar can be displayed by flicking the right side of the screen.)

3 Select [Devices and Printers].

4 Right-click the printer driver icon and select [Printer Properties].

Windows Vista/Windows Server 2008
1 Click [Start] and select [Control Panel] > [Printers].

2 Right-click the printer driver icon and select [Properties].

Windows Server 2003
1 Click [Start] and select [Printers and Faxes].

2 Right-click the printer driver icon and select [Properties].
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